Jun 23 05 04:45p SVIPG 408 3971 4660 p.2

ASSIGNMENT RECORDATION COVER SHEET
-PATENTS ONLY-

To: Honorable Commissioner of Patents and Trademarks:
Please record the attached original document(s) or copy thereof.

1. Name of conveying party(ies)
a) Networks Associates, Inc., d/b/a Network Assaciates, Inc.
3965 Freedom Circle
Santa Clara, CA 95054

2, Name and address of receiving party(ies):
a) Name: McAfee, Inc.
Address: 39635 Freedom Circle

Santa Clara, CA 95054

Nature of conveyance

)

Z| Assignment |:| Merger
D Security Agreement |:| Change of Name
D Other D License Agreement

Execution Date: June 28, 2005
4, Application Number(s) or Patent Number(s):

NAIIP321/00.023.01

CUSTOMER INTERACTIVE COMMUNICATION SYSTEM AND METHOD FOR SUPPORT CENTERS
Ser. No, 09/571,225

Filing date: May 135, 2000

NAIIP380/98.010.02

MODULAR FRAMEWORK FOR DYNAMICALLY PROCESSING NETWORK EVENTS USING ACTION
SETS IN A DISTRIBUTED COMPUTING ENVIRONMENT

Ser. No. 09/467,730

Filing date: December 20, 1999

NAT1P381/99.089.01

SYSTEM AND METHOD FOR SIMULATING A VIRTUAL DISTRIBUTED OPERATING ENVIRONMENT
WITH ACTIVITY TRACKING

Ser. No. 09/543,109

Filing date; April 5, 2000
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NAIIP382/99.033.01

SYSTEM AND METHOD FOR DYNAMICALLY RESIZING A STORAGE STRUCTURE FOR STORING
REMOTE NETWORK MONITORING DATA OBJECTS AND GRAPHICAL USER CONTROL THEREOF
Ser. No. 09/4156,052

Filing date: October 13, 1999

NAIIP386/99.002.01

SYSTEM AND METHOD FOR PROVIDING A NETWORK HOST DECOY USING A PSEUDO NETWORK
PROTOCOL STACK IMPLEMENTATION

Ser. No. 09/405,652

Filing date: September 24, 1999

NATIP388/00.035.01
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APPARATUS AND METHOD FOR CONTROLLING ACCESS TO NETWORK RESOURCES THROUGH
STATELESS CLIENT VALIDITY CHECKING

Ser. No. 09/655,515

Filing date: August 31, 2000

NAIIP395/00.034.01

SYSTEM AND METHOD FOR PARTITIONED DISTRIBUTED SCANNING OF A LARGE DATASET FOR
VIRUSES AND OTHER MALWARE

Ser. No. 09/540,849

Filing date: March 31, 2000

NAIIP396/00.071.01

SYSTEM AND METHOD FOR PREVENTING A SPOOFED DENIAL OF SERVICE ATTACK IN A
NETWORKED COMPUTING ENVIRONMENT

Ser. No. 09/655,459

Filing date: August 31, 2000

NAI1P402/96.040.01

SYSTEM AND PROCESS FOR MAINTAINING A PLURALITY OF REMOTE SECURITY APPLICATIONS
USING A MODULAR FRAMEWORK IN A DISTRIBUTED COMPUTING ENVIRONMENT

Ser. No. 09/541,355

Filing date: March 31, 2000

NAI1P403/00.029.02

SYSTEM AND METHOD FOR INTRUSION DETECTION DATA COLLECTION USING A NETWORK
PROTOCOL STACK MULTIPLEXOR

Ser. No. 09/644,664

Filing date: August 24, 2000

NAI1P404/99.041.01

SYSTEM AND PROCESS FOR REPORTING NETWORK EVENTS WITH A PLURALITY OF
HIERARCHICALLY-STRUCTURED DATABASES IN A DISTRIBUTED COMPUTING ENVIRONMENT
Ser. No. 09/541,365

Filing date; March 31, 2000

NAI1P405/98.011.01

SYSTEM AND METHOD FOR PROVIDING TRUSTWORTHY NETWORK SECURITY CONCERN
COMMUNICATION IN AN ACTIVE SECURITY MANAGEMENT ENVIRONMENT

Ser. No. 09/540,821

Filing date: March 31, 2000

NAIIP407/98.004.02
SYSTEM AND METHOD PROVIDING CUSTOM ATTACK SIMULATION LANGUAGE FOR TESTING

NETWORKS
Ser. No. 09/235,149
Filing date: January 21, 1999

NAITP408/97.004.02
INTERNET COMPUTER SYSTEM WITH METHODS FOR DYNAMIC FILTERING OF HYPERTEXT TAGS

AND CONTENT
Ser. No. 08/815,104
Filing date: March 11, 1997

NAIIP411/98.005,02
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ACTIVE FIREWALL SYSTEM AND METODOLOGY
Ser, No. 09/328,177
Filing date: June §, 1999

NAIIP414/99.036.01

SYSTEM AND METHOD FOR DYNAMICALLY SENSING AN ASYNCHRONOUS NETWORK EVENT
WITHIN A MODULAR FRAMEWORK FOR NETWORK EVENT PROCESSING

Ser. No. 09/494,234

Filing date: January 31, 2000

NAIIP415/99.003.01

SYSTEM AND METHOD FOR REMOTELY DETERMINING A NETWORK NODE CONFIGURATION
BASED ON A NETWORK LAYER STACK IMPLEMENTATION

Ser. No. 09/405,654

Filing date: September 24, 1999

NAIIP416/99.037.01

SYSTEM AND PROCESS FOR BROKERING A PLURALITY OF SECURITY APPLICATIONS USING A
MODULAR FRAMEWORK IN A DISTRIBUTED COMPUTING ENVIRONMENT

Ser. No. 09/540,973

Filing date: March 31, 2000

NAIIP417/99.034.01

MODULAR FRAMEWORK FOR CONFIGURING ACTION SETS FOR USE IN DYNAMICALLY
PROCESSING NETWORK EVENTS IN A DISTRIBUTED COMPUTING ENVIRONMENT

Ser. No. 09/467,633

Filing date: December 20, 1599

5. Please send all correspondence concerning this (these) documents to:
Zilka-Kotab, PC
P.O. Box 721120
San Jose, CA 95172-1120
Tel. No.: (408) 971-2573

6. Total number of applications and patents involved: 19
7. Total fee (37 CFR 3.41): $760.00
|___| Enclosed

X< Authorized to be charged to Deposit Account No. 5_0735] (Order No. NA11GO00)

8. To the best of my knowledge and belief, the foregoing infqréa 6n is true and correct and any attached copy
is a true copy of the original document. /

Date: ! £2 ] 5 l/ l_;(

;
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ASSIGNMENT
WHEREAS,
Networks Associates, Inc., &/b/a Network Associates, Inc,
3965 Freedom Circle
Santa Clara, CA 95054
United States of America
(hereinafter "ASSIGNOR"), is the owner of the entire interest in the inventions in the following patent
applications/patents:
NAI1P321/00.,023.01

CUSTOMER INTERACTIVE COMMUNICATION SYSTEM AND METHOD FOR SUPPORT CENTERS
Ser. No. 09/571,225
Filing date: May 15, 2000

NAI1P380/98.010.02

MODULAR FRAMEWORK FOR DYNAMICALLY PROCESSING NETWORK EVENTS USING ACTION SETS
IN A DISTRIBUTED COMPUTING ENVIRONMENT

Ser. No. 09/467,730

Filing date: December 20, 1999

NAI1P381/99.08%.01

SYSTEM AND METHOD FOR SIMULATING A VIRTUAL DISTRIBUTED OPERATING ENVIRONMENT
WITH ACTIVITY TRACKING

Ser. No. 09/543,109

Filing date: April 5, 2000

NAI1P382/99.033.01

SYSTEM AND METHOD FOR DYNAMICALLY RESIZING A STORAGE STRUCTURE FOR STORING
REMOTE NETWORK MONITORING DATA OBJECTS AND GRAPHICAL USER CONTROL THEREOF
Ser. No. 09/419,052

Filing date: October 15, 1999

NAT1P386/99.002.01

SYSTEM AND METHOD FOR PROVIDING A NETWORK HOST DECOY USING A PSEUDO NETWORK
PROTOCOL STACK IMPLEMENTATION

Ser. No. 09/405,652

Filing date: Septemnber 24, 1999

NAI1P388/00.035.01

APPARATUS AND METHOD FOR CONTROLLING ACCESS TO NETWORK RESOURCES THRCUGH
STATELESS CLIENT VALIDITY CHECKING

Ser. No. 09/655,515

Filing date: August 31, 2000

NAI1P395/00.034.01

SYSTEM AND METHOD FOR PARTITIONED DISTRIBUTED SCANNING OF A LARGE DATASET FOR
VIRUSES AND OTHER MALWARE

Ser. No, 09/540,84%

Filing date: March 31, 2000

NAI1P396/00.071.01

SYSTEM AND METHOD FOR PREVENTING A SPOOFED DENIAL OF SERVICE ATTACK IN A
NETWORKED COMPUTING ENVIRONMENT

Ser. No. 09/655,459

Filing date; August 31, 2000

Page1of 3

PATENT

REEL: 016448 FRAME: 0017 m




Jun 29 05 04:46p SVIPG

408 3971 4660 p.9

NAI1P402/99.040.01

SYSTEM AND PROCESS FOR MAINTAINING A PLURALITY OF REMOTE SECURITY APPLICATIONS
USING A MODULAR. FRAMEWORK IN A DISTRIBUTED COMPUTING ENVIRONMENT

Ser. No. 09/541,355

Filing date: March 31, 2000

NAI1P403/00.029.02

SYSTEM AND METHOD FOR. INTRUSION DETECTION DATA COLLECTION USING A NETWORK
PROTOCOL STACK MULTIPLEXOR

Ser. No. 09/644,664

Filing date: August 24, 2000

NAI1P404/99.041.01

SYSTEM AND PROCESS FOR REPORTING NETWORK EVENTS WITH A PLURALITY OF
HIERARCHICALLY-STRUCTURED DATABASES IN A DISTRIBUTED COMPUTING ENVIRONMENT
Ser. No. 09/541,365
Filing date: March 31, 2000

NAIIP405/98.011.01

SYSTEM AND METHOD FOR PROVIDING TRUSTWORTHY NETWORK SECURITY CONCERN
COMMUNICATION IN AN ACTIVE SECURITY MANAGEMENT ENVIRONMENT

Ser, No. 09/540,821

Filing date: March 31, 2000

NAT1P407/98.004.02

SYSTEM AND METHOD PROVIDING CUSTOM ATTACK SIMULATION LANGUAGE FOR TESTING
NETWORKS

Ser. No. 09/235,149

Filing date: January 21, 1999

NAI1P408/97.004.02

INTERNET COMPUTER SYSTEM WITH METHODS FOR DYNAMIC FILTERING OF HYPERTEXT TAGS
AND CONTENT

Ser. No. 08/815,164

Filing date: March 11, 1997

NAIIP411/98.005.02

ACTIVE FIREWALL SYSTEM AND METODOLOGY
Ser. No. 09/328,177

Filing date; June 8, 1959

NAI1P414/99.036.01

SYSTEM AND METHOD FOR DYNAMICALLY SENSING AN ASYNCHRONOUS NETWORK EVENT
WITHIN A MODULAR FRAMEWORK FOR NETWORK EVENT PROCESSING

Ser. No., 09/494,234

Filing date: January 31, 2000

MAT1P415/99.003.01

SYSTEM AND METHOD FOR REMOTELY DETERMINING A NETWORK NODE CONFIGURATION BASED
ON A NETWORK LAYER STACK IMPLEMENTATION

Ser. No. 09/405,654

Filing date: September 24, 1999

NAIIP416/99.037.01

SYSTEM AND PROCESS FOR BROKERING A PLURALITY OF SECURITY APPLICATIONS USING A
MODULAR FRAMEWORK IN A DISTRIBUTED COMFUTING ENVIRONMENT

Ser. No. 09/540,973

Filing date: March 31, 2000

Page 2 of 3

PATENT
REEL: 016448 FRAME: 0018

T




Jun 23 05 04:4%7p SVIPG 408 3971 4660 10
P.

NAT1P417/99.034.01

MODULAR FRAMEWORK FOR CONFIGURING ACTION SETS FOR USE IN DYNAMICALLY PROCESSING
NETWORK EVENTS IN A DISTRIBUTED COMPUTING ENVIRONMENT

Ser. No. 09/467,633

Filing date: December 20, 1999

and WHEREAS, McAfee, Inc. (hereinafier "ASSIGNEE™, a Delaware Corporation having a business address at 3965
Freedom Circle, Santa Clara, CA 95054, is desirous of obtaining the entire Tight, tifle and interest in, to and under the
said inventions and the said applications/patents;

NOW, THEREFORE, in exchange for good and valuable consideration, the receipt of which is hereby
acknowledged, said ASSIGNOR has sold, assigned, transferred and set over, and by these presents does hereby sell,
assign, transfer and set over, unto the said ASSIGNEE, its successors, legal representatives and assigns, the entire right,
tifle and interest in, to and under the said inventions, and the said United States applications/patents and all divisions,
renewals and continuations thereof, and all Patents of the United States which may be granted thereon and all reissues
and extensions thereof; and all applications for industrial property protection, including, without limitation, all
applications for patents, utility models, and designs which may hereafter be filed for said inventions in any country or
countries foreign to the United States, together with the right to file such applications and the right to claim for the
samne the priority rights derived from said United States applications/patents under the Patent Laws of the United
States, the International Convention for the Protection of Industrial Property, or any other international agreement ot
the domestic laws of the country in which any such applications are filed, as may be applicable; and all forms of
industrial property protection, including, without limitation, patents, utility models, inventors’ certificates and designs
which may be granted for said inventions in any country or countries foreign to the United States and all extensions,
renewals and reissues thereof.

IN TESTIMONY WHEREQF, I hereunto set my hand and seal the day and year set opposite my signature,

Date: -2%- O 5 w
Signature of Assignor
Networks Associates, Inc., d/b/a Network Associates, Inc.
Kent H. Roberts
Executive Vice President
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