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CONFIRMATORY ASSIGNMENT

For good and valuable consideration, the receipt of which is hereby acknowledged, the
person(s) named below (referred to as "INVENTOR" whether singular or plural) has sold,
assigned, and transferred and does hereby confirm the sale, assignment, and transfer to Juniper
Networks, Inc., having a place of business at 1133 Innovation Way, Sunnyvale, CA 94089-
1206, United States of America ("ASSIGNEE"), for itself and its successors, transferees, and
assignees, the following:

1. The entire worldwide right, title, and interest in all inventions and
improvements (“SUBJECT MATTER”) that are disclosed in the following provisional
application filed under 35 U.S.C. § 111(b), non-provisional application filed under 35
U.S.C. § 111(a), international application filed according to the Patent Cooperation
Treaty (PCT), or U.S. national phase application filed under 35 U.S.C. § 371
(“APPLICATION”):

Application No. 14/788,496, entitled “ACCESS ENFORCEMENT AT A
WIRELESS ACCESS POINT” filed on June 30, 2015. (I hereby authorize
the Assignee and its representative to hereafter add herein such application
number(s) and/or filing date(s) when known.)

2. The entire worldwide right, title, and interest in and to:

(a) the APPLICATION; (b) all applications claiming priority from the APPLICATION;
(c) all provisional, utility, divisional, continuation, substitute, renewal, reissue, and other
applications related thereto which have been or may be filed in the United States or
elsewhere in the world; (d) all patents (including reissues and re-examinations) which
may be granted on the applications set forth in (a), (b), and (c) above; and (e) all right of
priority in the APPLICATION and in any underlying provisional or foreign application,
together with all rights to recover damages for infringement of provisional rights.

3. The entire worldwide right, title, and interest in and to (including all
claims of):

U.S. Patent No. 9,686,289 issued June 20, 2017, which is included as an
Appendix to this Assignment.

INVENTOR agrees that ASSIGNEE may apply for and receive patents for SUBJECT
MATTER in ASSIGNEE’s own name.

INVENTOR agrees to do the following, when requested, and without further
consideration, in order to carry out the intent of this Assignment: (1) execute all oaths,
assignments, powers of attorney, applications, and other papers necessary or desirable to fully
secure to ASSIGNEE the rights, titles and interests herein conveyed; (2) communicate to
ASSIGNEE all known facts relating to the SUBJECT MATTER; and (3) generally do all lawful
acts that ASSIGNEE shall consider desirable for securing, maintaining, and enforcing worldwide
patent protection relating to the SUBJECT MATTER and for vesting in ASSIGNEE the rights,
titles, and interests herein conveyed. INVENTOR further agrees to provide any successor,
assign, or legal representative of ASSIGNEE with the benefits and assistance provided to
ASSIGNEE hereunder.
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INVENTOR represents that INVENTOR has the rights, titles, and interests to convey as
set forth herein, and covenants with ASSIGNEE that the INVENTOR has not made and will not
hereafter make any assignment, grant, mortgage, license, or other agreement affecting the rights,
titles, and interests herein conveyed.

INVENTOR grants the attorney of record the power to insert on this Assignment any
further identification that may be necessary or desirable in order to comply with the rules of the
United States Patent and Trademark Office for recordation of this document.

This Assignment may be executed in one or more counterparts, each of which shall be
deemed an original and all of which may be taken together as one and the same Assignment.
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1
ACCESS ENFORCEMENT AT A WIRELESS
ACCESS POINT

BACKGROUND OF THE INVENTION

Traditionally in a wired network, devices on the same
Local Area Network (i.e., LAN) are able to discover and
communicate with each other. For example, devices con-
nected to the same router are able to share files between the
devices. However, in public environments such as a public
hotspot, there are security issues in allowing random public
clients to communicate with each other over a LAN. For
example, a hacker may connect to a LAN to hack a device
of another user on the LAN. Security concerns become even
greater when utilizing wireless access points that allow
network access without a physical connection. Due to such
risks, often clients in public environments are prevented
from directly communicating over a LAN. Although it may
be possible to specifically reconfigure and enable a LAN
when communication between clients is desired, the diffi-
culty and manual nature of the reconfiguration often makes
it extremely difficult to allow such reconfigurations. There-
fore there exists a need for a more flexible and efficient way
to manage access between devices of a network.

BRIEF DESCRIPTION OF THE DRAWINGS

Various embodiments of the invention are disclosed in the
following detailed description and the accompanying draw-
ings.

FIG. 1A is a block diagram illustrating an embodiment of
a network environment.

FIG. 1B is a block diagram illustrating an embodiment of
a wireless access point.

FIG. 2 is a flowchart illustrating an embodiment of a
process for obtaining access rules.

FIG. 3 is a flowchart illustrating an embodiment of a
process for implementing access rules.

FIG. 4 is a flowchart illustrating an embodiment of a
process for enabling automatic device discovery.

FIG. 5 is a flowchart illustrating an embodiment of a
process for responding to a request for access rules.

DETAILED DESCRIPTION

The invention can be implemented in numerous ways,
including as a process; an apparatus; a system; a composi-
tion of matter; a computer program product embodied on a
computer readable storage medium; and/or a processor, such
as a processor configured to execute instructions stored on
and/or provided by a memory coupled to the processor. In
this specification, these implementations, or any other form
that the invention may take, may be referred to as tech-
niques. In general, the order of the steps of disclosed
processes may be altered within the scope of the invention.
Unless stated otherwise, a component such as a processor or
a memory described as being configured to perform a task
may be implemented as a general component that is tem-
porarily configured to perform the task at a given time or a
specific component that is manufactured to perform the task.
As used herein, the term ‘processor’ refers to one or more
devices, circuits, and/or processing cores configured to
process data, such as computer program instructions.

A detailed description of one or more embodiments of the
invention is provided below along with accompanying fig-
ures that illustrate the principles of the invention. The
invention is described in connection with such embodi-
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ments, but the invention is not limited to any embodiment.
The scope of the invention is limited only by the claims and
the invention encompasses numerous alternatives, modifi-
cations and equivalents. Numerous specific details are set
forth in the following description in order to provide a
thorough understanding of the invention. These details are
provided for the purpose of example and the invention may
be practiced according to the claims without some or all of
these specific details. For the purpose of clarity, technical
material that is known in the technical fields related to the
invention has not been described in detail so that the
invention is not unnecessarily obscured.

Controlling access to network devices at a wireless access
point (i.e., AP) is disclosed. In some embodiments, a set of
access rules is received from an access configuration service.
For example, when a network device establishes a connec-
tion with an AP, the AP requests and receives from a remote
server access rules for a user of the particular network
device. The access rules may indicate Internet Protocol (i.e.,
IP) and media access control (i.e., MAC) addresses allowed
to be accessed by the network device and/or a destination
end point of a network tunnel. The access rules for the
device may dynamically change based on events defined by
one or more administrators. When the conditions of an event
trigger are met, updated access rules may be sent to the AP.
In some embodiments, an updated set of access rules is
received from the access configuration service. For example,
a second network device of the user has connected to the AP
and the access rules for the initial network device are
updated to allow communication with the second network
device of the user. When a network packet is received at the
AP from the network device, the set of access rules is
applied to either allow or deny the network packet. For
example, the network packet is only routed to its destination
if the destination is allowed by the access rules.

FIG. 1A is a block diagram illustrating an embodiment of
a network environment.

A wireless access point (i.e., AP) allows one or more
client devices to wirelessly connect to a network. For
example, clients 120 and 122 connect to wireless access
point 112 wirelessly (e.g., via Wi-Fi, IEEE 802.11%, Blu-
etooth, and/or other wireless standards and protocols) and
access the Internet (e.g., to access webpage served by server
106) via AP 112. Any number of clients may connect to an
AP. Similarly, AP 114 provides wireless network access to
client 124. A single wireless network environment may
include multiple APs. For example, the communication
range of one AP may be insufficient to cover an entire
building and multiple APs are utilized to provide wireless
coverage for the building. AP 112 and AP 114 are located in
the same physical environment and a client may roam
between at least AP 112 and AP 114 to select the AP that
offers the best wireless connection as the client moves
throughout the environment. AP 112 and AP 114 may be
only two of any number of APs deployed in an environment.

Examples of clients 120, 122 and 124 include a laptop
computer, a desktop computer, a smartphone, a tablet com-
puter, an Internet of Things device, a wearable computer, a
wireless repeater, a wireless router, or any other wireless
computer or device. In some embodiments, AP 112/114
includes and/or is included in a wired router. For example,
AP 112 includes a wired Ethernet router. Switch 108 con-
nects together AP 112, AP 114, device 116 and router 110
and routes communication between these components as
well as to and from network 104. Examples of devices 116
and 118 include a networked printer, a smart television, a
media player, a smart thermostat, a camera, a storage, a
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laptop computer, a desktop computer, a smartphone, a tablet
computer, an Internet of Things device, a wearable com-
puter, a wireless repeater, a wireless router, or any other
wireless computer or device. A client of AP 112 or AP 114
may desire to access device 116 or device 118 and AP
112/114 allows automatic discovery and access of the
devices by the client. Device 118 is connected to the network
via router 110 and may be discoverable and accessible by
clients 120, 122 and/or 124 despite being behind a router.

Access configuration service 102 includes one or more
servers and/or storage (e.g., cloud) that at least manages
access privileges of clients of access points. For example,
when a client first establishes a connection with an AP, the
AP requests and receives access rules for the client and/or a
user of the client from the access configuration service.
These access rules are implemented by the AP to selectively
allow and disallow communication of the client. For
example, the access rules for client 120 may specify that
client 120 is able to communicate with the IP and MAC
address of device 116 but not client 122, client 124, or router
110. In some embodiments, AP 112 facilitates a client to
only discover services/devices allowed to be accessed by the
client. For example, messages of network protocols such as
Universal Plug and Play (i.e., UPnP) allow networked
devices to automatically discover each other using discovery
and advertisement messages and an AP only proxies/allows
certain discovery/advertisement messages for allowed ser-
vices/devices of a client to pass through and/or be stored and
retransmitted. In some embodiments, AP 112/114 forwards
a network traffic of a client of the AP to an alternative
destination end point of a network tunnel based on one or
more access rules received from access configuration server
102. For example, certain network data of a client may be
forwarded to a destination that is not the originally
addressed destination of the network data for compliance
processing.

Examples of network 104 include one or more of the
following: a direct or indirect physical communication con-
nection, a mobile communication network, a wireless net-
work, Internet, intranet, Local Area Network, Wide Area
Network, Storage Area Network, and any other form of
connecting two or more systems, components, or storage
devices together. Other communication paths may exist and
the example of FIG. 1A has been simplified to illustrate the
example clearly. The connections between the components
shown in FIG. 1A may be a wired connection, a wireless
connection, and/or software data communication paths.
Although limited instances of the components shown in
FIG. 1A have been shown to simplify the diagram, addi-
tional instances of any of the components shown in FIG. 1A
may exist. For example, any number of APs, clients, and
devices may exist. Certain standard components have been
omitted to simplify the diagram. For example, any number
of network switches, routers, firewalls, and network gate-
ways may exist to facilitate the embodiments shown in FIG.
1A.

FIG. 1B is a block diagram illustrating an embodiment of
a wireless access point. In some embodiments, wireless
access point 130 is included in wireless access point 112
and/or 114 of FIG. 1A. Wireless access point 130 includes
configuration logic module 132. Logic module 132 may
include one or more applications, processes, scripts and
other logic to implement access filtering of the wireless
access point. For example, logic module 132 requests,
receives and implements access rules (e.g., access rules
received from access configuration server 102 of FIG. 1A).
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AP 130 includes components wireless radio 134 and
Ethernet 138. The components shown in FIG. 1B may be
hardware and/or software components. Wireless radio com-
ponent 134 may include a wireless radio driver, integrated
circuit chip and/or firmware. Ethernet component 138 may
include an Ethernet controller, driver, chip and/or firmware.
In some embodiments, wireless radio 134 receives commu-
nication to/from a client wirelessly and the communication
is routed from/to Ethernet 138 for communication via a
wired connection to a network (e.g., network 104 of FIG.
1A). Examples of wireless communication between wireless
radio 134 and a client include Wi-Fi, IEEE 802.11x, Blu-
etooth, and/or other wireless standards and protocols.

Rule filter 136 filters communication of clients of AP 130.
For example, network communication to/from wireless
radio 134 and/or Ethernet 138 is filtered by rule filter 136 to
allow, deny, forward and/or route based on one or more rules
associated with a client of the network communication. For
example, a rule of rule filter 136 is configured to forward
certain network packets of a specific client to a destination
of a network tunnel identified by an access rule of the client.
In some embodiments, the rules of rule filter 136 are
received from and/or configured by logic module 132. For
example, logic module 132 receives access rules for a client
from access configuration server 102 of FIG. 1A and imple-
ments the received access rules at least in part by configuring
rule filter 136 to filter communication of the client using
filter rules corresponding to the received access rules. Rule
filter 136 may be a hardware and/or software module. For
example, rule filter 136 is implemented using programmable
hardware logic such as an application-specific integrated
circuit (ASIC) or a field-programmable gate array (FPGA).
In some embodiments, rule filter 136, wireless radio 134 and
Ethernet 138 reside in software kernel space of AP 130 while
logic module 132 resides in software application/user space
of AP 130. Configuration logic module 132 communicates
with an interface of rule filter 136 to implement access rules
at the kernel level of AP 130.

FIG. 2 is a flowchart illustrating an embodiment of a
process for obtaining access rules. The process of FIG. 2
may be implemented on an AP (e.g., AP 112 and/or AP 114
of FIG. 1A and/or AP 130 of FIG. 1B). In some embodi-
ments, process of FIG. 2 is at least in part implemented by
configuration logic module 132 and/or rule filter 136 of FIG.
1B.

At 202, a request to establish a wireless connection is
received from a client of an AP. For example, client 120
requests to establish a Wi-Fi connection with AP 112 of FIG.
1A. In some embodiments, the request is received at the AP
that has been protected by a security key. In some embodi-
ments, the request is received at the AP that is open for
access without a security key. In some embodiments, the
connection is established and the client is requested to
provide login credentials. For example, when a user first
accesses a wireless network via a web browser, the user is
prompted to log in (e.g., provide user account identifier and
password), create an account, and/or provide payment for
WiFi connectivity via a webpage interface.

At 204, an identity of the client is determined. In some
embodiments, the identity of the client includes a MAC
address of the client received from the client. In some
embodiments, the identity of the client includes an identifier
of a user. For example, a username and password are
requested and received from the user of the client. In some
embodiments, the access rules are specific to the client for
a particular user. In some embodiments, the access rules for
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the client may be specific to a particular user and the access
rules for the user is applicable and can be utilized for any
device of the user.

At 206 it is determined whether valid access rules are
cached for the client. For example, if the client and/or a user
of the client has previously connected to the AP, the access
rules of the client and/or the user may still be cached/stored
by the AP. In some embodiments, the AP caches access rules
of a previously connected client until at least a threshold
amount of time past a time the client disconnected from the
AP. In some embodiments, access rules are associated with
an expiration time and access rules are invalidated past its
expiration time. Prior to its expiration, the access rules may
be requested and/or renewed from an access configuration
service.

If at 206 it is determined that valid access rules are
cached, at 208, the cached access rules are selected to be
implemented.

If at 206 it is determined that valid access rules are not
cached, at 210, access rules for the client and/or user are
requested using the at least the determined identity of the
client. In some embodiments, an automatically determined
identifier of the client is provided to an access configuration
service (e.g., service 102 of FIG. 1A) via a network and the
access configuration service provides the access rules for the
client. In some embodiments, an identifier (e.g., username,
room number, user registration number, etc.) of a user of the
client is requested and received from the client (e.g., via
webpage) and provided to an access configuration service
(e.g., along with a password) via a network to request the
access rules for the client of the user. The access rules may
be specific to a particular user, a particular client, or both the
particular user and particular client. In some embodiments,
the request identifies information about the client. For
example, identifications of capabilities, operating system,
resources, etc. of the client are included in the request and
the access configuration service provides access rules that
correspond to the provided information (e.g., access rules
specific to type of device of the client). In some embodi-
ments, requesting the access rules includes providing pay-
ment information received from the client. For example, a
fee is charged to the client for network access and fee
information (e.g., account number, room number, payment
card information, credit card information, etc.) is received
from the user via the client and provided during the request
for the access configuration. The fee amount may vary
according to the type, bandwidth, time, amount, and/or
privileges requested for access. For example, there exists a
daily Internet connection rate fee and a separate fee for the
ability to access a network printer from the client. In another
example, a separate fee exists for the ability to access a
networked storage of media (e.g., video content).

In some embodiments, the request for the access rules
includes a specification of a type, feature, device, and/or
service desired to be accessed. For example, the user of the
client is provided a menu of different types of options of
connections, features, resources, amount of access time,
level of access, settings, and peer devices available to be
accessed and the user selects the desired options. The option
selection may be provided in the request for access rules and
the access configuration service provides access rules based
on the requested options. For example, a first user may select
that the user has multiple devices that the user would like to
connect to a network and share data among the devices, and
access rules for a client of the first user is configured to allow
the client to be network accessible by other clients of the
user while a second user may only have one device and
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access rules for a client of the second user is configured to
disallow communication with other clients. In some embodi-
ments, the access configuration service tracks the clients/
devices of the user (e.g., track different devices of the user
that requested access rules) and the access rules for a client
have been configured to allow the client to access all known
devices of the user. Various different options may be asso-
ciated with different fees, requirements, and/or restrictions
that must be met before the corresponding options are
enabled. For example, a user that requested access to a
certain device is only granted access if the account of the
user is associated with a sufficient credential level.

The access configuration server provides the requested the
access rules. In some embodiments, in the event certain
requested options/configurations are not allowed, an error
message may be received and/or access rules that do not
enable the requested options/configurations are received.
The received access rules may be valid for only a limited
amount of time. For example, the received access rules
expire after a specified amount of time and the access rules
must be re-requested or renewed to extend/change its valid-
ity. In some embodiments, one or more rules among the
access rules are associated with a different expiration time
and/or validity time as compared to one or more other rules.
For example, the access rules specify that the client is able
to access a certain IP address for 24 hours while another IP
is only allowed to be accessed for the next one hour. In some
embodiments, the access rules limit the amount (e.g., band-
width, storage, time period, etc.) and/or number (e.g., num-
ber of print jobs, pages, movies, media, etc.) of accesses. In
some embodiments, access rules are cached. The cached
rules may be removed from the cache after a specified
amount of time after when the client disconnects from the
AP, the client roams away from the AP, and/or the access
rules’ time-to-live expires. In some embodiments, an access
configuration server may provide a message to instantly
invalidate the access rules.

At 212, the access rules are implemented. In some
embodiments, implementing the access rules includes filter-
ing communication to/from the client using the access rules.
In various embodiments, the access rules include a specifi-
cation of whether the client is allowed and/or not allowed to
utilize, access and/or receive communication using one or
more of the following: one or more IP addresses, one or
more MAC addresses, one or more corresponding IP and
MAC address pairs, one or more network ports of one or
more IP addresses, one or more network protocols, the
Internet, one or more network gateways, one or more
devices, one or more clients, one or more device types, one
or more [P address ranges, one or more MAC address
ranges, one or more port ranges, one or more network
interfaces, one or more routers, and one or more switches.

In some embodiments, the access rules specify the only
allowed communication parties of the client. For example,
the access rules include a list of IP addresses and MAC
addresses allowed to be accessed by the client and any other
IP address or MAC address not specified by the access rules
is not allowed to be accessed by the client. In some embodi-
ments, the access rules specify only not allowed communi-
cation parties of the client. In some embodiments, the access
rules specify a descriptive identifier of a service and/or
device and implementing the rules includes determining one
or more network addresses (e.g., IP address, port number,
MAC address, URL, etc.) corresponding to the descriptive
identifier. For example, the access rules specify that the
client is allowed to access the Internet, and an AP automati-
cally determines the address(es) of the Internet/default gate-
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way and/or interface that corresponds to the Internet and
filters the communication of the client using the determined
address(es). The AP may automatically learn the address of
the gateway and interface by observing network traffic (e.g.,
sniff DHCP packets). In some embodiments, the access rules
specify logic rules associated with a specified address. For
example, the access rules specify that if a packet is sent/
received to/from a certain range of IP addresses, only
communication utilizing certain specified ports and certain
specified protocols is allowed for the client. In some
embodiments, one or more of the rules are associated with
a specific time limit for the rule. For example, a specific
device identified by an IP/MAC address of a rule is only
allowed to be accessed for a limited amount of time (e.g.,
rental period) while another specific device identified by an
IP/MAC address of another rule is allowed to be accessed
for a longer amount of time.

In some embodiments, implementing the access rules
includes allowing or rejecting network packets to/from the
client based on the access rules. In some embodiments,
implementing the access rules includes building a flow/
routing table implementing the access rules and routing
packets using the flow/routing table. In some embodiments,
implementing the access rules includes creating or modify-
ing networking access control lists to implement the access
rules. For example, rules are applied to IP addresses and/or
port numbers specified by the access rules.

In some embodiments, implementing the access rules
includes forwarding/routing network packets to/from the
client based on the access rules. For example, an access rule
identifies an alternative destination of a network packet
to/from the client. In another example, an access rule
identifies a network tunnel/tunnel end-point to be utilized to
forward a rule matching network packet of the client. In
some embodiments, implementing the access rules includes
rerouting/redirecting network packets to/from the client
based on the access rules.

At 214, updated access rules are received. In some
embodiments, the access rules for a user and/or client may
be dynamically modified (e.g., modified due to a network
event, a detected network error, a network configuration
change, a device change, a user specified change, etc.) and
updated access rules are received. For example, when the
user of a first client connects a second client to the AP, the
access rules of the first client are dynamically updated to
allow the first client to communicate with the second client.
In some embodiments, the updated access rules are pushed
from a remote access configuration service to the AP and the
previous access rules are invalidated (e.g., entire previous
set of rules invalidated or only individual rules no longer
applicable invalidated). In some embodiments, the updated
access rules are retrieved by the AP when the previous
access rules have expired (e.g., due to expiration of time-
to-live time). In some embodiments, the AP periodically
checks with the access configuration service to determine
whether access rules have been updated and receives the
updated access rules. The updated access rules may only
specify the changes from the previous access rules. The
updated access rules may include the entire access rules
history including the changes.

At 216, the updated access rules are implemented. In
some embodiments, implementing the access rules includes
filtering (e.g., reject or allow packets) network communica-
tion of the client using the updated access rules rather than
the previous access rules. For example, flow/routing tables
and/or access control lists are rebuilt/updated to reflect the
updated access rules.

10

15

20

25

30

35

40

45

50

55

60

65

8

FIG. 3 is a flowchart illustrating an embodiment of a
process for implementing access rules. The process of FIG.
3 may be implemented on an AP (e.g., AP 112 and/or AP 114
of FIG. 1A and/or AP 130 of FIG. 1B). In some embodi-
ments, process of FIG. 3 is at least in part implemented by
configuration logic module 132 and/or rule filter 136 of FIG.
1B.

In some embodiments, the process of FIG. 3 is included
in 212 and/or 216 of FIG. 2. In some embodiments, the
process of FIG. 3 is repeated for each received network
packet of an AP.

At 302, a network packet is received at an AP. The packet
may be received at the AP from a client or from a remote
source for the client. In some embodiments, the client is the
client of the process of FIG. 2. In some embodiments, the
network packet identifies one or more of the following in
addition to payload data: a destination MAC address, a
source MAC address, a destination IP address, a source 1P
address, a protocol identifier, a source port number, and a
destination port number.

At 304, it is determined whether the network packet is
allowed for communication. In some embodiments, deter-
mining whether the network packet is allowed includes
identifying and utilizing a set of access filters corresponding
to a client of the AP that is receiving/sending the network
packet. For example, access filters corresponding to the
client of the AP identified by the source MAC/IP address or
the destination MAC/IP address are identified and utilized.
In some embodiments, the network packet is to be filtered
using access rules for a destination/source client of the AP
identified in 208 or 210 of FIG. 2. In some embodiments,
determining whether the network packet is allowed includes
utilizing a flow/routing table corresponding to the access
rules.

In some embodiments, determining whether the network
packet is allowed includes determining whether one or more
of the following of the network packet are allowed or
disallowed by the access rules: a destination MAC address,
a source MAC address, a destination IP address, a source IP
address, a protocol identifier, a source port number, and a
destination port number. For example, determining whether
the network packet is allowed includes determining whether
at least a source MAC address and a source IP address of the
network packet received from an external source for the
client (e.g., destination MAC/IP address of the packet cor-
responds to the client) are included in a list of IP addresses
and MAC addresses allowed to be accessed by the client
according to the access rule for the client. This list may be
a part of the access rules and/or a flow/routing table corre-
sponding to the access rules. In another example, determin-
ing whether the network packet is allowed includes deter-
mining whether at least a destination MAC address and a
destination IP address of the network packet received from
the client (e.g., source MAC/IP address corresponds to the
client) are included in a list of IP addresses and MAC
addresses allowed to be accessed by the client. In another
example, determining whether the network packet is
allowed includes determining whether the combination of
the MAC address, the IP address, the port number, and the
protocol of the network packet is allowed by the access
rules.

In some embodiments, determining whether the network
packet is allowed includes determining whether a property
of the network packet is within a range specified by the
access rules. In some embodiments, determining whether the
network packet is allowed includes utilizing one or more
global access rules (e.g., in addition to the access rules
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specific to a client) that are applicable to a plurality of clients
of the AP (e.g., applicable to every client of the AP). For
example, a global access rule specifies that if a packet is
being sent by a client, the source MAC/IP address specified
in the network packet must match the MAC/IP address of the
client. This may be a part of a network security check. If the
network packet is not allowed by a global access rule, the
network packet is determined to be not allowed.

In some embodiments, determining whether the network
packet is authorized includes utilizing an automatically
determined parameter (e.g., automatically determined by the
AP) of the access rules that is to be applied to the network
packet (e.g., MAC address of a default gateway correspond-
ing to Internet access allowed by the access rules is auto-
matically determined by the AP by sniffing packets) and
determining whether the network packet is associated with
the automatically determined parameter (e.g., determine
whether the network packet is destined for the address of the
default gateway).

If at 304 it is determined that the network packet is not
allowed, at 306, the network packet is blocked. The network
packet may be dropped and not allowed to be received by the
client and/or to be sent by the client. The blocked network
packet may be logged for analysis and/or reporting.

If at 304 it is determined that the network packet is
allowed, at 308, the network packet is routed to its destina-
tion. For example, the network packet is allowed to pass
through the AP to allow the client to receive or send the
network packet. In some embodiments, the allowed network
packet is forwarded based on access rules/filters. For
example, an access rule identifies alternative destination of
the network packet to/from a client. In another example, an
access rule identifies a network tunnel/tunnel end-point to be
utilized to forward a rule matching network packet of the
client. In some embodiments, the allowed network packet is
rerouted/redirected based on access rules/filters.

FIG. 4 is a flowchart illustrating an embodiment of a
process for enabling automatic device discovery. The pro-
cess of FIG. 4 may be implemented on an AP (e.g., AP 112
and/or AP 114 of FIG. 1A and/or AP 130 of FIG. 1B). In
some embodiments, process of FIG. 4 is at least in part
implemented by configuration logic module 132 and/or rule
filter 136 of FIG. 1B. In some embodiments, the process of
FIG. 4 is included in 212 and/or 216 of FIG. 2. In some
embodiments, the process of FIG. 4 is repeated for each
received service discovery communication.

Specific network protocols may allow devices to auto-
matically discover each other to allow data sharing, com-
munication, and service access. For example, devices on the
same L. AN broadcast discovery packets to allow devices on
the LAN to discover each other. However, when communi-
cation between devices is filtered (e.g., using the process of
FIGS. 2 and/or 3) using access rules, the discovery messages
from devices may be blocked and not allowed to be com-
municated. This may prevent devices from discovering each
other despite being allowed to communicate with each other
according to access rules of the devices. In some embodi-
ments, in order to enable automatic device discovery, dis-
covery communication is identified and separately pro-
cessed to enable appropriate device discovery.

At 402, device discovery communication is received at an
AP. In some embodiments, the device discovery communi-
cation is received from a client of an AP that is executing the
process of FIG. 4. For example, a client of the AP has
established a new wireless connection with the AP and sends
a device discovery communication packet to discover peer
devices that the client is able to communicate with. In
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another example, the AP receives a device discovery com-
munication packet that advertises an existence of a device
(e.g., availability of the device for communication) to other
devices. The device discovery communication may include
one or more packets of one or more of the following
networking protocols: multicast Domain Name System (i.e.,
mDNS), Universal Plug and Play (i.e., UPnP), Bonjour, and
any other device discovery protocols.

At 404, it is determined whether the received device
discovery communication is allowed for a client of the AP.
In some embodiments, the device discovery communication
is allowed to be communicated despite being not allowed
when processed using the process of FIG. 3. For example, a
network communication (e.g., packet) has been specifically
identified as a device discovery packet and separately pro-
cessed using the process of FIG. 4. In some embodiments,
the determination of 404 is performed for each client of the
AP that is to receive the device discovery communication.

In some embodiments, the client is the client that provided
the device discovery communication and it is determined
whether the client is allowed to send the device communi-
cation to one or more intended destinations of the discovery
communication. For example, access rules of the client
obtained in 208 or 210 of FIG. 2 for the client are utilized
to determine whether the client is allowed to communicate
with the intended device destination(s) of the device dis-
covery communication. In the event the client is allowed to
communicate with the intended device destination(s) of the
device discovery communication, the received device dis-
covery communication is determined to be allowed, and in
the event the client is not allowed to communicate with the
intended device destination(s) of the device discovery com-
munication, the received device discovery communication is
determined to be not allowed.

However in some cases, the discovery communication is
intended to be sent to one or more device destinations that
may not be known. For example, the discovery communi-
cation is to be broadcasted to all devices able to receive the
communication. In another case, the discovery communica-
tion is intended to be sent to a plurality of device destina-
tions and the client is only allowed to communicate to a
subset of the intended destinations. In some embodiments,
the discovery communication is modified to be only com-
municated to one or more destinations that are allowed
according to access rules of the client sending the device
discovery communication. For example, a destination of the
discovery communication is modified to be only specifically
addressed to the allowed device(s). In some embodiments, if
at least one intended destination of the discovery commu-
nication is not allowed, the entire discovery communication
is identified as not allowed. In some embodiments, if at least
one intended destination of the discovery communication is
allowed, the entire discovery communication is identified as
allowed.

In some embodiments, the client is the intended destina-
tion of the device discovery communication. For example, a
remote device is responding to a previous discovery request
or is broadcasting its availability and the client is the
intended destination of this communication. In some
embodiments, it is determined whether the client is able to
communicate with the sender of the device communication.
For example, access rules of the client identified in 208 or
210 of FIG. 2 for the client are utilized to determine whether
the client is allowed to communicate with the source of the
device discovery communication. In the event the client is
allowed to communicate with the source of the device
discovery communication, the received device discovery
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communication is determined to be allowed, and in the event
the client is not allowed to communicate with the source of
the device discovery communication, the received device
discovery communication is determined to be not allowed.

If at 404 it is determined that the received device discov-
ery communication is not allowed for the particular client, at
406, the device discovery communication is denied. The
device discovery communication may be dropped and not
allowed to be received by the client and/or sent by the client.
The denied device discovery communication may be logged
for analysis and/or reporting. In some embodiments, deny-
ing the device discovery communication includes modifying
the device discovery communication to be only addressed to
destinations allowed by access rules of the client.

If at 404 it is determined that the received device discov-
ery communication is allowed for the particular client, at
408, the device discovery communication is processed. In
some embodiments, the processing the device discovery
communication includes proxying/allowing/routing the
device discovery communication to pass through the AP to
allow the client to receive or send the discovery communi-
cation. In some embodiments, the device discovery com-
munication is modified prior to being sent/received (e.g.,
destination modified based on access rules of the client).

In some embodiments, the processing of the device dis-
covery communication includes storing/caching at least a
portion of the device discovery communication. For
example, an advertisement device discovery communication
of a remote device is stored to be provided later to a new
client of the AP to allow the new client to discover the
remote device at a later time (e.g., when the new client
connects to the AP and the new client is allowed to com-
municate with the remote device as identified by access rules
of the new client). In some embodiments, processing the
device discovery communication includes generating/pro-
viding one or more responses to the discovery communica-
tion without sending the device discovery communication to
other devices. For example, the device discovery commu-
nication includes a request to discover devices available for
communication and responses indicating devices available
for communication are replayed by the AP from its cache.
Generating the responses may include providing a previ-
ously stored message from a device that advertises the
availability of the device for communication. Although these
response communications may seem to the recipient client
that the response communications were dynamically pro-
vided by remote devices advertising their availability, the
response communications were actually generated and pro-
vided by the AP.

A list of potentially discoverable devices may be auto-
matically determined by the AP. For example, the AP
receives and stores device information of discovery adver-
tisement packets from the potentially discoverable devices.
In another example, the AP tracks the clients connected to
the AP and the clients of the AP are included in the
potentially discoverable devices. In some embodiments,
potentially discoverable devices include one or more user
indicated devices and/or services. For example, a network
administrator has specifically specified one or more specific
devices/services as potentially discoverable. A discoverable
device may be behind a separate router than a router of the
AP. For example, traditionally only devices behind the same
router (e.g., within the same LAN) are discoverable. How-
ever, by allowing the AP to respond to device discovery
requests, the AP may allow its clients to discover specified
devices at any network location, including devices con-
nected to other remote routers.
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FIG. 5 is a flowchart illustrating an embodiment of a
process for responding to a request for access rules. The
process of FIG. 5 may be implemented by one or more
servers of a service (e.g., access configuration service 102 of
FIG. 1A). In some embodiments, the process of FIG. 5 is
repeated for each received request for an access rule.

At 502, a request for access rules is received. In some
embodiments, the request is the request provided in 210 of
FIG. 2. In some embodiments, the request identifies a user
(e.g., user identifier) and/or a client device (e.g., MAC
address of the device) and access rules corresponding to the
identified user and/or client are determined. In some
embodiments, the access rules are dynamically generated.
For example, the access rules have been configured to allow
communication between all currently network-connected
devices that requested access rules using the same user
account. In some embodiments, a record of the request is
stored. For example, an identifier of a time when the request
was generated/received and an identifier of an AP that
provided the request are stored with an identifier of the user
and/or client of the request.

At 504, requested access rules are provided. In some
embodiments, the provided access rules are received at 210
of FIG. 2 by an AP that provided the request of 502.

At 506, it is determined whether one or more other APs
should preemptively receive the access rules in addition to
the AP that requested the access rules. For example, the
client of the requested access rules may be physically in
motion and may roam from one AP to another AP to seek an
AP that can provide a stronger wireless signal to the client
as the client moves in physical space. Because requesting,
receiving, and processing access rules may take a relatively
large amount of time, the client may experience a long delay
while the access rules of the client are requested, received,
and processed by the new AP after roaming to a new AP
before the client is able to access a network. In some
embodiments, by anticipating that the client is likely to
connect to a new AP, the new AP is provided access rules for
the client prior to the client requesting a connection to the
new AP to enable the new AP to receive, cache, and/or
process the access rules in anticipation of the client.

In some embodiments, determining whether the one or
more other APs should also receive the access rules includes
analyzing a history/sequence of access rule requests for the
particular client (e.g., a history/sequence of records stored in
502) and determining a probability that the client will
migrate to another AP. If the probability is greater than a
threshold value, one or more other APs are provided the
access rules of the client. In some embodiments, the prob-
ability is associated with whether the client has connected to
different APs within the latest threshold time period. For
example, if the client has migrated APs within the last five
minutes, the client is likely in motion and likely will migrate
to another adjacent AP. The AP(s) that are to preemptively
receive the access rules may be all physically adjacent APs
within a physical vicinity (e.g., within a threshold distance)
of'a physical location of the current AP of the client. In some
embodiments, by analyzing a sequence/historical pattern of
general client migration patterns between APs, APs likely to
be the target of a migration from the current AP are identified
and provided the access rules of the client. In some embodi-
ments, by analyzing a historical AP migration/AP connec-
tion pattern for the specific client, one or more APs likely to
be the target of a migration from the current AP are identified
and provided the access rules for the client. For example, by
determining the physical direction corresponding to the one
or more latest AP migrations of the client, the likely direc-
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tion of travel of the client is determined and utilized to
identify any new AP(s) in the determined direction that are
to preemptively receive the access rules for caching and
processing.

If at 506, it is determined that one or more other APs
should preemptively receive the access rules, at 508, the one
or more other APs are provided the access rules. These one
or more other APs may cache and/or process the access rules
for identification in 208 of FIG. 2. If at 506, it is determined
that one or more other APs should not preemptively receive
the access rules, the process ends.

Although the foregoing embodiments have been
described in some detail for purposes of clarity of under-
standing, the invention is not limited to the details provided.
There are many alternative ways of implementing the inven-
tion. The disclosed embodiments are illustrative and not
restrictive.

What is claimed is:

1. A wireless access point system, comprising:

a communication interface configured to:

receive a first set of access rules from an access
configuration service, wherein the first set of access
rules specifies addresses of devices authorized for a
first user;

receive a second set of access rules from the access
configuration service, wherein the second set of the
access rules specifies addresses of devices autho-
rized for a second user;

receive at the wireless access point system a network
packet associated with the first user; and

request a renewal of the first set of access rules that is
associated with an expiration time; and

aprocessor coupled with the communication interface and

configured to apply the first set of access rules to filter
the network packet.

2. The system of claim 1, wherein a software process of
the wireless access point system configures a programmable
rule filter of a software kernel of the wireless access point
system to at least in part implement the first set of access
rules.

3. The system of claim 1, wherein applying the first set of
access rules to filter the network packet includes forwarding
the network packet to a destination of a network tunnel.

4. The system of claim 1, wherein the addresses of devices
authorized for the first user include Internet Protocol or
MAC addresses of the devices authorized for the first user.

5. The system of claim 1, wherein the access configuration
service is provided by one or more remote servers.

6. The system of claim 1, wherein the communication
interface is further configured to request the first set of
access rules from the access configuration service at least in
part by providing a user identifier of the first user received
from the first user.

7. The system of claim 1, wherein the communication
interface is further configured to request the first set of
access rules from the access configuration service at least in
part by providing an identifier of a device of the first user
wirelessly communicating with the access point.

8. The system of claim 1, wherein the access configuration
service dynamically provides to the wireless access point
system an update to the first set of access rules in response
to determining that a new device of the first user has
connected to a network.

9. The system of claim 1, wherein filtering the network
packet includes determining that a source address of the
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network packet is not included in the addresses of devices
authorized for the first user and in response, dropping the
network packet.

10. The system of claim 1, wherein filtering the network
packet includes determining that a source address of the
network packet is included in the addresses of devices
authorized for the first user and in response, allowing the
network packet to be received by a client device of the first
user connected to the wireless access point system.

11. The system of claim 1, wherein filtering the network
packet includes determining that a destination address of the
network packet is not included in the addresses of devices
authorized for the first user and in response, blocking the
network packet.

12. The system of claim 1, wherein filtering the network
packet includes determining that a source address of the
network packet does not match an address of a client device
of'the first user connected to the wireless access point system
and in response, blocking the network packet.

13. The system of claim 1, wherein although the first set
of access rules is removed from the wireless access point
system after a client device of the first user disconnects from
the wireless access point system, the first set of access rules
is cached for at least a predetermined amount of time after
the client device of the first user disconnects from the
wireless access point system.

14. The system of claim 1, wherein the network packet is
a device discovery communication requesting discovery of
devices available for communication and filtering the net-
work packet includes only routing the network packet to one
or more of the devices authorized for the first user.

15. The system of claim 1, wherein the network packet is
a device discovery communication requesting discovery of
peer devices available for communication and filtering the
network packet includes generating by the wireless access
point system one or more responses advertising one or more
of the devices authorized for the first user.

16. The system of claim 1, wherein the network packet is
a device discovery communication requesting discovery of
devices available for communication and filtering the net-
work packet includes providing a cached response advertis-
ing one of the devices authorized for the first user.

17. The system of claim 1, wherein the access configu-
ration service preemptively provides the first set of access
rules to a second wireless access point system in response to
determining that a client device of the first user is likely to
migrate to the second wireless access point system.

18. The system of claim 17, wherein the access configu-
ration service determined that the client device of the first
user is likely to migrate to the second wireless access point
system at least in part by analyzing historical sequences of
requests for the first set of access rules from one or more
wireless access point systems for the client device of the first
user.

19. A method, comprising:

receiving a first set of access rules from an access con-

figuration service, wherein the first set of access rules
specifies addresses of devices authorized for a first
user;

receiving a second set of access rules from the access

configuration service, wherein the second set of the
access rules specifies addresses of devices authorized
for a second user;

receiving at a wireless access point a network packet

associated with the first user;

using a processor to apply the first set of access rules to

filter the network packet; and
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request a renewal of the first set of access rules that is
associated with an expiration time.

20. A method, comprising:

receiving a first set of access rules from an access con-
figuration service, wherein the first set of access rules 5
specifies addresses of devices authorized for a first
user;

receiving a second set of access rules from the access
configuration service, wherein the second set of the
access rules specifies addresses of devices authorized 10
for a second user;

receiving at a wireless access point a network packet
associated with the first user; and

applying the first set of access rules to filter the network
packet; 15

wherein a software process of the wireless access point
configures a programmable rule filter of a software
kernel of the wireless access point to at least in part
implement the first set of access rules.

21. The method of claim 20, wherein applying the first set 20

of access rules to filter the network packet includes forward-
ing the network packet to a destination of a network tunnel.

#* #* #* #* #*
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