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A&R Patent Assignment (Aruba) (Short Form) (eff 13 Nov 2017)
Betwsen druba Networks LLC (USK4), as Assignor, and HPED, as Assignes

AMENDED AND RESTATED PATENT ASSIGNMENT

This AMENDED AND RESTATED PATENT ASSIGNMENT (this “Assignment™), dated as of the 15%
of November, 2017, is entered into by and between Aruba Networks, LLC {#7%/a Arvuba Networks, Inc.),
a Delaware limited liability company with a place of business at 1344 Crossman Ave., Sunnyvale, CA 94089
(“Assignor™), and Hewlett Packard Enterprise Development LP, a limited partnership organized under
the laws of the State of Texas, United States of America, with a place of business at 11445 Compaq Center
Drive West, Houston, TX 77070 (“Assignee™). Assignor and Assignee are referred to herein individually

as a “Party” and collectively as the “Parties”.
RECITALS

WHEREAS, Assignor and Assignee are parties fo that certain Intellectual Property Assigrment Agreement
(long form}, dated the 15" of November, 2017, pursuant to which Assignor assigned to Assignee all right,
title, and interest in and to the patents and patent applications set forth on Exhibit A (the “Patents”) attached
thereto (as may be amended, supplemented or otherwise moditied from time to time).

WHERFKAS, Assignor and Assignee are parties to that certain Patent Assignment (short Torm), effective the
15% of November, 2017 {the “Original Assignment™), pursuant to which the Parties recorded such Patents.

WHEREAS, the Parties desire to amend and restate the Qriginal Assignment to insert a revised list of patents
and patent applications (collectively the “Patents”) on an updated Exhibit A by entering into this Assignment
on the terms and conditions set forth herein,

WHEREAS, the Parties hersto intend and agree that the ternis of this Assigranent are consistent with the
past practices of the Parties with respect to the transactions contemplated hereunder for the period beginning
as of the date first written above and that the terms of this Assignment apply as of such date.

NOW, THEREFORE, for good and valuable consideration, the adequacy and receipt of which are hereby
acknowledged, the Parties agree as follows:

1. Assignor hereby assigns to Assignee all right, title, and interest, throughout the world, in and to the
Patents set forth on Exhibit A attached hereto, including, without limitation, the right to sue for
injunctive relief and damages (including based on provisional rights related to published patent
applications among the Patents) for infringement of any of the Patenis accruing at any time prior to,
and the right (where applicabie) to file applications under the Paris Convention corresponding to or
based on any of the applications for the Patents and to claim priority from such applications and to
file national phase, regional phase, continuation, continuation-in-part and divisional applications
based on the Patents.

£

Assignor hereby authorizes and requests the competent authorities to record this Assignment and to
grant and issue any and all registrations of the Patents set forth on Exhibit A throughout the world
to Assignee, 1is successors, or assigns, whose rights, title, and interests in such registrations are the
same as would have been held and enjoyed by Assignor had this Assignment not been made.

Lod

Assignor will, and will ensure that any other necessary party will, execute all such documents and
do all such acts and things as may be required by Assignee for securing and perfecting the
assignment of the Patents set forth on Exhibit A in accordance with this Assignment,

4, This Assignment will be binding upon the Parties and their successors and assigns.
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A&R Patent Assignment (Arubaj (Short Form} (eff 15 Nov 2017)
Bevween Aruba Networks LLC (USKA), as Assignor, and HPED, as Assignee

5. The Parties agree that Exhibit A may be updated from time to time by the Parties without writien

consent to reflect any changes to the list of Patents on Exhibit A. A copy of the updated Exhibit A
may be found on the HPE SharePoint website,

6. This Assignment may be executed simultaneously in two or mare counterparts, each of which will
be deemed an original, but all of which together will constitute one and the same instrument. This
Assignment may be executed by facsimile or .pdf signature, and a facsimile or .pdf signature will
constitute an original for all purposes,

7. This Assignment will be governed in all respects by the laws of the State of Delaware, United States
of America, without reference to any choice of law provisions. Any dispute between the parties
shall be subject to the exclusive jurisdiction of the Federal Court of the District of Delaware. The
patties agree that United MNations Convention on Contracts for the Imernational Sale of Goods shall
not apply to this Assignment.

{Signature Page Follows.}
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A&R Patert Assignment {(Avuba) (Short Form) {eff 15 Nov 2017)
Between Aruba Networks 1LLC (TISK4), as Assignor, and HPED, as Assignee

IN WITNESS WHEREOF the Partics have executed this Assignment by their duly authorized
representatives as of the Effective Date:

Hewlett Packard Enterprise Development Araba Networks, LLC
Ly
By: Enferprise DC Holdings LLC, its General
Partner
Aazg X
By: Asmir Hag {Sep 1, 2631 1425 CDTY By‘ Sergio Letelier {Sep 1, 20210715 £0T)
{Signature) (Signature)
Aamir Hag Sergio Letelier
{Name) (Name)
Vice President, Deputy General
Manager Counsel and Assistant Secretary
{Titley {Title)
09/01/2021 09/01/2021
{Execution Dats) {Execution Date)
IC18936 3 Confidential
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A&R Patent Assignment (Aruba) (Short Form) (eff 13 Nov 2017)
Betwsen druba Networks LLC (USK4), as Assignor, and HPED, as Assignes

AMENDED AND RESTATED PATENT ASSIGNMENT

This AMENDED AND RESTATED PATENT ASSIGNMENT (this “Assignment™), dated as of the 15%
of November, 2017, is entered into by and between Aruba Networks, LLC {#7%/a Arvuba Networks, Inc.),
a Delaware limited liability company with a place of business at 1344 Crossman Ave., Sunnyvale, CA 94089
(“Assignor™), and Hewlett Packard Enterprise Development LP, a limited partnership organized under
the laws of the State of Texas, United States of America, with a place of business at 11445 Compaq Center
Drive West, Houston, TX 77070 (“Assignee™). Assignor and Assignee are referred to herein individually

as a “Party” and collectively as the “Parties”.
RECITALS

WHEREAS, Assignor and Assignee are parties fo that certain Intellectual Property Assigrment Agreement
(long form}, dated the 15" of November, 2017, pursuant to which Assignor assigned to Assignee all right,
title, and interest in and to the patents and patent applications set forth on Exhibit A (the “Patents”) attached
thereto (as may be amended, supplemented or otherwise moditied from time to time).

WHERFKAS, Assignor and Assignee are parties to that certain Patent Assignment (short Torm), effective the
15% of November, 2017 {the “Original Assignment™), pursuant to which the Parties recorded such Patents.

WHEREAS, the Parties desire to amend and restate the Qriginal Assignment to insert a revised list of patents
and patent applications (collectively the “Patents”) on an updated Exhibit A by entering into this Assignment
on the terms and conditions set forth herein,

WHEREAS, the Parties hersto intend and agree that the ternis of this Assigranent are consistent with the
past practices of the Parties with respect to the transactions contemplated hereunder for the period beginning
as of the date first written above and that the terms of this Assignment apply as of such date.

NOW, THEREFORE, for good and valuable consideration, the adequacy and receipt of which are hereby
acknowledged, the Parties agree as follows:

1. Assignor hereby assigns to Assignee all right, title, and interest, throughout the world, in and to the
Patents set forth on Exhibit A attached hereto, including, without limitation, the right to sue for
injunctive relief and damages (including based on provisional rights related to published patent
applications among the Patents) for infringement of any of the Patenis accruing at any time prior to,
and the right (where applicabie) to file applications under the Paris Convention corresponding to or
based on any of the applications for the Patents and to claim priority from such applications and to
file national phase, regional phase, continuation, continuation-in-part and divisional applications
based on the Patents.

£

Assignor hereby authorizes and requests the competent authorities to record this Assignment and to
grant and issue any and all registrations of the Patents set forth on Exhibit A throughout the world
to Assignee, 1is successors, or assigns, whose rights, title, and interests in such registrations are the
same as would have been held and enjoyed by Assignor had this Assignment not been made.

Lod

Assignor will, and will ensure that any other necessary party will, execute all such documents and
do all such acts and things as may be required by Assignee for securing and perfecting the
assignment of the Patents set forth on Exhibit A in accordance with this Assignment,

4, This Assignment will be binding upon the Parties and their successors and assigns.
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A&R Patent Assignment (Arubaj (Short Form} (eff 15 Nov 2017)
Bevween Aruba Networks LLC (USKA), as Assignor, and HPED, as Assignee

5. The Parties agree that Exhibit A may be updated from time to time by the Parties without writien

consent to reflect any changes to the list of Patents on Exhibit A. A copy of the updated Exhibit A
may be found on the HPE SharePoint website,

6. This Assignment may be executed simultaneously in two or mare counterparts, each of which will
be deemed an original, but all of which together will constitute one and the same instrument. This
Assignment may be executed by facsimile or .pdf signature, and a facsimile or .pdf signature will
constitute an original for all purposes,

7. This Assignment will be governed in all respects by the laws of the State of Delaware, United States
of America, without reference to any choice of law provisions. Any dispute between the parties
shall be subject to the exclusive jurisdiction of the Federal Court of the District of Delaware. The
patties agree that United MNations Convention on Contracts for the Imernational Sale of Goods shall
not apply to this Assignment.

{Signature Page Follows.}
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A&R Patert Assignment {(Avuba) (Short Form) {eff 15 Nov 2017)
Between Aruba Networks 1LLC (TISK4), as Assignor, and HPED, as Assignee

IN WITNESS WHEREOF the Partics have executed this Assignment by their duly authorized
representatives as of the Effective Date:

Hewlett Packard Enterprise Development Araba Networks, LLC
Ly
By: Enferprise DC Holdings LLC, its General
Partner
Aazg X
By: Asmir Hag {Sep 1, 2631 1425 CDTY By‘ Sergio Letelier {Sep 1, 20210715 £0T)
{Signature) (Signature)
Aamir Hag Sergio Letelier
{Name) (Name)
Vice President, Deputy General
Manager Counsel and Assistant Secretary
{Titley {Title)
09/01/2021 09/01/2021
{Execution Dats) {Execution Date)
IC18936 3 Confidential

PATENT
REEL: 063251 FRAME: 0781



A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee
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SOUNDING AND CHANNEL FEEDBACK : : : : ; : :
OVERHEAD IN SU-MIMO AND MU-MIMO
BEAMFORMING

ISTRIBUTED FUNCTIONALITY ACROSS
ULTIPLE NETWORK DEVICES

METHOD FOR RF MANAGEMENT, FREQUENCY Lg
REUSE AND INCREASING OVERALL SYSTEM 5
CAPACTTY USING NETWORK-DEVICE-TO-
NETWORK-DEVICE CHANNEL ESTIMATION
AND STANDARD BEAMFORMING TECHNIQUES:

BLACKLISTING BASED ON A TRAFFIC RULE
IOLATION

ETWORK DEVICE WORKLOAD BALANCING

SECURE CONFIGURATION OF A HEADLESS
NETWORKING DEVICE

YNAMIC OPTIMIZATION OF 30-0ct-13 ;20*501*7215
DVERTISEMENT PACKETS

- 29-May- da

f 30Apr15

25-5ep- 13 23150085734

SYSTEM, APPARATLS AND METHOD FOR
MANMAGING NETWORK DEVICE
CONNECTIVITY ON HETEROGENCUS
ETWORKS

ISTRIBUTED LOAD BALANCING IN iLES
IRELESS NETWORKS :

METHOD AND SYSTEM FOR CONTROLLING LS
EACCESS TO SHARED DEVICES :

28-0ct-13 201

61/976314

BALANCING CLIENTS ACROSS BANDS IN A 12/609981 30—0ct-09§ 20110103230 | 05-May-11 9078192 | O7-Juki5)
SINGLE ACCESS POINT : : ; : :

ETECTING AP MAC SPOOFING 12/609392 30-Oct- ('39 40*10107417

UTO 'Ev'aééi#"6*'§Lé§éﬁ\?ﬁéﬁ¥}&§i'é'M """""" 12/694087 26-1ar-10, 20110182172
13/318673 3 20140369210

,‘M{T HOD AND APPARATUS TO CONTROE_ AAAAAAAAAAAAAAAAAAAAAAAAAAAA : 18 De\, 14 9154432

06-0ct-15.

EGOTIATED MAXIMUM"TRANSMIéglc;N
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

EUMT IN THE TUNNEL BETWEEN A
CONTROLLER AND AN ACCESS POINT

TEMPLATE-BASED ESTIMATION OF s 12/695017 ¢ 27-Jan- 10 20110182383 - 28-Jui-1i

REQUENCY SPECTRA
SYSTEM, APPARATUS AND METHOD FOR ~ US 114/063444 . 25-0ct- 13 20150117180 . 30-Apr-15.9608859 . 28-Mar-17:
REDUCING FAILOVER TIME THROUGH : : : E f

EREDLNDANCY USING VIRTUAL ACCESS
POINTS
ONTROLLER OFFLOADING

14/069227 1320150120799

| 22-Mar16:

ask Processing and Resource Sharingina  US  13/95 05-Aug-13 20150038185
istributed Wireless System : H

ETECTING ROGUE ACCESS PCINTS 12/847890 . 30- JU! 10 20-: 20026887 02- Ffi‘b 12;
14/063077 31-0ct-1.;;2m50n7234 - 30-Apr-15 94

Monitoring Link Quality Between Network

| 06-Sep-16:

12/976700 22-Dec- 10 20120166662 28-Jun-12. - 27-Sep-16°

12/976722 22-Dec-10' 20120166519 o 28-Jun-12: 19--Jui-16§

YNAMIC TRANSACTION-PERSISTENT
SERVER LOAD BALANCING

: ENTRALIZED CONFIGURATION WITH
DYNAMIC DISTRIBUTED ADDRESS

1ESH NODE ROLE DISCOVERY AND 15 13/174236 L 30-Jun- 11 20130003654 . 03-Jan-13) :

UTOMATIC RECOVERY r : : ; |
EQUIPMENT ABSTRACT IN SELF- 2011101802504 | 30-Jun- 11 102857907 -~ 02-Jan-13.

ORGANIZATION WIRELESS LOCAL AREA : : :

TANAGING MULTIPLE VIRTUAL NETWORK
AEMBERSHIPS

NFRASTRUCTURE-ASSISTED CLIENT
MANAGEMENT USING SYNTHESIZED BEACON .
REPORTS

POLICY-BASED CONTROL MECHANISM FOR iUS 30-Oct- i" 40*501*732;. 30-Apr- 15
WIRELESS NETWORK PHYSICAL LAYER : : :

27-5ep-1
21-Oct- 11E
26-Oct- 11

17-May-16.

i 19-Apr-16]

N ETHOD AND SYSTEM TO CONFIGURE
MNETWORK DEVICES

METHOD AND SYSTEM FOR PREVENTING i 1 302, 103 379248
IRCULATION IN MESH NETWORK

ETHOD AND SYSTEM FOR PREVENTING
OCPS IN MESH NETWORKS

LAN POOLING ENHANCEMENT
DYNAMIC WALLED GARDEN

20130100872

20130188625
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

ESV TEM AND METHOD FOR DETERMINING G7-Feb—12§

LEVELED SECURITY KEY HOLDER

; ONTROLLED CLIENT RCAMING
A IDEQ MULTICAST OPTIMIZAT

S YSTEM AND METHOD FOR MITIGATING
MULTICAST MESSAGE DUPLICATION IN A
WIRELESS NETWORK .

CAPTIVE PQRFAL REDIRECTION USI

20130203384

Us 14-Jub-15:

30-Mar- 12"&3025’300:} ¢ 15-Sep- 15

20130286922 - 02-Aug-16:
-121 20130288921

ETHOD AND SYSTEM FOR MAINTAINING
EDER*VED DATA SETS

ETHOD AND SYSTEM FOR LS
YNCHRONIZATION OF DATA STREAMS

AETHOD AND SYSTEM TO CONFIGURE Us 13/538411 29-3un- 1'7 40*4030335:3 02-Jan- 14 ’31('37419
ETWORK ACCESS POINTS : : :

- 11-Aug-15;

14-Mar- 13 20140274112 ¢ 18-Sep- 14 9474039 18-Oct- 16§

YSTEM AND METHOD FOR SUPPORTING
ULTICAST DOMAIN NAME SYSTEM DEVICE |
WND SERVICE CLASSIFICATION :

SYSTEM AND METHOD FOR ENFORCING
LIPLINK WIRELESS MEDIUM USAGE IN
NIRELESS NETWORKS

METHOD AND SYSTEM FOR STORING AND L:S
ACCESSING CLIENT DEVICE INFORMATION
AN A DISTRIBUTED SET OF NODES

YSTEM AND METHOD FOR IMPROVING
PERFORMANCE OF DISCOVERY PHASE OF
Q_ ICK ROAMING

AETHOD AND SYSTEM FOR IMPROVING
PERFORMANCE IN DISCOVERY STAGE OF

220140036893

| 13/563639 fo3i-duk 12 20140040422 . 06-Feb- 14 9306921 . 05-Apr-16:

201210427912.8  ©  31-Oct- 12 103796187 - 14-May- 14

13665684 L3100t 12 20140119279

NIVERSAL CEILING MOUNT CLIP TO
EJUPPORT MULTIPLE TYPES OF CEILING

EMETHOD AND SYSTEM FOR SECURE
EADVFRTIQFN(NTS AND WIRELESS
DISCOVERY OF VIRTUAL CONTROLLER
BASED ACCESS POINT CLUSTERS

ETHOD AND SYSTEM FOR CAUSING A iL:‘S
ECE.IENT DEVICE TO RENEW A DYNAMIC IP ¢

19-Dec- 12 ?Oi401/3144 . 19-Jun- 14 93969"8 31 -May- 16

nhanced Dynamic Multicast Optimization

ETERMINING TRANSM SSION PARAMETERS

. 30-Apr- 15 338073 10 -May- 16

31-Cct- 13 20150117235
15—OC1-12§ 201401050337

AETHOD AND SYSTEM FOR ROUTING DATA 74-Jan-13: 20140204763
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

DISTRIBUTED NETWORK LAYER MCBILITY  US 13/829720 14-Mar-13§2014@26%48 13-5ep-14§94ﬂ8061 . 02-Aug-16:
FOR UNIFIED ACCESS NETWORKS : : : : r

USING APPLICATION LEVEL s 14/068766 i 31-Oct- 13 20150121500 | 30-Apr- 15
UTHENTICATION FOR NETWORK LOGIN z :

SELECTIVE SERVICE BASED VIRTUAL LOCAL LS 14/060539 Po22-0ct- 13 20150108924 - 23-Apr- 15 5231862 . 05-Jan-16:
/AREA NETWORK FLOODING : f f f :
APPARATUS, SYSTEM AND METHOD FOR §U5 §13/837228 i 15-Mar- 13 201402659285 | 18-Sep- 14 9300586 . 29-Mar-16
LOAD BALANCING TRAFFIC TO AN ACCESS | : ; : ; :

POINT ACROSS MULTIPLE PHYSICAL PORTS : :

APPARATUS AND METHOD AGGREGATION AT 3/841807 L 15-Mar-13] 20140269752 . 18-Sep- 14 9306856 . 05-Apr-16,
ONE OR MORE LAYERS ; s : & z ;

INGRESS TRAFFIC CLASSIFICATION AND
PRIORITIZATION WITH DYNAMIC LOAD

05-Jun- 14 01&06/‘

13/692608 2 20140153393 13-Oct-15:

AETHOD AND SYSTEM FOR DETECTING USE
F WRONG INTERNET PROTOCOL ADDRESS

se proximity to grant guest Wik access

ETERIMINING A LOCATION OF A TARGET iL:‘S
IRELESS DEVICE :

nferring Scan Information Without Scanning

ethad and apparatus for Adaptive Resource
fiocation in Congested WELAN Deployment

Dynarmic Detection

and Application-based
p 3

< Y S 5
wireless client on a remote network access (o
gcenirc-i corporate resources :

: method o speed up callibration of wireles
network's signal strength map database for
ndoor Eocating techniques

................................................................................................. 1106330:ZAFLb’)OD"s.OlgnglZ{}AUgUE}

11/929628

12/259589

MART DEVICE PROFILING

CLASSIFICATION OF WIRED TRAFFIC BASED
ON VLAN ~

ETECTING SPOOFING IN WIRELESS. us ' 03Febat
IGITAL NETWORKS r |

SYSTEM AND METHOD FOR PROVIDING DATA: S 13/466742
LINK LAYER AND NETWORK LAYER MOBILI"'Y

E‘USING LEVELED SECURITY KEYS VVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVVV
SYSTEM AND METHOD FOR EFFICIENT STATE Lg 113/931629 28-3un-13 &20*50303284' 01-Jan- 15 ’33*31130 24 -May- 16
SYNCHRONIZATION AMONG NEIGHBORING | ; : E E : : :

ETWORK DEVICES

ROVISIONING ACCESS POINT BANDWIDTH
BASED ON PREDETERMINED EVENTS

14/068988 31-0ct-13 20150120930 30-Apr-15. 9591562 07-Mar-171
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

SVSTEFV‘ AND METHOD FOR DISPLAYING L‘%
MOBILE TRAIL FOR MORILE CLIENTS :

; LASSIFYING WIRELESS SIGNALS 14/097188 04-Dec- 13 ’0 50156643 04-Jun- 15 4296-’1-7 30-Aug: 15

I YNAMICALLY MODIFYING SCANNING 14/097183
AETHODS AND/OR CONFIGURATIONS

112013000764.9

OCATION APPROXIMAT
F WIRED SERVERS

Aethod and System for Controlling Access to 14/507292
hared Devices

ethod and System for Controlling Access ¢ L:S
hared Devices

62/042749 L 27-Aug- 14

DETERMINING WHETHER TO USE ALOCAL  US 30-Juk14 20160036794 04-Feb- 16 9578003 21-Fet-17
AUTHENTICATION SERVER : : :
ANALYZING A PARTICULAR WIRELESS s 14/097198 | 04-Dec-13) 20150156648 . O4-Jun- 15 9319156 . 19-Apr-16.

ESIGNAL BASED ON LHARACT ERISTICS OF

4/445585

CLIENT STEERING AND LOAD BALAN" NG IN
WIRELESS LOCAL AREA NETWORK (WLAN)
NFRASTRUCTURE

AETHOD AND SYSTEM FOR AN ADAPTIVE §Ei-‘~
MIRELESS ROUTING PROTOCOL IN A MESH
Indication Message US 120150223168
gIntﬂwa! Control For Bpttpr Mobile Power Save : :

Performance :

40*60337330 04-Feb- m 9430064 06-Sep-16;

AETHODS FOR GROUP MANAGEMENT,
SCHEDULING, AND RATE SELECTION FOR

MU-MIMO USING USER LOCATION AND

20130263660

16-Cct 13: 9667512

OR ‘%WARM BASED SERVICF‘S

VOIDING SELF INTERFERENCE USING
HANNEL STATE INFORMATION FEEDBACK

ETHOD AND SYSTEM FOR ADAPTIVE CELL
IZE MANAGEMENT

Mathod and equipment for role discovery and ; 201110180224.1 30-Jun- 11 102858023 ¢ 02Z-Jan- 13
automatic wireless configuration of grid nodes : :

NFORCING STATION FAIRNESS WITH MU- L:S
IMO DEPLOYMENTS i

METHOD AND SYSTEM FOR CONTROLLING S  14/069360 f31-0ct- 13
THE FORWARDING OF ERROR CORRECTION : : ,
DATA f

TODIFYING FEEDBACK INFORMATION TO
SONTROL A SOURCE DEVICE

YSTEM, APPARATUS AND METHOD FOR
NTEGRATED WIRELESS LINK MANAGEMENT
"0OR A MULTI-POLARIZED ANTENNA SYSTEM |

. 06-Aug- 15 9706491 EETR TSV

fADAPTI\/E MANAGEMENT OF WIRELESS
CHIENTS BASED ON CLIENTS RADIO

31-Jan- 14 40*50223192
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

Dynamic Channel Bandwidth Selection Based US| 14264707 29-Apr-14 20150312910 230ct15.
'on Information for Packets transmitted at : ; E :
ifferent Channel Bandwidths

DISTRIBUTED RADIC MANAGEMENT /263186 ZB-ADE’-I‘}E 20150312835 . 07-Feb- 17§

| 06-Aug-1 5 9407734 | 02-Aug-16.

ystem And Method For Efficient Frame

ethod for improving location accuracy in
witi-channal wirgless networks

FFLOADING PACKET TREATMENT USING
MODIFIED PACKET HEADERS IN A
ISTRIBUTED SWITCH SYSTEM

417052 i 31-Jan- 14 ?O" 50222540
14/264525 29-Apr—l4;40*503*4131

| 4: 20150255826

istributed Gateway for Local Subnet

oftware Defined Wireless Davice
lanagament

WTOMATIC GENERATION OF FORMS FOR
EVICE CONFIGURATION

nitiating Data Collection Based On Wifi

14/170346 L 31-dan- 14 20150220233 06-Aug- 15

YSTEM AND METHODS FOR ADAPTIVE PER- LS
AUSER MULTIPATH CONTROL FOR SPATIAL ¢
AULTIPLEXING GAIN IN MIMO 5YS] >

ETECTING CHARACTERISTICS CF A DATA LF..
ATH LOOP ON A NETWORK

METHOD AND SYSTEM FOR IMPLEMENTING A Lg 14/170529 31-Jan- 14 40*50222527 06-Aug- 15
RIOCRITY FOR ACCESS POINTS : :

SELECTION OF A ROUTE BASED ON PRIOR 114170533 31-Jan- 14 23150219466
E‘USER BEHA\/IOR OR COMMERCIAL ; : :

14/183392 18-Feb- 14 20150236911 20-Aug- 15

etermining Packet Priority Based On A
ocation Associated With A Chent Device

19800686

150221193

URVUE_ LANC] E_' ACT IVATION AND
ROCESSING

14/445674 . 29-Jull4 20160037427 04-Feb- 16 9332477 | 03-May-16;
14/445600 29 Jul- 14 20160036771 Od-Feb- 15 9712489 C18Juk17

: 4/319001
RADIO FREQUENCY ISSUES ON A FLOOR
PLAN

METHOD AND APPARATUS FCR CONTENT L:S
ILTERING ON SPDY CONNECTIONS

‘ DVER[{g[NGANDpRJHHNUQERL,5 ...... 14/498430 ............................................
ELOCAE IOW TO UNIFIED COMMUNICATION ;
TE IN ENTERPRISE WIRELESS NETWORKS!

PARTITIONING DATA SETS FOR us 14/530451 L 31-Oct- 14 20180127520 . 05-May- 16: 9635148 L 25-Apr-17.
TRANSMISSION ON MULTIPLE PHYSICAL : : , z ;

14/522251

GROUP OWNER (GQ) NEGOTIATION IN PEER US 14/550847 L 05-Jan- 15 20160127950 | 05-May- 16 9681365  13-Jun-17)
TO PEER (P2P) COMMUNICATIONS TO : , z . :

OBTAIN GROUP OWNER ROLE (as amended)

SYSTEM AND METHODS FOR LOCATION  US 1147446480 - 300uk4 40*60333617 . 04-Feb- m 9658311 L 23-May-17:
DETERMINATION IN MIMO WIRFLESS : , E . :
A
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

METHOD AND SYSTEM FOR DEVICE AWARE  US 1147262654 25—Apr-14.§ 20150312861 29—Oct-15§
GWER SAVE : : :

ULTICAST AWARE BEAMFORMING FOR L:S
IRELESS LOCAL AREA NETWORKS :

AUTOMATIC CALIBRATION OF PROBE Us
REQUEST RECEIVED SIGNAL STRENGTH :
INDICATION {R5SI) THRESHOLD TO

ECDN’TRQL ASSQOCIATIONS

IC DETECTION OF INACTIVE VIRTUAL LS
RIVATE NETWORK CLIENTS

/IRTUAL LOCAL AREA NETWORK MISMATCH h“ 14/266594
ETECTION IN NETWORKS

14/336402 Po21-dul 14 20150021550 . 21-Jan- 15 9451474 20-Sep- 15

141258598

14/334830

14/445306

14/263564

gEN\/IRONMEN"'

YSTEM AND METHOD FOR DISPLAYING
AOBIHLE TRAIL FOR MOBILE CLIENTS

ETWORK CONTROLLER FAILOVER REQUEST
0O REDUCE NETWORK QUTAGES

DETERMINING LOCATION BASED ON BOTH A
DETECTED LOCATION AND A PREDICTED
QCATION

NTELLIGENT HANDLING OF VOICE CALLS
OM MOBILE VOICE CLIENT DEVICES

FILTERING OUT ACCESS POINT DATA BASED
ON NON-CONFORMITY WITH OTHER ACCfss
POINT DATA

METHOD TO CONTROL DYNAMIC HOST L:S
ECONFIGURATION PROTOCOL POCL :
EEXHAUSTION IN DYNAMIC NETWORK

20160124819 | 05-May- 16 9558850

120150312721

23-0ct-15: 9319844

20160021564

2.1—Jan-15§ 9510233

14/445312 L 29-Juk 142 150036770 | 04-Feb- 15

OCKI 9-Jul-14. 201 04-Feb-16
\CCESS POINTS ; : :

AETHOD TO DISTRIBUTE A CENTRALIZED

ETHOD AND SYSTEM FOR CLIENT DEVICE ;LES 14/262663

OCALIZATION

METHOD AND SYSTEM FOR A USER TO
CREATE FAVORITE SERVER LISTS FOR
MULTIPLE SERVICES

AUTOMATIC DETECTION OF VIP GUEST 1S
DEVICES ON WIRELESS NETWORKS :
ASSOCIATED WITH AN ENTITY (as amended) |

SER ANCHC:R \_OM ROLLER

14/332009 fo15-ul- 14 20160021205 . 21-Jan- 15

14/261332 24-Apr-14: 20150312819 28-Cct- 15

ZERD TOUCH CONFIGURATION SUPPORT LS
FOR UNIVERSAL SERIAL BUS MODEM ON A ¢

14/445548 E30-duk 14 20 80026634 | Q4-Feb- 16:
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

SYSTEM AND METHOD FOR GROUPING AND  US 14/445800 L 29-Jul14 20160037542 04-Feb-16 9326294 - 26-Apr16:
ASSIGNING CHANNELS IN A NETWORK : : g E :

YNAMIC ADAPTIVE APPROACH FOR FAILURE
ETECTION OF NODE IN A CLUSTER

ES”NG B\/ 5IMULA]10NU§;[NG ......................... Ls ......
ARIATIONS OF REAL-TIME TRAFFIC :
CCESS CONTROL IN BLUETOOTH® LOW
-NERGY DEVICES

iered Network Access Based on User Action 14/266770 20150318102 . 05-Nov-15 29-Aug- 1/

OCATIONLETERMNATIONINWIRELESS ............................................................... 180057300

NETWORKS

SESSION AWARE ACCESS POINT LOAD

14/524698 L 27-0ct 60117213 28-Apr- 16

2(}1¢€

14/445061 L 29Juk 14 20160026672 - 04-Feb- 16: 9306823 | O5-Apr-16]

14/529930

20160128112 05-May- 16 9510136 | 29-Nov-16:

EE"LEE:NF REPUTATION DRIVEN ROLE-BASED
CCESS CONTROL

/263622 i 2B-Apr- 14 201‘303*2298 06~Sep-16§

EPROT"' COL ASéIGNW!EN’]' WITH VIRTUAL
QUAL AREA NETWORK POCL

14/447023 30-3ul-14: 20160036683 ¢ 29-Nov-16!

14/528087 30-Cct-14 20160127947

BETWEEN SIGNAL STRENGTHS OF ‘«'\,’IRELES“
SIGNALS RECEIVED BY A DEVICE

GMP/MLD LEAVE UPON CLIENT iUS
DISASSOCIATION OR USER IDLE TIMER
XPIRY

SELECTION OF ANCHOR CONTROLLERS FOR S 114/261334
EACC ESS POI?‘ TS WITHIN A NETWORK : ;

14/529950 L 31-0ct- 14 40*60127221 | 05-May-16: 9455302 . 27-Sep-16:

14/446846

14/519895 P 20160112520

MULTICAST TRANSMISSIONS IN A NETWORK LS
ENVIRONMENT WITH USER ANCHOR :

WIRELESS ACCESS POINT

1ETHOD AND APPARATUS FOR DISPLAYING Lg 14/527245 - 79-0ct- 14 40 80127317 05-May-16 9509661 | 29-Nov-16
HTTPS BLOCK PAGE WITHOUT 551 : : , E f
INSPECTION
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

SELECTION OF ANCHOR CONTROLLERS FOR S 114/261339 | 24-Apr-14:20150312091  23-Oct-15 9306801 - 05-Apr-16:
CLIENT DEVICES WITHIN A NETWORK : : g E f
ENVIRONMENT

ETHOD AND SYSTEM FOR HANDLING s 14/504830 L 02-Cct- 14 20150312140 | 29-Oct15
AILURE IN A COORDINATED MULTICAST : s , &
TREAMING SYSTEM

CONTINUED DEEP PACKET INSPECTION LS
CLASSIFICATION AFTER ROAMING
AUSING CLIENT DEVICE TO REQUEST A LS
NEW INTERNET PROTOCOL ADDRESS BASED !

N A LINK LOCAL ADDRESS (as amended}

YNAMIC USER-CONFIGURABLE us 14/340951 3310i29 ¢ 29-Nov- 16§
NFORMATION ELEMENT : :

14/446819

114/517249

4/ 266

CUSTOM LOCATION BASED
;§5ERVECE DISCOVERY APPLICATION FOR
WIRED AND WIRELESS DEVICES

PRODUCT IDENTIFICATION BASED ON 14/340970 25-Jui- 14 20160027051 28-Jan- 15
LOCATION ASSOCIATED WITH IMAGE OF : i : : :
RODUCT

-FRICIENT ROAMING OF MOBILE CLIENTS 14/525615 28-0ct-14:20160119838 9655038 . 16-May- 17

EVERSE COVERAGE HEAT MAP 14/528247 3@—0{1-14: 20160127926 05-May- 16 96?2658 25-Apr- 17

SYSTEM AND METHODS FOR INFORMATION S 1 14/445494 | 30-Juk14 20160033613 | 04-Feb-16 9404993 | 02-Aug-16:
COLLECTION AND FROCESSING FOR f E f
LOCATION ESTIMATION IN MIMO WIRELESS |
ETWORKS

LFORD LOOP ANTENNAS WITH PARASITIC 14/471445 23160064830

03-Mar-16: 9500062 29-Nov- 16

14/471497 20160064808 06-Gep-16.

£2/060983

ETERIMINING A LOCATION OF A TARGET
NIRELESS DEVICE : . ' :
SYSTEM AND METHOD FOR MONITORING
AND ENFORCING POLICY WITHIN A
WIRELESS NETWORK

YSTEM AND METHOD FOR MONITORING
AND ENFORCING POLICY WITHIN A
NIRELESS NETWORK

YSTEM AND METHOD FOR CENTRALIZED
TATION MANAGEMENT
YSTEM AND METHOD FOR CENTRALIZED
TATION MANAGEMENT

SYSTEM AND METHOD FOR ADVERTISING
THE SAME SERVICE SET IDENTIFIER FOR
DIFFERENT BASIC SERVICE SETS

20110258681 1914395 22-5ep-5.

20120218931

- .§20120213159 g-12. 9019911

-FRICIENT MULTICAST CONTROL

13/451507 ?O.’i 20243457

ROCESSING FOR A WIRELESS NETWORK

«grgp*ANgMET;«QDFQRALApTNE{,S ...... 14/472712 ..... ngUgl 2mqg35933718;}851493573¢31May15
ECHANNEL SCANNING WITHIN A WIRELESS ; : 5 : 5

14/198476 05-Mar- 14 20140185485

WIRELESS LINK MONITORING AND ACTIVE

AS&D HARDWARE ALCELERA""’O?\.

VLAN TUNNELING 09-Mar- 12 20120166804 28-Jun-12
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

WIRELESS ROAMING WITH QOS AND us 11/528962 27—Sep~@6§ 20080068991 | 20-Mar-@8§ 8625417 07~Jan-14§
YNAMIC CALL CAPACITY MANAGEMENT ! : ' : :

SYSTEM AND METHOD FOR RELIABLE L:S 111/586017 24-Cct-06: 20080062948 13-Mar- .;8 8%1594 20 -May- 14
MULTICAST TRANSMISSIONS OVER SHARED : i : : : : :
WIRELESS MEDIA FOR SPECTRUM :
EFFICIENCY AND BATTERY POWER
CONSERVATION

SYSTEM AND METHOD FOR RELIABLE us 11/586025 L 24-0ct-06 20080062923 | 13-Mar-D

MULTICAST OVER SHARED WIRELESS MEDIA | ! : : &

FOR SPECTRUM EFFICIENCY AND BATTERY |
POWER CONSERVATION

ETERMINATION OF MULTICAST AND
ODING RATE

YSTEM AND METHOD FOR EXTENDING
ATTERY LIFE

EANALVSI\ OF ENCRYFTED STREAMING MEDIA Lg
TRAFFIC

NIRELESS AD HOC NETWORK SECURITY 11/544454 06-Oct- 06§ . 08-Feb-11
14/578788 ' ;

11/520001 | 12:5ep-06. 8539064 | 17-Sep-13.

ECURELY VIRTUALIZATING NETWORK
ERVICES

N”:Rpmsg:SEAML&:;SMGS_LITY ..................................
SYSTEM AND METHODS FOR ENABLING EL:‘S
SIMULTANECUS TRANSMIT AND RECEIVE IN

" HE SAME WIFT BAND WITHIN A DEVICE i

201‘30220699

12/168756 Y 20090163232

13/285963 31-Cct-111 20120039218 :890290

3/249971 30-Sep-11: 20120020344 5014706 - 21-Apr-15°

13/417080 09-Mar-12 2. 9100895 - 04-Aug-15:

13/968256 | 15-Aug-13 20130336194 -13. 9167543 20-Oct-15:

YNCHRONIZATION OF MOBILE CLIENT
AULTICAST

NITIATING PEER-TO-PEER TUNNELS

NIRELESS CLIENT POSITION ESTIMATING
YSTEM AND METHOD

NIRELESS CLIENT POSITION ESTIMATING
YSTEM AND METHOD

METHODS, APPARATUSES AND SYSTEMS S 114/051377 i 10-Oct- 1? 40 40036841 | 06-Feb- 14 9356761 | 31-May-16
FACILITATING MANAGEMENT OF AIRSPACE f , E : f
IN WIRELESS COMPUTER NETWORK
NVIRONMENTS

12/401553

13/233976 ; ﬁ?t}*za 72532 -12: 8788700 L 22 Jut14
12/239199 26—Sep-()8 20090082034 26-Mar-09§8520647 | 27-Aug13:

13/953671 28 13 20140031062 30-Jan- 14 9510315 | 29-Nov-16'

| ethod For Detecting Rogue Devices §LES
EOps:r.atmg In \NH‘E‘EE}S"S And Wired Computer

MULTIPLE WIRELESS

AGPREG AT&M; . MULTIPLE WIRELES 5 .................. L,s ......
ECHANNELS i

1 ETERMINING WLAN EDGES

ETERMINING WLAN EDG 14/307088
13/018458

‘E20140226644

40;.10194442
120140293560
-11:20110188544

INIMAL OR INCOMPLETE INFORMATION

NTERFERENCE CLASSIFICATION WITH L«E; 14/185845 i 20-Feb-1 :20140169432 ©19-Jun- 14 9130871 i (8-Sep- 15§

INIMAL OR INCOMPLETE INFORMATION : ; :

PECTRUM-AWARE RF MANAGEMENT AND iUS 13/080548 {5-Apr-11 20110243021 06-0ct- l* 888'3499 11-Nov- 14§

IAUTOMATIC CONVERSION OF ACCESS : : : : . :
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

PCINTS TQ SPECTRUM MONITORS AND
YBRID MODE ACCESS POINTS

ISPLAYING A WIDEBAND SPECTRUM USING LS 13/080552 . 05-Apr- 11 20110242984 06-Oct-11 8625436 L 07-Jan-14
NARROWRBAND RECEIVER : ; ;

MEASURING AND DISPLAYING WIRELESS LS
NETWORK QUALITY :

ESPEC’TRUM -AWARE RF MANAGEMENT AND L:S 114/536891 10-Nov- 14 20150131467 14-May-15:9549332 17-Jan-17:
EAUTOM TIC CONVERSION OF ACCESS i : i : : :
POINTS TO SPECTRUM MONITORS AND

YBRID MODE ACCESS POINTS

ETHOD AND SYSTEM FOR AGGREGATING h&; 114/149735 07-Jan-~ 14 20140153428 05“]'.!;‘.-14%9521556 13-Dec-16§
E"\!‘“H SIGNAL DATA AND NON-WIFI SIGNAL | ; : , : 5

13/08053% 05-Apr- 11 20110243020

2OD6OJ89148

TEM FOR DISTRIBUTED S
ROAMING SERVICES FOR MOBILE USERS ON
WIRELESS MESH NETWORKS

E;METHOD AND SYSTEM FOR CALL ADMISST
ONTROL IN A WIRELESS MESH NETWORK

METHOD AND SYSTEM FOR RADIO 07-Jun- 11§
EFRFQUFNCV MANA&;EMFNT N A MEJH :

2060234701

AETHOD AND SYSTEM FOR A RADIO
-REQUENCY MANAGEMENT IN A MESH :
ETWORK WITH A PATH DISTANCE FACTOR

YSTEM AND METHOD FOR QOS5 iLES
PROVISIONING IN BROADBAND WIRFLESS
ESH NETWORKS

| 10-Feb-15:

§12/033828

ETERMINING DISTANCES BETWEEN LS 13/892160 ¢ 10-May- 13 20130258889 : 03-Oct- 13§
NIRELESS DEVICES : :
METHOD & APPARATUS FOR DETECTING AND! L:S 114/258344 22-ADE’-14E 20140226672 14--Aug-14§
AVOIDING INTERFERENCE IN A ; : : :

COMMUNICATIONS NETWORK

ETHOD AND APPARATUS FOR MINIMIZING 200880138232.0 C30-ulkg 1042 28474 09-NOV-11§ 1032239474 18-Jun- 14§
PACKET TRANSMISSION LOSS IN A WIRELESS: ; : :
ETWORK :

IGNAL STRENGTH AWARE BAND STEERING 14y 20140211716 18-Oct- 163

[228713
EVICE ABSTRACTION IN AUTONCMOUS us 14/029695 17-5&;)--13% 20150032861
NIRELESS LOCAL AREA NETWORKS : : '

ETHOD FOR PROVISIONING POLICY ON
HUSER DEVICES IN WIRED AND WIRELESS
ETWORKS

METHOD AND APPARATUS FOR POLICY- us
BASED NETWORK ACCESS CONTROL WITH !
ARBITRARY NETWORK ACCESS CONTROL
FRAMEWORKS

YSTEM AND METHOD FOR PROVISIONING A PCT
NIQUE DEVICE CREDENTIAL

varlaying Virtual Broadcast Domains On An
Underlying Physical Network

c-07: 20080168547

07.20080163340 | 03-JubL 8824 281 | 14-Aug-12)

PCT/US2013/028391 | 28-Feb-13! wozow,mmw 10-Oct 13

14/086918 - Nov-lo 20140321445 30-Cet- 14 9344858 | 17-May-16.
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

E?}VERLAYING VIRTUAL BROADCAST DOMAIL
ON AN UNDERLYING PHYSICAL NETWORK

METHOD AND SYSTEM FOR USING A L:S
M "?\.IMUM SEi\eSI""VF’V THRESHOLD FOR i

::PCT,’iJS2013/D51907§ 24- mns WOZ014/022177 oé-Feb-1.4§

’&50133063 "*3,:2457

14/536931

- 14-May- 15 | 03-May-16.

ETHOD, ;

;READABLE MEDIUM FOR ESTABLISHING A
E‘SE:CURH YCONTROLLED CONNECTION (As
mended)

HOME VIRTUAL LOCAL AREA NETWORK
IDENTIFICATION FOR ROAMING MOBILE

20*401*9354

113/968276

YSTEM FOR C
HOCATION SPECIFIC INFORMA’”O!\. FROM
OFFICIAL AND UNCOFFICIAL SOURCES

ELOCATION DETECTION IN WIRELESS iUS
OMMUNICATION NETWORKS :

ISTRIBUTED LINK AGGREGATION 12/767174 26-Apr- 10 20110261827 27-Oct-11: 8369296 . 05-Feb-13;
13/485766 ' ' ;

13/941380 12-Jul- l" 40*40331067 33-Jan- 14 03@1098 29-Mar- 16

AULTICASTING USING A MULTITIERED i
ISTRIBUTED VIRTUAL BRIDGE HIERARCHY

ISTRIBUTED VIRTUAL BRIDGE LS
ANAGEMENT

12/763306

orwarding Data Frames With a
iber Channel Forwarder

EMETHOD AND SYSTEM FOR AUTOMATING
CONFIGURATION OF STORAGE AREA
ETWORK

\pparatus, system, and methed for authorized:
emote access [0 a target system :
E}&PPARATUS, SYSTEM, AND METHOD FOR :
AUTHORIZED REMOTE ACCESS TO A TARGET |

2004233238 - 10-Aug- 34 2005063439 | 10-Mer-05 4016019 21-Sep-07.

\pparatus, system, and method for authorized
emote access to a target system

QCATION BASED COMPUTERIZED SYSTEM 13/417338
AND METHOD THEREOF

:‘ RAFFIC FORWARDING IN MESH NETWORKS U

12/565430
13/016490

-11:9014156

13/179057 -12 9014021

] ING CLIENT BEVICEg \J ITHIN A
MIRELESS NETWORK

EVICE AND METHOD FOR SPLIT DNS S 13/407451 06-Dec-16
COMMUNICATIONS : : ' :
YBRID WIRELESS VIRTUALIZATION us 3/489253 22-Sep-15
RCHITECTURE : :
MITIGATING INTERFERENCE IN WIRELESS  US 14/164059 L 24-Jan- 14 20140348004 27-Nov- 14 9577796 . 21-Feb-17.

SYSTEMS
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

METHOD AND SYSTEM FOR PARTITIONING L‘% 13/414405 07-Mar-12§20130201978 08-Aug-13§9730269 - 08-Aug-17:
NIRELESS LOCAL AREA NETWORK : : : :

SYSTEM AND METHOD FOR DYNAMIC RATE §u5 113/929517 1 'w.,muo
ADAPTATION BASED ON REAL-TIME CALL : :

3/563500

;COVERAGE SET AM) RESQURCE
EALLOCA [TONS IN WIRELESS NETWORKS

[13/563610 Ptk 12 20*4&5 6788 | 06-Feb- 14 00&02/9 i o16-Jun- 15§

13/857314 05-Apr-13§ 20140269370 | 18-Sep- 14 9503915 i 22-Nov- 16!

YNAMIC BEAMFORMING CONFIGURATION LS
ASED ON NETWORK CONDITIONS

RATE LIMITING MECHANISM BASED ON
DEVICE LOAD/CAPACITY OR TRAFFIC
CONTENT

13/918760

13/928300
13/918770

YSTEM AND METHOD FOR MESSAGE
ANDLING IN & NETWORK DEVICE

VSTEV AND METHOD FOR MAINTAINING
Tl ORTAL USER AUTHENTICATION

NAMIC DETERMINATION OF
;TRANSMISSION PARAMETERS BASED ON
EPACKET PRIORITY AND NETWORK
CONDITIONS

JETHOD AND SYSTEM FOR PRICRITIZING U5
ETWORK PACKETS :
ETERMINING TRANSMISSION PARAMETERS | 14/478071
OR TRANSMITTING BEACON FRAMES :

13/918732

14/018129 05-Jun- 14

14/169026 { 30-Jan- 14 20*40146619 . 29-May- 14 95/14J4 . 14-Feb-17:

. 18-Dec- 14 9661614 - 23-May-17:

EUSACE C ONTROLS "'i"ROUGH POLI(' Y
ENFORCEMENT

YSTEM AND METHOD FOR THE AUTOMATED Lg
CONTAINMENT OF AN UNAUTHORIZED
CCESS POINT IN A COMPUTING NETWORK |

ZERO TOUCH FROVISIONING

CLOUD-BASED FIRMWARE DISTRIBUTION
e

1i-Mar- 14 40*402849():3

14-Mar- 13 20140122874 26-Apr-16§

CATION BASED POLICY

YSTEM AND METHOD FOR ACHIEVING L:S
ENHANCED PERFORMANCE WITH MULTIPLE
NETWORKING CENTRAL PROCESSING UNIT
CpU) CORES

METHOD AND APPARATUS FOR PACKET %US 28-Jun- 13 20140269766 13-Sep- 14 9125089 01-Sep-15
EAGuREGAT"OI\. IN A NETWORK CONTROLLER ¢ : :
APPARATUS, SYSTEM AND METHOD FOR U5 26-Jun-13 20140283062 | 18-Sep- 14 19398039 L 19-Jul16,
E‘JUFPRES’&! ING ERRONEQUS REPORTING OF : ; :
§A1 TACKS ON AWIRBBESSNETWORK - =0 e
IC16936 20 Confidential
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

AETHOD AND SYSTEM FOR DYNAMIC s :‘14/204777 11-Mar—14§ 20140274037 ¢ 18-Sep- 14 9578487 2.1—Feb-17§
DETERMINATION OF POTENTIAL ACCESS : ; : E : : 5
POINTS FOR PROPAGATING CLIENT
INFORMATION

SYSTEM AND METHOD FOR OFFLOADING LS
CRYPTOGRAPHIC FUNCTIONS TO SUPPORT A
LARGE NUMBER OF CLIENTS IN A WIRELESS |
CCESS POINT : y : : : ;
ROVISIONING DEVICES FOR SECURE us 14/068552 L 31-0ct- 1; 0150133277 | 23-Apr-159515824 . 06-Dec-16;
NIRELESS LOCAL AREA NETWORKS : : : j :
SYSTEM AND METHOD FOR ADVERTISING LS 13/757308 ol-Feb-lzé 20130148581  © 13-Jun-13 8483169 L 09-Juk13!
THE SAME SERVICE SET IDENTIFIER FOR | : : % f :
DIFFERENT BASIC SERVICE SETS

FFICIENT MULTICAST CONTROL 13/802031 | 13-Mar-13 20130215815 22-Aug-13] 8655265 18-Feb-14
ROCESSING FOR A WIRELESS NETWORK : ﬁ 5 : ; :

TATELESS CRYPTOGRAPHIC PROTOCOL- 1S 13/781490 | 28-Feb-13 20130179678  11-Jui-13:8838357 . 16-Sep-14:
ASED HARDWARE ACCELERATION : : : : : : :

NIRELESS AD HOC NETWORK SECURITY :2011[}113243 ¢ 12-May-11 8145131 ' 27—Mar-12§

NG PEER-TO-PEER TUNNELS ; 9 | (3-Jun-14 20140289338 | 25-Sep-14

-05: 1823504 23-Aug-06; 100493012 i 27-May-0%

{A method and system for creating and
Edep!ovang a mesh network

E\"E.—"HOD AND SYSTEM FOR CREATING AND FP

ETHOD Al TEM FOR LREATINU AND
DEPLOYING A MESH NETWORK

E‘METHOD AND SYSTEM FOR CREATING AND L:S
DEPLOYING A MESH NETWORK

A METHOD AND SYSTEM FOR CALL
EADE‘" ISS?OI\ CONTROL IN A WIRELESS NES?-‘

280780049943.1

AETHOD AND SYSTEM FOR A RADIO LS 113112718
REQUENCY MA!\.ACE:MEM 1ri\! A ME:SH : :
= TWORK WIT AP | 5 TAN H

PACKET 1 RANS»MIS IONLOSS IN A WIRtLE 55
NETWORK 5

iMETHOD&APPARATUS FOR MINIMIZING EP
PACKET TRANSMISSION LOSS IN A WIRELESS!
ETWORK :

METHODBAPPARATUS FOR MINIMIZING GB 09803572.8 30- }u!-u9 2332045 03-Apr- 13%
PACKET TRANSMISSION LOSS IN A WIRELESS: ; : :
NETWORK :

09803572.8 T 39 2332045 15Jun-11 2332045 O3-Aprl3

AETHOD AND APPARATUS FOR POLICY- 13/549244 2 20130042002 28-Apr-14:
BASED NETWORK ACCESS CONTROL WITH : &

ARBITRARY NETWORK ACCESS CONTROL
-RAMEWORKS

2008-543580 i 30-No '-"6 2009518891 §3087353

&thoc and syfst&n* for an adaptive wircless
ool h network

eering data communications packets for
multiple data processing applications

TEERING DATA COMMUNICATIONS PACKETS 2012-501226  13-5ep-12 L 11-Apr-14
FOR MULTIPLE DATA PROCESSING ~ : f : E f
PPLICATIONS

ETHOD AND SYSTEM FOR PARTITIONING h"
WIRELESS LOCAL AREA NETWORK :

13/414548 PU7-Mar 12 20130201979 08-Aug-13:975668:

. 05-Sep-17.
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

;BI:\N{') STEERING FOR MULTI-BAND WIRELESS
ECLIENTS

EBAND STEERING FOR MULTI-BAND WIRELESS! L:S
ECLIENTS

AND STEERING FOR MULTI-BAND WIRELESSH PCT
ECLIENTS

07-Jan- ua CN101226252 23-Jul-08:101226252 | 06-Apr-11:

;Formang method for predetermined pattern,
gforming method for colored layer, and
manufacturing method for electro-optical

] ethod and data processing system for 200710007027.3

determining user specific usage of a network

)7 . CN101026495

12/947652 16-Nov- 1[) 20120106547

ELIVERING AND MANAGING MULTICAST 15
RAFFIC OVER WIRELESS LANS (a5 amended).

SYSTEM AND METHOD FOR ADVERTISING h&;
ETHE SAME SERVICE SET IDENTIFIER FOR :
DIFFERENT BASIC SERVICE SETS

YSTEM AND METHOD FOR ADVERTISING ;US
THE SAME SERVICE SET IDENTIFIER FOR :
IFFERENT BASIC SERVICE 5ETS

] '\/*RELESS AD HOC NETWORK SECURITY

13/910976 05~J=.m-13§ 20130265943

41162374 i 23-Jan- 14 40*4014027: | 22-May-14,

13/429110 23-Mar- 12 20120240239 20-5ep- 12§84.28516 23-Apr- 13§

13/545851 220120281785 08-Nov-12'9

14/283352

20140280733
’0 10228736

| 22-8ep-118315638 | 20-Nov-12)

; VIL:LTICAS"" FORWARDIN""

ETHOD AND SYSTEM FOR RADIO
FREQUENCY MANAGEMENT IN A MESH :
ETWORK WITH A PATH DISTANCE FACTOR |

Method & Apparatus for Detecting and 11-Nov-08: 103220734 L 24-Jub-13]
EAver*mg Interference in a Communications ; :

FETHOD AND APPARATUS FOR POLICY- Us 25-Apr- 14 zo 40237543 - 21-Aug-14 :
BASED NETWORK ACCESS CONTROL WITH | , &

ARBITRARY NETWORK ACCESS CONTROL
RAMEWORKS

YSTEM AND METHOD FOR PROVISIONING A S
MQUE DEVICE CREDENTIALS

40[’)90144444

ETHOD AND SYSTEM FOR TRANSMITTING
NFORMAT on AF ROSS A FI RFWAE.E.

14/084325 120140082060
13/691380 ' AG“ 30100857
201110138704.1 03-Jul- “7 102256328

ECURE HOT 55-*0 ROAMING

E‘METHOD AND SYSTEM FOR DYNAMIC Ci\
ETRIC AND WIRELESS HELLO PROTOCOL

'20090252097 . 08-0ct-09:

12/099680 L 08-Apr-0

13/168789 44-4un11 20110258696 20-Oct-11 8750272 - 10-dun-14)

VT FOR CONSTRAINING, SPLTTING, h& /723148 ...... qc,ctg-' ......................................................................................................................
AND/OR DISRUPTING A WIRELESS ADHOC ! :
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

ETWORK AS A THIRD PARTY TO THE
NETWORK

(/622223 27-Cct-04:

METHOD AND SYSTEM FOR RADIO Us 60/891838
FREQUENCY MANAGEMENT PATH DISTANCE |

Celiular Mesh Architecture

METHOD AND APPARATUS FCR POLICY- 15 60/882848 L 29-Dec-06.
BASED NETWORK ACCESS CONTROL WITH : : E
ARBITRARY NETWORK ACCESS CONTROL

ECHNIQUE FOR ADDRESSING A CLUSTER OF LS 10/676456

ETWORK SERVERS

290418 L 07-Nov-02 20030126230 L 03-Jui- J3 16028 . O1-Jan-08:

ROVISIONING REMOTE ACCESS POINTS 2/47777 03-Jun-G ;"0130313262

ECURE HOTSPOT ROAMING lﬁAprIG AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA

TEM FOR DYNAMIC 11/768788
ETRIC AND WIRELESS HELLO PROTOCOL

THERNET SUPFORTING SOURCE SPECIFIC CN
AULTICAST FORWARDING METHOD AND :
YSTEM

ETHOD AND SYSTEM FOR RADIO
REQUENCY MANAGEMENT IN A MESH
ETWORK WITH A PATH DISTANCE F

METHOD & APPARATUS FOR DETECTING AND C
EAVOIDIN&; INTERFERENCE IN A
EﬁOMMUNICATIONb NETWORK

'SECURE HOTSPOT ROAMING

METHOD & APPARATUS FOR MINIMIZING PCT
EPACKET TRANSMISSION LOSS IN A WIRELESS!

200610103987 .5 06-Feb- 38 101119750

(PCT/US2008/055158 ¢ . D4-Sep-08:

200880117089.2 11-Nov- "58 101878638 | 03-Nov-10

13/088293 15-Apr- 11 ’OJOESBZSG 20-Cct-11!

nPC\“_/USZGGQ/DSZl?F}i .;O-Jui—ﬂ‘?)gWOEOiG/QH‘/’% 04—Feb—1[}§

(PCT/US2006/061434 © 30-Nov-06. WO2007/079302

A METHOD AND SYSTEM FOR AN ADAPTIVE
WIRELESS ROUTING PROTOCOL IN A MESH
NETWORK

METHOD AND SYSTEM FOR DYNAMIC F’CT
AETRIC AND WIRELESS HELLO PROTOCOL ¢

ethod and apparatus for disposing wireless
netted network in urban area circumstance

12-3ui-07

PCT/AUS2007/072781

200810241158.2 26-Dec-08 10.’1442754 10144?7‘34 09-Mar- 11

: method and system for an adaptive wireless
youting protocol in a mesh network

A METHOD AND SYSTEM FOR DYNAMIC
ETRIC AND WIRELESS HELLO PROTOCOL

A METHOD AND 5YSTEM FOR AN ADAPTIVE  EP 06849004.4 { 30-Nov- \,6 1961173 - 27-Aug- \,si
WIRELESS ROUTING PROTOCOL IN A MESH | : f , E
NETWORK

m;\lAg_NG MUUIPLE wRThAL AREALS ......
ETWORK MEMBERSHIPS :

10-Jul- 13 20150319008  05-Nov-15.
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

SYSTEM AND METHOD FOR MITIGATING ~ US  13/460819 30-Apr-12 20130286921 31-0ct13
MULTICAST MESSAGE DUPLICATION INA : & f s
NIRELESS NETWORK

07-Cct- Ob

N OF WIRELESS 31-Jul-08: 20100027518

NETWORK STATUS

POWER SAVING IN WIRELESS NETWORKS 31-Oct- 03 20100113084
26-Nov-08 . 20100131694
12/916281 29-Oct-10 20120106348

13275104.1 . 30-Apr-13 2661013 - 06-Nov-13;

acura Boot ROM Emudation

vnamic QOS5 Tagging for RTP Packets

ystem and method for mitigating multicast  EP
message duplication in a wireless network :

Method and apparatus for facilitating r‘ctwork LS 11/258239 i 09-Dec '20070083668 12--Apr--07§
Eexpaﬁsaon : : ; :

10336859.6 1024690’7 :
vnamic gos tagging for rip packets 31-Oct-11:2 11-Dec- 13

YNAMIC QOS TAGGING FOR RTP PACKETS 2011-252034 31-Cct-11 20312100274 :

11187336.0 31-Get-11 2448177 . 11-Dec-13.
31-Oct-11. 2448177 ' '

ynam:c Qa5 tagging for RTP packets

Dynamic qos tagging for rip packets

EDynamir: qos tagaing for rip packets 11-Dec- 13

ECVERLAYING VIRTUAL BROADCAST DOMAINS
ON AN UNDERLYING PHYSICAL NETWORK

OVERLAYING VIRTUAL BROADCAST DOMAINS
ON AN UNDERLYING PHYSICAL NETWORK

EMETHOD AND SYSTEM FOR PREVENTING EP 12189592.9
QOPS IN MESH NETWORKS :

200810241140.2

ethod and Device for Controlling Rale of
ulti-Service Wireless Nebtwork

AETHOD AND SYSTEM DESIGN FOR WIMAX
ND WIFI DUAL MODE MESH NETW

A SYSTEM AND METHOD FOR QOS5
;PROVIS IONING IN BROADRAND WIRELESS
MESH NETWORKS

system and method for gos provisioning in 200880005073.2 i 19-Feb- ’!8 101647236
roadband wireless mesh networks :

(PCT/US2008/054330 ¢

istributed roaming services for mobile users L:S
on wireless mesh networks i

(PCT/US2005/042557

PCT/US2005/036639

ROAMING SERVICES FOR MOBILE USERS IN
WIRELESS MESH NETWORKS

A METHOD AND SYSTEM FOR. DISTRIBUTED 3P
ROAMING SERVICES FOR MOBILE USERS IN
NIRELESS MESH NETWORKS

ORRELATING DATA FROM MULTIPLE 61/363108 09-Jul- 10
SPECTRUM MONITORS :

12007-543476 23-Nov- JS 2008-538280 18-0ct- JB 52580832 04 -May- 1i
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

SYSTEM AND METHOD FOR CONVEYING LS 162/073744 L 31014
INFORMATION USING BROADCAST FRAMES | : :

; OWER SAVE AWARE MULTICAST SUPPCORT 62/073820 31-Cct-14:

ACCESS CONTROL THROUGH DYNAMIC 81/CHE/2015 L 28-Feb 15 ' : :
ROUPING

Methed and Apparatus for Inferring Wireless 114/609218 29-Jan- 15 203160227473 04 Aug- 16

Scan Information without Performing Scanning: ; : : ; :

‘or Performing Limited Scanning

UTHENTICATION SURVIVABILTI
ASSIGNING ROLE AND VLAN BASFD ON
ACHED RADIUS ATTRIBUTES

14/610033 0-Jan-15. 20160226848 04-Aug-16 55

Ppecis

ADAPTIVE RESQURCE ALEOCATION IN ﬁLES 30-Jan- 1" ?O.’i‘;0227592 04-Aug- 16 97?6719 15-Aug- 1/§
ECON"" ESTED WIRELESS LOCAL AREA : : : :

IORK DEPLOYM

IC DETECTIC D APPLICATION
;BASED POLICY ENFORCEMENT OF PROXY
ECON?\.EC"XOI\Q

| UEST WIFT AUTHENTICATION BASED ON
HYSICAL PROXIMITY

ECHNIQUES FOR MANAGING CLIENT 14/634026 o 27-Feb- 13
DEVICE ACCESS TO A NETWORK RESOURCE ! :

OPTIMIZING THE USE OF SHARED RADIO U5 14/634469 L 27-Feb- 13 19622269 L 11-Apr-17.
FREQUENCY MEDIUM USING INTELLIGENT : s , & :
PR ES

14/611158 { 30-Jan- 15 19455964 . 27-Sep-16:

USING ACCESS POINTS

LEEP CONTROL FOR NETWORK OF : 14/634624 . 27-Feb- 13 982582 | 08-Mar-16)
LUETOOTH LOW ENERGY DEVICES : : : : :

LEEP CONTROL FOR NETWORK OF
RLUETOOTH LOW ENERGY DEVICES

ECLIENT ASSOCIATION MANAGEMENT FOR iUS 14/658734 16-Mar- 1'3 40*60277972 22-58;)—1&
MPROVING MU-MIMO TRANSMISSIONS : : : :

EER-TO-PEER FORWARDING FOR PACKET-
WITCHED TRAFFIC

ALANCING CLIENTS ACROSS BANDS IN A
INGLE ACCESSPOINT

SYSTEM AND METHOD FOR COMPUTIT
COVERAGE SET AND RESCURCE AL LQCA—‘ON
IN WIRELESS NETWORIKS

viamic downicad and enforcement of 14/688204 i 16-Apr- 11—;
network access role based on network login : : ,
icontext

14/664551

14/664692

14/685563 -15/9655120

E?:ORREEATING DATA FROM MULTIPLE L:S 14/651462

ESPECT RUM MONITORS : : : :
ECALIBRATION OF WIRELESS NETWORK'S LS :14/651780 21-Apr- 15 20160316342 27-Cct- 16
SIGNAL STRENGTH MAP DATABASE FOR ; : : § :

INDOOR LOCATING TECHNIQUES

JETHOD AND APPARATUS FOR AVOIDING U5
DOUBLE-ENCRYPTION IN SITE-TO-SITE
PSEC VPN CONNECTIONS

ERE le(, H‘”‘H POWER BEACON LS

14/693817 L 22-Apr- 13 20160315920 27-Oct- 1E: 9712504 L 187

14/634655 L 27-Feb- 13 20160128105 05-May- 16 9386610 05-Juk16;

SYSTEM AND METHOD FOR CONTROLLING  US 14/697383 Lo27-Apr 1'3 20160315672 - 27-Oct m 9673674 L 0B-Jun-17;
SELECTION OF NETWORK DEVICES FOR ! : , é : :
MING
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

METHOD AND APPARATUS FOR USING CALL 14/699209 520160323780 | 03-Nov-16:9635586 25-Apr-17:
ADMISSION CONTROL FOR CLIENT : : ; z :
BALANCING

;ACROSS CONTROLLER FAILOVER AND LOAD-
EBALANCN(, :

147699893 L 29-Apr- 13 2016032379 - 03-Nov- 16:

ALANC NG

RADIOC PROPERTY BASED ACCESS POINT h&v
LOAD BALANCING IN CONTROLLER CLUST FE:R

ACCESS CONTROL THROUGH DYNAMIC

14/700442

entrafized Con :gurat;gn with Dynamic
istributed Address Management

YSTEM AND METHOD FOR DETERMINING
{DETERIORATION IN \,ALL QUALITY BETWEEN

:DISTR IBUTED CAE.E. ADMISSION CONTROL.
ON UNITY RADIO IN A CLUSTER
DEPLOYMENT

DISTRIBUTED MEDIA CLASSIFICATION
ALGORITHM IN A SERVICE CONTROLLER
LATFORM FOR ENHANCED SCALABILITY

ENHANCING MU-MIMO TO GROUP CLIENTS
AACROSS5 MULTIPLE B5SIDS FOR A PHYSICAL |
RADIO s

ECACHINF AND FORWARDING ROUTER L:S 14/750187 2-Jul- 13
ADVERTISEMENTS i :

ACHING AND FORWARDING ROUTER
ADVERTISEMENTS

NFRASTRUCTURE COORDINATED MEDIA 1S
CCESS CONTROL ADDRESS ASSIGNMENT

NFRASTRUCTURE COORDINATED MEDIA ~ US
CCESS CONTROL ADDRESS ASSIGNMENT

NIRELESS ASSOCIATION TABLE DENIAL OF
ERVICE PREVENTION

: NFRAC”RUCT URE COORDINATED MEDIA
S CONTROL ADDRESS ASSIGNMENT

E:INFRA'\"‘"RU(”\" UREC OORDINATED MEDIA
SIGNMENT

Y 15C O R\f’ PROTCCOL-
MEDIA ENDPOINT DISCOVERY TO AVOID
E‘FAS SE LEGACY POWERED DEVICE
DETECTION IN POWER OVER ETHERNET
YSTEMS AND NETWORKS

System and Method for Providing Context-
;Basec:i Anticipatory Dynamic Resource
Reservation

14/792313 L 06-dub 13 §95344/: . 28-Feb-17.

14/792372 L ge-ub 13 20170013445 12Jan- 1/ 642003 . 02-May-17;

14/792377 L 06-Juk 13 ;9674793 - G6-Jun-17:

14/792383 i 06-Jub 13 23170013448 | 12-Jan- 17

14/792392 L o6-Juk 1'3 20170013449 L 12-Jan- 17 9749239 - 23-Aug-17:

1 /702940

:14/804878 21-Jub 11—;

; UTO PROVISION OF BULK ACCESS POINTS 14/809143 :20170026335 26-Jan-17:
BWUTO PROVISION OF BULK ACCESS POINTS : 14/308167 '20170026234 26-]3:";—175
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

EML: MIMO IMPLEMENTATION WITH F’CT ::PCT,iJS2015/D26717 i 20-Apr- 1bEWO.z.013/161319 22—Oct-15§
ECONFIGLRABLE ANTENNA SYSTEM : : : :

EDETERM NING LOCATION BASED ON BOTH A PCT tPCT/US2015/027580 24-Apr- 13 \/‘402015/134782 29-0ct-15§
DETECTED LOCATION AND A PREDICTED : i :

SOFTWARE-DEFINED WIRELESS DEVICE
AANAGEMENT

ETERMINING A LOCATION OF A TARGET
WIRELESS DEVICE , | .

OWER SAVE AWARE MULTICAST SUPPORT 14/610670 - ':20160309410 i 08-Aug- 1/

YSTEM AND METHOD FOR DISPLAYING 20150382148

VMOBILITY TRAILS FOR MOBILE CLIENTS

YSTEM AND METHOD FOR CONVEYING L:S 14/610700 30-Jan- 15 2 180128021
NFORMATION USING BROADCAST FRAMES i :

METHOD AND SYSTEM FOR TRACKING us
DEVICES :

ETERM NING A LOCATION OF ATARGET 14-Mar- 17

PCT/US2015/028023 | 28-Apr15. wozm:/msm - 05-Now-15:

14/805174 21-Jul- 13 20160100286

14/680920

-AHLURE _N A COORDINATED MULTICAST
REAMING SYSTEM 5
ONFIGURATION-LESS AUTHENTICATION LS
ND REDUNDANCY :

SHARED KEY AGREEMENT IN PEER-TO-PEER h&;
-NVIRONMENT :

HARED KEY AGREEMENT IN A PEER-TO- U5
EER ENVIRONMENT :

SHARED KEY AGREEMENT IN PEER-TO-PEER S

'ERTIH(,A] E &NROLLM&N"' 5
TRAFFIC FORWARDING IN MESH NETWORKS 15 12/547042
ECURE HOTSPOT ROAMING

\DAPTIVE SHAPER FOR RELIABLE
MULTICAST DELIVERY OVER MIXED
ETWORKS

METHOD AND SYSTEM FOR CREATING AND 3P 2011160343 2L 40 1-217413 | 27-Oct-11 '
EPLOYING A MESH NETWORK : s & z

12/916230 29-Oct- 10 20120106325 03-May-12.

METHOD AND SYSTEM FOR RADIO JP
FREQUENCY MANAGEMENT IN A MESH :
ETWORK WITH A PATH DISTANCE FACTOR ¢

TME ZONE ADJUSTMENT IN USER S 61/503459
NTERFACE

IME ZONE ADJUSTMENT IN USER 1 13/154661 . 03-Jan-13]
NTERFACE : : , :

1ANDLING OF HTTP VIDEQ STREAMS

2009550636 - FPb-uS 2010-519833  03-Jun-10;

61/790191

OMMUNICATION MODEL BASED ON USER 5 14/517123 5 17—OCt~14E 20160112427
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

VLAN POCLING 113/590024 20-Aug-1

SYSTEM AND METHOD FOR RELIABLE s 160/843798
MULTICAST OVER SHARED WIRFELESS MEDIA |

FOR SPECTRUM EFFICIENCY AND BATTERY !
POWER CONSERVATION

VIRELESS R;OAMINC ASSISTANCE AND
VNAM CALL CAPACTTY MANAGEMENT

NDE CATORS FOR DUAL-MODE PHONES

NTERPRISE LOCATION DISCOVERY IN
UAL-MODE PHONES

SENSING DEVICE ORIENTATION IN LF..
WIRELESS NETWORKS :

AGGREGATING MULTIPLE WIRELESS 61/297679 - 223an-10. :
CHANNELS : :

ETERMINING WLAN EDGES 61/302413 DS-Feb-lGE

60/845720

117963275
13/308780

ACCESS POIN"'S OR ROGUE APS INTHE
WIRED NETWORK

TEASURING AND DISPLAYING WIRELESS  US 08-Apr-10
ETWORK QUALTTY : | . |
YBRID MODE ACCESS POINT £1/321210 06-Apr-10:

61/321214 05—Apr-10§

PROVIDING AND RESOLVING AN IP ADDRESS LS 12/976708

E‘FOR SWARM-BASED SERVICES

LAN POOLING ENHANCEMENT PCT/US2013/022807

HYBRID WIRELESS VIRTUALIZATION
EARCH-EITECF URE

AUTHENTICATING AN EPHEMERAL DIFFIE-
{ELLMAN USING A TRUSTED THIRD

AETHOD FOR PROVISIONING POLICY ON 60/876072
USER DEVICES IN WIRED AND WIRELESS ;
NETWORKS

PARTITIONING WIRELESS LOCAL AREA L:S 161/595521
NETWORK WITHOUT VIRTUAL LOCAL AREA :
ETW

£1/552810

us

ol OUY) B,C\SEY) FIRMWARE DISTRIBUTION iLES

PPLICATION BASED POLICY ENFORCEMENT US 61/722071

ETHOD AND SYSTEM FOR PRIORITIZING 61/724794
PACKETS AND CONTROLLING THE : ;
FORWARDING OF ERROR CORRECTION DATA:

EHIGH PERFORMANCE NETWORK SWITCHING US 61/732829

61/73781%

15~Mar-13§

C ACCESS POINT CONFIGURATION ;LES
;BASEL OI\ NETWORK CONDITIONS :
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

METHOD AND APPARATUS FOR PACKET us  61/799566 15-Mar-13§
GGREGATION IN A NETWORK CONTROLLER %

|61/753825 . 15-Mar- 13@

SSUPPRESSENG ERRONEOUS REPORTING OF
ON A WIRELESS NETWO

NAMIC DETERMINATION OF Fiab
;ACCESS POINTS FOR PROPAG A"""Nf‘ CLIENT
INFORMATION :

YSTEM AND METHOD FOR OFFLOADING 1S
CRYPTOGRAPHIC FUNCTIONS TO SUPPORT A
LARGE NUMBER OF CLIENTS IN A WIRELESS

ENABLING SIMULTANECUS TRANSMIT AND
RECEIVE IN THE SAME WIFI BAND WITHIN A
EVICE

OCATION BETECTION IN WIRELESS LF.. 61/675991 26—3!1!-12%
OMMUNICATION NETWORKS : : :

YSTEMS FOR PROVIDING USERS WITH 61/464769
NFORMATION ABOUT LOCATIONS

YSTEM FOR CONNECTING USERS WITH
LOCATION SPECTFIC INFORMATION FROM
OFFICIAL AND UNOFFICIAL SOURCES

{ETERGGENEOUS DEPLGYMENT OF ACCESS US
GINT CLUSTERS :

A METHOD AND SYSTEM FOR CALL PCT
EADVIbSaOI\e CONTROL IN & WIRELESS M ESH

60/454402

14/808532

{PCT/US2007/072790

HEAT DISSIPATION UNIT FOR A WIRELESS PCT
ENETWORK DEVICE :

USER ANCHOR CONTROLLER PCT  PCT/US2015/027392 |  23-Apr- 1; WO2015/164669  29-Cct-15.
COMMUNICATION WITHIN A NETWORK : s , :
ENVIRONMENT

PCT/US2011/041001

PCT/US2015/027395 | 23-Apr- 13 WOZle/lG% L 29-Cct 15}

MULTICAST TRANSMISSIONS IN A NETWORK PL] SPCT/US2015/030028 {8-May- 1:3 WO2015/172108 12-N0‘v‘-15§
ENVIRONMENT WITH USER ANCHOR : : i : :

CT/U52016/05087

EPoiacy Enforcement Based on Host Value PCT/US2015/059178 05--Nov-15§
gCEasszfacataoﬁ : z

SUEST ACCESS PROVISIONING

6831/CHE/ 2015 22-Dec- 15
F’(.T/USZOI &/ 04‘3404 30-Aug-16§ WO2017/131820

DENTIFICATION AND CONTROL OF
\PPLICATIONS AND MEDIA SESGSIONS

PCT/CN2016/072525

28-Jan- 16 WO2017/128180 D?—Aug-'l?i

12 authentication and accounting session
retention during roaming on a distributed,
itonomous WLAN natwork

PCT/US2016/051848 15-Sep- 16 \I‘\IO'?Oifi 127138

15/294817 17-0ct-16: 20170245177

EPROGRAMMING ACCESS POINTS PCT/US2015/064108 | 04-Dec-1 :3

IR-TIME CAPACITIES PCT/US2015/052918 29—56:&15%WO2017058169
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

DISTRIBUTED MEDIA CLASSIFICATION N fa.?zg,fce-sﬁ/zms 14-Feb-15:

E;ALGORITHM IN A SERVICE CONTROLLER
PLATFORM FOR ENHANCED SCALABILITY
EAND FLEXIBILITY

GUEST ACCESS PROVISIONING

QAD CONDITION BASED TRANSFER OF
ROCE\SINL. RESPONSIBILITY

YSTEM AND METHOD FOR CRYPTO
OFFLOAD FOR SUPPORTING LARGE CLIENTS ¢
N A WIRELESS ACCESS POINT

! reventing Malware Downloads

EOB""AINI!\C A MAC ADDRESS FROM AN
EXTERNAL SOURCE

D‘\,’I‘-LO!\.IE\F~ DEVICES FOR SECURE

4820/CHE/2015

14/881737

11~Mar-14§

27-Jan- 16 WO2017/131662

| 03-Aug-17.

‘W0O2017/131626
PCT/US2016/017794 12—Feb-16§ WO2017/138955

AETHODS AND SYSTEMS FOR IMPROVED gPC’T
ACCESS POINT SELECTION IN A WIRELESS

ETWORK :
PCT/US2016/015012

EAmba Controllers issuing FORCERENEW to
HCP Clients which are moved to new VLAN

01641003162 29—3an-16§

WAKING NETWORK ACCESS DEVICES BASED m
ON REQUESTS FOR ASSOCIATION .

E;MEthod for releasing an akeady assigned IP PCT
‘address from DHCP pool when the
Etorresponding client device disconnects from |
E‘Ehe: network, rather than waiting for the DHCP |
Ejea se o expire, in high density deployments |

ethod for refeasing an already assigned [P
address from DHCP pool when the
corresponding client device disconnects from
the network, rather than waiting for the DHCP§
iease to expire, in high density deployments

ke public WiFi.

YSTEM AND METHCOD FOR MITIGATING Us
MULTICAST MESSAGE DUPLICATION IN A :
AMIRELESS NETWORK

15/017024 05-Feb- 1a 20170230230 10-Aug- 17

L_I_C-_

15/138664 26-Apr- 1?:; 2 1680241442

201641005781 19-Feb- lﬁ%

ZERO TOUCH PROVISIONING

DETECTING DEAUTHENTICATION AND IN
DISASSOCIATION ATTACK IN WIRELESS :
QCAL AREA NETWORKS

ANAGED PEER TO PEER (P2P) OPERATION
N ENTERPRISE WIRELESS NETWORKS

£2/069505

14/517279

?\/IRTUAL ADDRESS FOR CONTROLLER IN A 201641002601 22-3an- 15

NTROLLER CLUST

JDENTIFICATION AND CONTROL OF
EAPPLI”ATIONS AND MEDIA SESSIONS

201641003386
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

RADIC FREQUENCY (RF) INFORMATION ~ PCT  (PCT/US2016/020868 |  D4-Mar-16 WO2017/151145  08-Sep-17:
VISUALIZATION s : ; ; :

ANAGING NETWORK TRAFFIC

DISTRIBUTED METHOD FOR CLIENT
PTIMIZATION

641005928 19-Feb-1

15/061177

PCT/US2016/025130

C"CFSQING CL IfNT DFVICF INFORMATION
N A DISTRIBUTED SET OF NODES

AACCESS PQINT RADIO FREQUENCY
ADJUSTMENT

; CCESS POINT POWER ASSIGNMENT 15/162545

ECALCUE.A""ION OF AN EQUIVALENT #CT PCT/US2016/025224 ¢+ 31-Mar- 16 VJO7017 171788 ¢ 05-Cct- 17

ISOTROPIC RADIATED POWER (EIRP) OF A : : : :

::REFERENCE ACCESS PCINT (AP} IN A
ETWORK WHEN PREDETERMINED

ONDITIONS ARE SATISFIED

DETERMINING LOCATION BASED ON BOTH A L:S
DETECTED LOCATION AND A PREDICTED :

15/190473 o 23dun- 16

§15/089877 i 04-Apr- 16 ?O"‘;D? 9410 L 28-Ju- 16 96‘3‘9618 Po04-Juk 1/

¥ i S AND METHOD FOR
;MANAG"NF L"ENT DEVICES WITHIN A

ESMESSAGE INTERVAL CONTROL FOR BETTER !
OBILE POWER SAVE PERFORMANCE i

ESTING BY SIMULATION USING
ARIATIONS OF REAL-TIME TRAFFIC
YSTEM AND METHOD FOR APPLICATION
MSAGE CONTROLS THROUGH POLICY
ENFORCEMENT

EAPPARATU'S AND METHOD AGGREGATION AT Lg
EONE OR MORE LAYERS

EO\!ERLAYINC YIRTUAL BROADCAST DOMAINSUS

15/094746

15/091106 - 05-Apr- 15 20160227438 | O4-Aug-l6:

15131811 18-Apr- 16 20160234661 : 11—Aug-16§ :

15/131612 Lo18-Apr- 15 20160234716 | 1t-Aug-1 6 '3467893 L 11-Oct-16;

EANALVZING & PARTICULAR WIRELESS
ESIC‘NA BASED ON CHARACTERISTICS OF
OTHER WIRELESS SIGNALS

YSTEM, APPARATUS AND METHOD FOR 15/056640
NTERGRATED W "RFS FQS i.ENK MANA’TNFNT' :

12-Apr- 16 ?O"‘*D??Bbﬁ?

04-Jui- 1/

04 l:\uc 16 9658883

25-Aug-16:

15/141620
15/142648

PCT/US2016/030224 ©  29-Apr-16

NTENNAS

PRINTED CIRCUIT BOARD TO SUPPORT PCT
MULTIPLE RADIO FREGQUENCY i
CONFIGURATIONS

YSTEM AND METHOD FOR CONTROLLING }’CT’
SELECTION OF NETWORK DEVICES FOR
BEAMFORMING

PCT/US2016/029616 ©  27-Apr-16.
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

METHOD AND APPARATUS FOR USING CALL FCT  PCT/US2016/029718 | 28-Apr-16 WO2016176416 = 03-Nov-16:
ADMISSION CONTROL FOR CLIENT : : : ; :
BALANCING

;ACROSS CONTROLLER FAILGVER AND LOAD-
BALANCING :

RADIO PROPERTY BASED ACCESS POINT §Pf:f
OAD BALANCING IN CONTROLLER CLUSTER |

DETERMINING ACCESS POINT POWER us
OUTPUT :

RF Signature Based WLAN Identity ﬁPC’ T
lanagement :

SYSTEM AND METHOD FOR DETERMINING
EDETERIORATION IN CALL QUALITY BETWEEN:
EONE OR MORE WIRELESS END-USERS BASED
EON COBREC CHARACTERISTICS

:DISTR BUTED FV‘FDJLA Ci ASSIFICATION
ALGORITHM IN A SERVICE CONTROLLER
] LATFORM FOR ENHANCED SCALABILITY

EN‘% NG CONDITIONS OF A WIRELESS
ETWORK

-STIMATING QUALTTIES OF LINKS BETWEEN L:S
NODES OF A WIRELESS NETWORK i

VMITIGATING WIRELESS NETWORKING LS
PROBLEMS OF A WIRELESS NETWORK :

EMOTION -CONTROLLED DEVICE FOR L:S
ESUPPORTING PLANI\INU, DEPLOYMENT OR

15-Sep- 16

14/643332

-15. 20160269922

14/64335% | 10-Mar-15201

14/827282 . 15-Aug-15 20160269913 | 15-Sep- 15

15/282245

DEAUTHENTICATE A CLIENT DEVICE DbRING J‘\i
EAN ASSQCIATION VALIDATION PHASE BASED
EON A PLURALITY OF CAPARILITIES :
ASSOCIATED WITH THE CLIENT DEVICE

ETERMINING SCALE FOR RECEIVED S QIQNAl
TRENGTH INDICATORS AND COORDINATE
NFORMATION

SYSTEM AND METHOD FOR IMPLEMENTING
ADAPTIVE LOAD SHARING TO BALANCE
NETWORK TRAFFIC

DIO HEALTH MONITORING

WZCESS POINT SIGNAL ESTIMATION

DOMAIN NAME SYSTEM SERVERS FOR i
DYNAMIC HOST CONFIGURATION PR(JFQ(,OL
CLIENTS

z CCEsgpQ[N*]RANsmnsmtA;vh5 ......
POLARIZATION DIVERSITY :

201641022610

30-3un-16:

08305522.0 L 11-Dec-08

15/216776 22-}[}?--16%

15/201153 01-Jui-16.

201641023731 L 11Jukls

15/22308% 29-Jui-16.
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

LOAD BALANCING 115/222109 28-Juk-16
ENTRALIZED VALIDATION OF 62/362543 L 14duk16 '
ONFIGURATION : N T T T
ONFIGURATION OF A MANAGED DEVICE 15/223098 29-Juk-15
ETWORK AUTHENTICATION SYSTEM 15/253223 31-Aug-16§ '
“XTENSIONS : : ﬁ ' ,
DETECTING DEAUTHENTICATION AND us 12-Aug- 1;; 20170244732 - 24-Aug- 1/
DISASSOCIATION ATTACK IN WIRELESS | , & .

LOCAL AREA NETWCORKS

NITIATING PEER-TO-PEER TUNNELS 16-Sep- 16: 20170013054 12-Jan-17!

EWAKJ\G NETWORK ACCESS DEVICES BASED L:S 04-Cct- IUE
EON REQUESTS FOR ASSOCIATION i 5 .

1 UAL POWER OVER ETHERNET REDUNDANCY' 08-Sep-16!
NEIGHBORING NETWORK DEVICES 28—()&-16%
c CLIENT BOUNDARY LOCATION '

-NFORCING PRIVACY ADDRESSING 31—OCt~16E

HANNEL SOUNDING 27—Oct-16g

ULTT- CONNECTION ACCESS POINT

UrG RADF CO!\TROHFR\ AND ACCESS
PCINTS BY GROUP

ADIO INTERRUPT 15/334810

EAUTHENTICATE A CLIENT DEVICE DURING 15/266867 | 15-Sep-16
AN ASSOCIATION VALIDATION PHASE BASED ; :
ON A PLURALITY OF CAPABILITIES :

SSQCIATED WITH THE CLIENT DEVICE

NI-FT ADOPTION INDEX 15/338114

QUF&R A DVER]EEM EN] (_A(_H mG ...................... 2_3*541 03/4 53 ...........................................................

FACON SENSOR BASED NETWORK s 15/336675 L 27-0ct-16
INGERPRINT : : z

AACCESS POINT CONTENTION WINDOW PCT
ALTERATION f

ULTICAST MULTI-USER GROUP PCT/CN2016/103757 | 28-Oct-16!

EACON SENSOR ADVERTISEMENT FRAME /338091 28-0Ct-16§

ET ‘«'\!(JRK DE:V CE SUBSCRIPTION

PCT/CN2016/103746 | 28-Oct-16

AETHOD AND SYSTEM FOR DETERMINING A US
CCATION OF WIRELESS DEVICE :

=THOD AND SYSTEM FOR HANDLING
AILURE IN A COORDINATED MULTICAST
TREAMING SYSTEM

USER ANCHOR CONTROLLER fP 5722320.7 23-Apr- 1b
COMMUNICATION WITHIN A NETWORK :
ENVIRONMENT
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

SELECTION OF ANCHOR CONTROLLERS FOR  EP 1.5 - 23-Apr-15 3135072
ACCESS POINTS WITHIN A NETWORK ; %
ENVIRONMENT

DOMAIN NAME SYSTEM SERVERS FOR Us  15/478854 L 04-Apr-17.
DYNAMIC HOST CONFIGURATION PROTOCOL E% s E
CLIENTS

C ONFIGURATION VALIDATION OF A DEVICE

MIRELESS NETWORK AUTHENTICATION
ONTROL

ONTENTION-BASED RESQURCE 15/451371 OS-Mar—UE
LLOCATION : :

ETWORK DEPLOYMENT 15/458594 14~Mar-17§

QUT-OF-BAND RADIO 15/4565112 O9-Mar—17§

15/445103
CT/CN“‘H

15/420483 31-Jan-17|
i9-Jan-1 '

741002183

ONFIGURATION OF COMMUNICATION L:S 15/427118 08-Feb- 17 ’0 70264430 14-Sep- 17

NTERFACES FOR LINK AGGREGATION

NFORCING PRIVACY ADDRESSING 07--Feb--17§
-NFORCING PRIVACY ADDRESSING

OUTER ADVERTISEMENT CACHING

OUTER ADVERTISEMENT CACHING

[THREE-ADDRESS SCHEME FOR FORWARDING PCT
FRAMES IN A WIRELESS MESH NETWORK :

LUETOOTH LOW ENERGY DEVICES 15/643719
15/61031%

PCT/CN2317/082372

JEL&C]lvtL\(DEAU]HEN"'ILA"INLACH&NTLS ...... 15161‘178443;%‘17 ....................................................................................................................
EIDE:VE & E\"ANAGE:D BY A CDNTRQLLE:R : ; : E

17166784.3 L 18-Aprl7.

ETERMINING SCALE FOR RECEIVED SIGNAL tP
STRENGTH INDICATORS AND COORDINATE !
ANFORMATION

ETERMINING SCALE FOR RECEIVED SIGNAL Lg 1157458169 14-1‘43:‘—17%
TRENGTH INDICATORS AND CODRDINATE | ; : :

¢
ﬁewnty Connection between Nodesin a
fuster

WIRELESS NETWORK AUTHENTICATION
ONTROL

-NHANCING MU-MIMO TO GROUP CLIENTS
WCROSS MULTIPLE BSSIDS FOR A PHYSICAL

?O" 70230058

us

ETERMINING THAT A CLIEN
PRESENTS IN A STTE USING FREQUENT
CLIENT MOBILITY PATTERNS

PARTITION A RADIO INTO CHAINS TO SCAN PCT 09-3%-17%
?:HANNELS 5
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

GEQGRAPHICAL SPECIFICATION BASED us 15/663109 L 28-Juk17:
IDENTIFICATION OF COMPONENTS OF A : E
NIRELESS LOCAL AREA NETWORK

ACCESS POINT SIGNAL ESTIMATION 17178728.4 29-3un- 17

Method to replay DFS radar logs on AP to §US
simulate DFS radar or DFS false radar :
detection in the DFS algorithm.

ntelligent Standby Controller reassignment to
sure client SSC on a failover in @ mixed
wode cluster

Collocated Legacy and High Efficiency wireless US
networks using same physical wireless :
interface

DISTRIBUTED MEDIA CLASSIFICATION us
ALGORITHM IN A SERVICE CONTROLLER |
LATFORM FOR ENHANCED SCALABILITY

DENTIFYING DOORWAY ACCESS POI 17192807.0

ALCULATION OF AN EQUIVALENT
{ISO—ROPEC RADIATED POWER (EIRP) OF A
REFERENCE ACCESS POINT (AP) IN A
NETWORK WHEN PREDETERMINED
CONDITIONS ARE SATISFIED

METHODS AND SYSTEMS FOR IMPROVED
ACCESS POINT SELECTION IN A WIRELESS

15/707514 L 18:5ep-17)

31~Mar-16§

12-Feb-16

27-pr-16.

VIRELESS CLIENT TRAFFIC CONTINUITY 28-Apr-16
ACROSS CONTROLLER FAILOVER AND LOAD-

ALANCING
MULTI-FACTOR AUTHORIZATICN FOR IEEE 28-Apr-16
802.1X-ENABLED NETWORKS : : ' .
RADIO PROPERTY BASED ACCESS POINT 28-Apr-16.

CONTROLLER CLUSTE

: IASTER NETWG
CONTROLLER IN A VIRTUAL ROUTER
REDUNDANCY PROTOCOL

LIENT BOUNDARY LOCATION

EACON SENSOR BASED NETWORK
-INGERPRINT

EIGHBORING NETWORK DEVICES 7196725.0

-FT ADOPTION INDEX 17156727.6
17196735.9

17196731.8
17156724.3

E OCATION BASED NETWORK DEVICE EP

17196729.2 L 17-Cct-17.

EACON SENSOR ADVERTISEMENT FRAME

EACON SENSOR ADVERTISEMENT FRAME 171567235 17-Oct—17€

ETHOD AND APPARATUS FOR USING CALL E?‘ 16787124.3 28--Apr--16§
ADMISSION CONTROL FOR CLIENT : ; : E
BALANCING
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

MESH NODE ROLE DISCOVERY AND us
UTOMATIC RECOVERY :

UPGRADE CONTROLLERS AND ACCESS iEP
OINTS BY GROUP :

MULTI-CONNECTION ACCESS POINT 28-0ct-16
ULTICAST MULTI-USER GROUP 28-0ct-16. : :
CCESS POINT CONTENTION WINDOW ; L 2BOct-18. ' '

;ALRO 5 CONT FRJLLER FA"L(JVi:R AND LDAD-
RALANCING

SYSTEM AND METHOD FOR CONTROLLING EP
SELECTION OF NETWORK DEVICES FOR :
EAMFORMING

:gystem, Apparatus and Methad for Managing  US
Redundancy Elimination in Packel Storage
During Observation of Data Movement

ystem, Apparatus anr* t‘v:e%hcr* for Prioriti
gih& Storage of Content Based on 2 Threat
ndex

62/015655
62/015660

-niity Group Behavior Profiling

Collaborative And Adaptive Threat lnteihqerce LS
or Computer Security

62/197485

Syster, Apparatus And Method for
gﬁmonymzmg Data Prior To Threat Detection
Analysis

vstem, Apparatus And Method for
Anonyrizing Data Prior To Threat Detection
nalysis

62/103448

ysterm and Method Directed to Behavioral
rofiling Services

SYSTEM, APPARATUS AND METHOD FOR
EANONYE\’EFINC DATA PRIOR TO THREAT
DETECTION ANALYSIS

YSTEM APPARATUS AND METHOD FOR L:S
MANAGING REDUNDANCY ELIMINATION IN
PACKET STORAGE DURING OBSERVATION OF
ATA MOVEMENT

SYSTEM, APPARATUS AND METHOD FOR LS
E‘PRIORITIZINF THE STORAGE CF CONTENT ¢
BASED ON A THREAT INDEX

14/994554

OLLABORATIVE AND ADAPTIVE THREAT
TELLIGENCE FOR COMPUTER SECURITY

YSTEM AND METHOD DIRECTED TO
EHAVIORAL PROFILING SERVICES

SYSTEM, APPARATUS AND METHOD FOR PCT
ANONYMIZING DATA PRIOR TO THREAT :
DETECTION ANALYSIS

SYSTEM, APPARATUS AND METHOD FOR iEP
ANONYMIZING DATA PRICR TO THREAT i
DETECTION ANALYSIS

EIGHBORING NETWORK DEVICES

LUETOOTH LOW ENERGY DEVICE STATE

15/3744596 i 09-Dec- 16

3-Jan- 16 WOZ016115266 21-Jul-16:

PCT/U52016/013275

(167026210 fo13-Jan- 15

16/189745 13-Novw-18 20130082485 - 14-Mar- mf 0856346 1-Dec-20

TRANSITION US 15447890 2--Mar-17g 10402126 26-Nov-id |
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A&R Patent Assignment (Arubaj (Short Form) (eff 15 Nov 2017)
Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee

WIRELESS MEDIUM CLEARING 15/379408 14-Dec-16: 20180167975 14-Jun-18:10165598  75-Dec-18 :

NODE LOAD BALANCING 15/4275687 8-Feb- 17 20180227232

'ACCESS POINT BEAMFORMING FOR :
IRELESS DEVICE 201741029094 i 18-Aug- 17

CCESS POINT BEAMFORMING FOR : '
NIRELESS DEVICE

’idBELt D&VICE R&CORDlNG FOR

1 ;

4-Oct

PRESENT YS» INA 513 E US NG FREQUENT
CLIENT MOBILITY PATTERNS us

EARBITER CIRCUIT FOR CROSSBAR

16/412314 . 29-Aug-19°

15/655497 21-Juk17. 10476814

15/665267 31 -Jus--nE
2/464223 27-Feb-17§

401900284()8
20130036905

- 24Jan-19)

CLIENT DEVICE TICKET

lassification of Access Points

NTENNA MODULATION 5-Jun-1 ‘401.80351:}98

HOT SWAPPABLE DEVICES 15/665278 31-Jul- 17 20190037681

iMERGING OF DATA CELLS AT NETWORK

60/027850

ERGING OF DATA CELLS AT NETWORK
08/941420

08/941421 61 30889 10-0ct-00

25-Apr00

08941422

(08/941426 30-5&;)--97% 6069889 :30-May-00

METHOD AND SYSTEM FOR DYNAMIC
DETERMINATION OF POTENTIAL ACCESS
POINTS FOR PROPAGATING CLIENT
NFORMATION

YSTEM, APPARATUS AND METHOD FOR :
NTEGRATED WIRELESS LINK MANAGEMENT
-OR A MULTI-POLARIZED ANTENNA S YSTEEV

ELECTION OF A ROUTE BASED ON PRIOR
SER BEHAVIOR OR COMMERCIAL | '
: 15/867923  1lJan- 18 20180125995 | 17-May- 13

ETERMINING LOCATION BASED ON BOTH A -
DETECTED LOCATION AND A PREDICTED
LOCATION Ep

METHOD AND SYSTEM FOR CLIENT DEVICE :
QUALIZATION &P

U-MIMO IMPLEMENTATION WITH
CONFIGURABLE ANTENNA SY5TEM

EESYSTEM AND METHODS FOR ENABLING :
;SIMi.JLTA!\ifOUQ TRANSMIT AND RECEIVE IN |
THE SAME NIFI BAND WITHIN A DEVICE :

157223249 L 24-Apr-15

15722381.9 24-Apr- 1'3

15720175.7 20—Apr-15§

515/928415 VVVVVVVVVVVVVVVV E2018021257§ VVVVVVV

20200015148 111019554 .
7-Mar- 17 20280014456 108:3’573 :8 Dec-20
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Between Aruba Networks LLC (USK4), as Assignor, and HPED, as Assignee
ADAPTIVELY SYNCHRONTZING LEARNING OF = o
MULTIPLE LEARNING MODELS Us

177122475 15-0:‘;‘9-20%20210241183

ACCESS POINT 15487131 7-Mar-17 20210136678
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