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CONFIRMATORY ASSIGNMENT

For good and valuable consideration, the receipt of which is hereby acknowledged, the
person(s) named below (referred to as "INVENTOR" whether singular or plural) has sold,
assigned, and transferred and does hereby confirm the sale, assignment, and transfer to Juniper
Networks, Inc., having a place of business at 1133 Innovation Way, Sunnyvale, CA 94089-
1206, United States of America ("ASSIGNEE"), for itself and its successors, transferees, and
assignees, the following:

1. The entire worldwide right, title, and interest in all inventions and
improvements (“SUBJECT MATTER™) that are disclosed in the following provisional
application filed under 35 U.S.C. § 111(b), non-provisional application filed under 35
U.S.C. § 111(a), international application filed according to the Patent Cooperation
Treaty (PCT), or U.S. national phase application filed under 35 U.S.C. § 371
(“APPLICATION™):

Application No. 17/074,138, entitled “SELECTION OF MEMBER
PORTS IN A LINK AGGREGATION GROUP” filed on October 19,
2020, which is a continuation of US Patent Application No. 16/294,133,
filed 6 March 2019. (I hereby authorize the Assignee and its representative
to hereafter add herein such application number(s) and/or filing date(s)
when known.)

2. The entire worldwide right, title, and interest in and to:

(a) the APPLICATION; (b) all applications claiming priority from the APPLICATION;
(c) all provisional, utility, divisional, continuation, substitute, renewal, reissue, and other
applications related thereto which have been or may be filed in the United States or
elsewhere in the world; (d) all patents (including reissues and re-examinations) which
may be granted on the applications set forth in (a), (b), and (¢) above; and (e) all right of
priority in the APPLICATION and in any underlying provisional or foreign application,
together with all rights to recover damages for infringement of provisional rights.

3. The entire worldwide right, title, and interest in and to (including all
claims of):

U.S. Patent No. 11,405,334 issued August 02, 2022, which is included as an
Appendix to this Assignment.

INVENTOR agrees that ASSIGNEE may apply for and receive patents for SUBJECT
MATTER in ASSIGNEE’s own name.

INVENTOR agrees to do the following, when requested, and without further
consideration, in order to carry out the intent of this Assignment: (1) execute all oaths,
assignments, powers of attorney, applications, and other papers necessary or desirable to fully
secure to ASSIGNEE the rights, titles and interests herein conveyed; (2) communicate to
ASSIGNEE all known facts relating to the SUBJECT MATTER; and (3) generally do all lawtul
acts that ASSIGNEE shall consider desirable for securing, maintaining, and enforcing worldwide
patent protection relating to the SUBJECT MATTER and for vesting in ASSIGNEE the rights,
titles, and interests herein conveyed. INVENTOR further agrees to provide any successor,
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assign, or legal representative of ASSIGNEE with the benefits and assistance provided to
ASSIGNEE hereunder.

INVENTOR represents that INVENTOR has the rights, titles, and interests to convey as
set forth herein, and covenants with ASSIGNEE that the INVENTOR has not made and will not
hereafter make any assignment, grant, mortgage, license, or other agreement affecting the rights,
titles, and interests herein conveyed.

INVENTOR grants the attorney of record the power to insert on this Assignment any
further identification that may be necessary or desirable in order to comply with the rules of the
United States Patent and Trademark Office for recordation of this document.

This Assignment may be executed in one or more counterparts, each of which shall be
deemed an original and all of which may be taken together as one and the same Assignment.

Name and Signature Date of Signature

Vi — May 16, 2023

Srinivasan Venkatakrishnan

Name and Signature Date of Signature

Praabtic sy VA May 30, 2023

Prabhu Raj V.K
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1
SELECTION OF MEMBER PORTS IN A
LINK AGGREGATION GROUP

CROSS REFERENCE

This application is a continuation application of and
claims priority to U.S. patent application Ser. No. 16/294,
133 filed on Mar. 6, 2019, which is hereby incorporated by
reference herein in its entirety.

TECHNICAL FIELD

This disclosure relates to network devices and, more
particularly, to network devices that provide link aggrega-
tion.

BACKGROUND

In computer networks, a network device, such as a router,
may be connected to one or more network devices via two
or more physical links. The term “link™ is often used to refer
to the connection between two devices on a network. The
link may be a physical medium, such as a copper wire, a
coaxial cable, any of a host of different fiber optic lines, or
a wireless connection. In addition, network devices may
define “virtual” or “logical” links, and map the virtual links
to the physical links. In some cases, these two or more links
may be logically grouped or aggregated together to form an
“aggregated bundle.” For example, one or more routers may
be connected to a customer edge device via an aggregate
bundle of multiple physical links. In some cases, Ethernet
links may be combined into one logical interface for higher
bandwidth and redundancy. Ports of the Ethernet links that
are combined in this manner are referred to as a link
aggregation group (LAG) or bundle.

Generally, link aggregation may improve bandwidth in
comparison to that of a single link, while also providing
connection redundancy. That is, aggregation of links into
logical bundles may result in an available bandwidth of all
of'the aggregated links combined. In addition, should one of
the links of the aggregated bundle fail, the network device
may begin sending traffic to the other network device across
the non-failed links of the aggregated bundle, thereby pro-
viding redundancy in the form of redundant links for deliv-
ery of traffic between two devices.

SUMMARY

This disclosure describes techniques that include select-
ing a member port of an aggregation bundle by evaluating
utilization or available bandwidth along paths, within a
router, to those member ports of the aggregation bundle. For
instance, in accordance with one or more techniques
described herein, when network data is received that is
intended for output over an aggregation bundle, selecting
one of the member ports for output may include applying a
hashing algorithm to select from a group of candidate
member ports. The member ports included within that group
of candidate member ports may, in some examples, be
determined by identifying those member ports of the aggre-
gation bundle that are reachable over a path through switch
fabric that has relatively low utilization. Where more than
one candidate member port is identified, the hashing algo-
rithm may be applied to select one member port from the
group of candidates. In some examples, member ports of the
aggregation bundle that are local (e.g., those that do not need
to be accessed through the switch fabric) may be included
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within the group of candidates that may receive the network
data intended for the aggregation bundle.

Identifying which paths to a member port are considered
to be relatively low utilization paths may include, in some
examples, comparing the utilization of each of the paths to
a threshold value. In one example, those paths having a
utilization value that is less than the threshold value may be
considered to be low-utilization paths. In another example,
more than one threshold may be used, such that paths having
utilization that is less than a low threshold may be consid-
ered to be low-utilization paths. In some examples, two
thresholds might be used, such that where there are no paths
with utilization less than a low threshold, the utilization of
the paths may be compared to a high threshold, and those
paths that are less than the high threshold may be considered
candidate member ports for receiving the network data
intended for the aggregation bundle.

The techniques described herein may provide certain
technical advantages. For instance, by considering the uti-
lization of paths through the switch fabric when selecting a
member port of an aggregation bundle, the switch fabric
may more efficiently and effectively used, avoiding placing
traffic on already-congested paths, and increasing the utili-
zation of low-utilization paths. Such a practice may reduce
the likelihood of further congestion and/or dropped network
data units. Also, by comparing utilization rates to both a low
and a high threshold, paths through the switch fabric that
have very low utilization (i.e., less than the low threshold)
can be more effectively identified and distinguished from
other paths that might not be highly congested but that are
not among a group of available paths that have very low
utilization. And with two thresholds, where there are no
paths through the switch fabric having very low utilization,
but there are nevertheless paths to member ports that are not
highly congested (i.e., those with utilization less than the
high threshold), such paths can be identified and distin-
guished from other paths more effectively than a single-
threshold system. Comparing utilization rates to both a low
and a high threshold thus may enable effective member port
selection by effectively and efficiently reducing the number
of candidate member ports to which a hashing algorithm
may be applied, while also not overly complicating member
port selection logic.

In some examples, this disclosure describes operations
performed by a network router or other network device. In
one specific example, this disclosure describes a method
comprising receiving, by a receiving line card, network data
to be output through an aggregation bundle having a plu-
rality of member ports, each member port associated with
one of a plurality of line cards interconnected through a
switch fabric, the plurality of line cards including the
receiving line card; identify, by the receiving line card, an
available non-local member port from the plurality of mem-
ber ports that is reachable from the receiving line card over
a low-utilization path through the switch fabric to a different
one of the plurality of line cards; selecting, by the receiving
line card, a member port by applying a hashing algorithm to
a group that includes the identified available non-local
member port; and outputting, by the receiving line card, the
network data over a fabric interface to reach the selected
member port.

In other examples, this disclosure describes one or more
systems, components, or devices that perform various opera-
tions as described herein. In still other examples, this
disclosure describes a computer-readable storage medium
comprising instructions that, when executed, configure pro-

PATENT

REEL: 064367 FRAME: 0375



US 11,405,334 B2

3

cessing circuitry of a computing system to perform various
operations as described herein.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block diagram illustrating an example enter-
prise network with an enterprise site having a router con-
figured to operate in accordance with the techniques of this
disclosure.

FIG. 2 is a block diagram illustrating an example router,
in accordance with one or more aspects of the present
disclosure.

FIG. 3 is a block diagram illustrating an example router
and included line cards, in accordance with one or more
aspects of the present disclosure.

FIG. 4A, FIG. 4B, FIG. 4C, and FIG. 4D are conceptual
diagrams illustrating various example scenarios in which an
algorithm may be applied to select a member port, in
accordance with one or more aspects of the present disclo-
sure.

FIG. 5 is a flow diagram illustrating operations performed
by an example packet forwarding engine within a line card,
in accordance with one or more aspects of the present
disclosure.

DETAILED DESCRIPTION

FIG. 1 is a block diagram illustrating an example network
10 with an enterprise site 14 connected to a service provider
network 12 through router 17 and routers or switches S1 and
S2, in accordance with the techniques of this disclosure.
Router 17 may be an edge or customer edge device, and may
represent any network device capable of interfacing with
service provider network 12 to forward traffic to and receive
traffic from service provider network 12, thereby providing
connectivity between hosts or endpoints within network 10,
including local hosts 20A-20N (collectively “hosts 207)
within enterprise site 14 as well as hosts included in enter-
prise sites 15 and 16.

Enterprise sites 14, 15, and 16 may be geographically
separated enterprise sites that belong to a single enterprise,
such as a university, corporation, business, or other large
entity. Each of the enterprise sites 14, 15, and 16 may
comprise a private network, such as a local area network
(LAN) or wide area network (WAN) that includes a plurality
of hosts, e.g., hosts 20 within enterprise site 14. As an
example, hosts 20 may include data servers, switches, or
customer devices, such as desktop computers, laptops,
workstations, personal digital assistance (PDAs), Internet of
Things (JOT) devices, wireless devices, network-ready
appliances, file servers, print servers or other devices.

One or more hosts (not shown) within enterprise sites 15
and 16 may be logically connected to one or more of hosts
20 within enterprise site 14 across service provider network
12. The hosts within each of the enterprise sites 14, 15, and
16 may each be included in one or more virtual LANs
(VLANSs), which are groups of devices on one or more
LANSs that are configured to communicate as if they are
attached to the same wire.

As further shown in the example of FIG. 1, enterprise site
14 may include a router 17, which in some examples, may
be customer edge (CE) device representing any network
device capable of interfacing with service provider network
12 to forward traffic to and receive traffic from service
provider network 12. In some examples, router 17 may be a
L2 network device commonly referred to as a “switch” that
switches (rather than routes) traffic from enterprise site 14 to
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service provider network 12 and from service provider
network 12 to enterprise site 14.

Often, for large customers that operate relatively larger
customer networks, service providers employ what is
referred to as “aggregated bundles™ to interconnect routers
and CE devices via two or more links. Example aggregated
bundles include aggregated Ethernet bundles, which may be
configured and maintained using a link aggregation control
protocol (LACP), as defined in IEEE 802.3ad, entitled
“Aggregation of Multiple Link Segments,” the contents of
which are incorporated herein by reference. Logically, these
aggregated bundles appear as a single connection to the
router and/or the CE device. Aggregated bundles provide a
number of benefits. First, aggregated bundles may provide
redundancy of connection between the routers and CE
devices. To illustrate, should one of the link of the aggre-
gated bundle fail, the router and CE device interconnected
by the aggregated bundle may redirect traffic previously
being sent over the failed links of the aggregated bundle to
one of the active links of the aggregated bundle, thereby
providing redundancy of connection between a router and a
CE device.

Second, use of aggregated bundles may provide increased
network capacity (which is often measured in terms of
bandwidth) considering that the multiple links of the aggre-
gated bundle may be employed to deliver traffic rather than
a single link. Third, aggregated bundles may promote band-
width scalability in that a service provider may establish an
aggregated bundle with two links, as one example, and then
incrementally increase the number of links in the aggregated
bundle in response to increased subscriber bandwidth
demand. In this manner, the service provider may slow
capital outlays by only providing sufficient bandwidth to
meet current subscriber bandwidth demand rather than
expected future subscriber bandwidth demand.

In the example of FIG. 1, router 17, switch S1 and switch
S2 work in conjunction with one another to provide an
aggregated bundle of links 21 (which may also be referred
to as “aggregated bundle 21”). In some examples, router 17,
switch S1, and switch S2 (collectively, “routing devices 17”)
may be or may be described as separate devices, but in other
examples aggregated bundle 21 may be provided by a single
device having multiple chassis, in which case router 17 and
associated devices may represent different chassis of a
multi-chassis router. Accordingly, the techniques described
in this disclosure should not be limited in this respect to the
particular example of FIG. 1.

Router 17 may be configured to provide hosts 20 with
access to service provider network 12 via router 17, and to
provide hosts 20 with connectivity for host-to-host traffic
within enterprise site 14. Service provider network 12, in
turn, provides hosts within enterprise sites 15 and 16, with
access to enterprise site 14.

Service provider network 12 may be coupled to one or
more networks (not shown) administered by other providers,
and may thus form part of a large-scale public network
infrastructure, e.g., the Internet. Service provider network
12, therefore, may provide hosts or endpoints within enter-
prise sites 14, 15, and 16 with access to the Internet. Router
17 may perform Layer 3 routing to route network traffic
between enterprise site 14 and enterprise sites 15, 16 using
service provider network 12. Service provider network 12
may include a variety of network devices other than router
17, such as other provider edge (PE) routers, core routers,
customer edge (CE) routers, and switches.

Although additional network devices are not shown for
ease of explanation, network 10 may comprise additional
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networks, enterprise sites, and/or data centers including, for
example, one or more additional switches, routers, hubs,
gateways, security devices such as firewalls, intrusion detec-
tion, and/or intrusion prevention devices, servers, computer
terminals, laptops, printers, databases, wireless mobile
devices such as cellular phones or personal digital assistants,
wireless access points, bridges, cable modems, application
accelerators, or other network devices. Moreover, although
the elements of network 10 are illustrated as being directly
coupled, one or more additional network elements may be
included along any links between service provider network
12 and enterprise sites 14, 15, or 16, and any links between
enterprise site 14 and hosts 20, such that the network
elements of network 10 are not directly coupled.

As further described herein, router 17 may be connected
by a plurality of links to service provider network 12 and
configured as a link aggregation group (LAG) client in
which the physical connections are viewed as one logical
connection, represented as LAG 21. Moreover, two or more
devices included in service provider network 12 (shown as
switch S1 and switch S2) may be routers/switches config-
ured to operate as a multi-chassis link aggregation group
(MC-LAG) peer devices within a MC-LAG, allowing router
17 for form a logical LAG interface between the two
MC-LAG peers. The MC-LAG, which may include an
active MC-LAG peer device and a standby MC-LLAG peer
device connected via an inter-chassis link (ICL) for inter-
chassis redundancy, may provide high availability of service
provider network 12 within network 10. In such an example,
router 17 may be a chassis-based router that may forward
network data across member ports of the link aggregation
group. To do so, router 17 may choose one or more member
ports of the link aggregation group through a hashing
algorithm. Selection of'a member port of the LAG is decided
based on the hashing algorithm, which may operate on
packet headers (L2, L3, and [.4). However, in some cases,
the hashing algorithm will select a member port that requires
that the network data be communicated over switch fabric
that is already highly utilized, even if other member ports
might be reachable over a path (e.g., through the switch
fabric) that might not be as highly utilized.

In accordance with one or more aspects of the present
disclosure, router 17 may select a member port of the link
aggregation group based on the bandwidth usage or utiliza-
tion of a path to the member port through internal switch
fabric (not shown in FIG. 1) within router 17. For instance,
router 17 may identify a set of member ports reachable
through relatively low-utilized paths through the internal
switch fabric within router 17. Once such an identified set of
member ports is identified, router 17 may apply a hashing
algorithm to select a member port from among the set of
member ports reachable through the relatively low-utilized
paths. Router 17 may then route data to the selected member
port over the relatively low-utilized path. By routing over
the relatively low-utilized path to the selected member port,
router 17 may tend to avoid further congestion and/or packet
loss. Although link aggregation bundles are described herein
in most examples, techniques in accordance with one or
more aspects of this disclosure may apply to other bundles,
such as ECMP bundles.

FIG. 2 is a block diagram illustrating an example router,
in accordance with one or more aspects of the present
disclosure. In the example of FIG. 2, router 17 may corre-
spond to router 17 of FIG. 1. That is, router 17 of FIG. 1 may
include components similar to the components described
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with respect to router 17 of FIG. 2. In other examples, router
17 of FIG. 2 may include additional or different features and
capabilities.

In the example of FIG. 2, router 17 includes a control unit
30 that provides control or routing plane functionality for
router 17 within routing plane 32A. Router 17 also includes
switch fabric 34 interconnecting a set of line cards (“LCs™)
36A-36N, each of which includes one or more packet-
forwarding engines (“PFEs”) 38 that send and receive traffic
by a set of interface cards (IFCs) 40 (“IFCs 40) that
typically have one or more physical network interfaces
(LAG member ports). LCs 36, components thereof, and
switch fabric 34 collectively provide a data plane (or for-
warding plane) for forwarding network traffic, such as
downstream and upstream subscriber traffic. This forward-
ing plane is shown as forwarding plane 32B in the example
of FIG. 2. Although not shown in FIG. 2, PFEs 38 may each
comprise a central processing unit (CPU), memory, and one
or more programmable packet-forwarding application-spe-
cific integrated circuits (ASICs). Switch fabric 34 provides
a high-speed interconnect for forwarding incoming data
packets between PFEs 38 for transmission over a network,
such as service provider network 14 shown in the example
of FIG. 1.

Control unit 30 may provide an operating environment for
various protocols that perform routing plane functions for
router 17. For example, control unit 30 may provide an
operating environment for execution of a routing engine
(RE) 43 (“RE 43”) that implements a routing protocol to
control L3 routing functions. In general, routing engine 43
receives and sends routing protocol messages to maintain a
routing information base (RIB) 44 (“RIB 44”) that stores L3
routing information representative of a topology of service
provider network 14. Based on RIB 44, RE 43 generates a
forwarding information base (FIB) 45 (“FIB 45”) that stores
forwarding data structures for installation within PFEs 38,
e.g., by programming PFEs 38.

In the example of FIG. 2, control unit 30 may include a
user interface (“UP”) module 46 (“Ul 46”) with which an
administrator interacts, either directly or by way of a pro-
visioning system or software agent, to configure one or more
logical interfaces corresponding to each of the active sub-
scribers that own and operate customer network 16. UI 46
may receive commands in accordance with a command
syntax and store these commands as configuration data 48
(“config data 48”). Ul 46 may also receive commands to
configure, for each of the logical interfaces, a primary
scheduling module and one or more backup scheduling
modules, also storing these commands as configuration data
48.

Control unit 30 includes a link aggregation control pro-
tocol (LACP) module 47 that operates to bundle one or more
of interfaces S1 into MC-LAG 22 and treat bundle 22 as a
single logical interface in terms of [.2 forwarding. While
shown as implementing LACP, control unit 30 may imple-
ment or otherwise provide an execution environment for any
other type of aggregated bundle protocol capable of estab-
lishing aggregated bundles of logical and/or physical inter-
faces. LACP module 47 generally provides the abstraction to
maintain MC-LAG 22.

Control unit 30 further includes SourcelD database (DB)
49 that stores SourcelD values, and corresponding values
representative of identifiers for devices that initially receive
packets for an MC-LAG and identifiers for the MC-LAGs.
SourcelD DB 49 may be configured as a relational database
where the SourcelD values act as key values. In this manner,
the SourcelD value, an identifier for a source of a packet for
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an MC-LAG, and an identifier for the MC-LAG may be
stored as a triplet in SourcelD DB 49, and each entry in
SourcelD DB 49 may conform to this triplet structure. In
some examples, the SourcelD value is a 16-bit value.

In the example of FIG. 2, control unit 30 is connected to
each of LCs 36 by a dedicated internal communication link
50. For example, dedicated link 50 may comprise a Gigabit
Ethernet connection for internal comnmnication between the
multiple components of router 17. In one example, control
unit 42 communicates data representative of a software copy
45' of FIB 45 into PFEs 38 to program PFEs 38 and thereby
control forwarding of traffic by the corresponding compo-
nents within forwarding plane 32B. This allows the sofiware
FIB stored in memory (e.g., on-chip RAM) of in each of
PFEs 38 to be updated without degrading packet-forwarding
performance of router 17. In some instances, control unit 30
may derive separate and different software FIBs for each
respective one of PFEs 38. In addition, one or more of PFEs
38 may include packet-forwarding ASICs (not shown) that
PFEs 38 program with a hardware-copy of FIB based on the
software FIBs (i.e., hardware versions of the software FIBs)
copied to each respective PFE 38. In other, more complex
examples, router 17 may have many more L.Cs 36 (e.g., 48
or 64 FPCs), each of which may have up to four PFEs 38 that
each couple to up to sixteen interface cards 40.

In some examples, when one of PFEs 38 reccives a
packet, the PFE may determine, from software copy 45' of
FIB 45, whether the packet is to be forwarded according to
an MC-LAG. For instance, as discussed above, LACP
module 47 may update configuration data 48 to indicate that
packets having a particular network five-tuple (source IP
address, destination IP address, source port, destination port,
and protocol) are to be forwarded using MC-LAG. Then,
control unit 30 may update FIB 45 with data indicating that
such packets are to be forwarded using MC-LAG, and
moreover, updated software copies 45' of FIB 45 on PFEs 38
of LCs 36. Accordingly, when PFEs 38 receive a packet,
PFEs 38 can determine whether the packet is to be for-
warded using an MC-LAG.

When a packet is to be forwarded using an MC-LAG, the
PFE 38 that received the packet may select one of member
ports associated with IFCs 40 for forwarding the packet. For
instance, L.C 36 A may output the packet over a member port
associated with the IFCs 40 included within LC 36A. In
other examples, LC36A may output the packet over a
member port associated with the IFCs 40 included within
line card that is different than 1.C 36 A (e.g., I.C 36N). In the
latter case, LC36 A forwards the packet over switch fabric 34
to reach the other LC (e.g., LC 36N). Once the packet
reaches the LC that will output the packet (e.g., LC 36N),
that LC outputs the packet over the selected member port. In
some situations, paths from LC 36A to other LCs through
switch fabric 34 may have varying degrees of utilization
and/or congestion. Some L.Cs may be reachable by L.C 36A
over highly-utilized and overcrowded paths through switch
fabric 34, whereas other LCs may be reachable by LC 36A
over less utilized paths through switch fabric 34.

In accordance with one or more aspects of the present
disclosure, LC 36 A may choose a member port based on the
extent to which a path within switch fabric 34 to another LC
is utilized, or based on the fabric interface bandwidth usage
for switch fabric 34. For instance, if LC 36 A determines that
a path to LC 36N over switch fabric 34 is highly utilized, L.C
36A may choose a member port associated with a different
LC, where the different L.C is reachable through a path
within switch fabric 34 that is less utilized than the path to
LC 36N.
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The operating environment of control unit 30 may be
implemented solely in hardware, or may be implemented as
a combination of hardware and software or firmware. For
example, control unit 30 may include one or more proces-
sors which execute software instructions. In that case, con-
trol unit 30 may include various software modules or
daemons executing on an operating system, and may include
a non-transitory computer-readable storage device, such as
computer memory or hard disk, for storing executable
instructions.

The architecture of router 17 illustrated in FIG. 2 is shown
as an example, and the present disclosure is not limited to
this architecture. In other examples, router 17 may be
configured in a variety of ways. In one example, for
example, some of the functionally of control unit 30 may be
distributed within PFEs 38. Elements of control unit 30 may
be implemented solely in software that executes on hard-
ware, or hardware, or may be implemented as combinations
of hardware and software or firmware. For example, control
unit 30 may include one or more processors, one or more
microprocessors, digital signal processors (DSPs), applica-
tion specific integrated circuits (ASICs), field programmable
gate arrays (FPGAs), network processors, or any other
equivalent integrated or discrete logic circuitry, or any
combination thereof, which execute software instructions. In
that case, the various software modules of control unit 30
may comprise executable instructions stored, embodied, or
encoded in a non-transitory computer-readable medium,
such as a computer-readable storage medium, containing
instructions.

Instructions embedded or encoded in a computer-readable
medium may cause a programmable processor, or other
processor, to perform the method, e.g., when the instructions
are executed. Computer-readable storage media may include
random access memory (RAM), read only memory (ROM),
programmable read only memory (PROM), erasable pro-
grammable read only memory (EPROM), electronically
erasable programmable read only memory (EEPROM), non-
volatile random access memory (NVRAM), flash memory, a
hard disk, a CD-ROM, a floppy disk, a cassette, a solid state
drive, magnetic media, optical media, or other non-transi-
tory computer-readable media. Computer-readable media
may be encoded with instructions corresponding to various
aspects of router 17, e.g., protocols. Control unit 30, in some
examples, retrieves and executes the instructions from
memory for these aspects.

FIG. 3 is a block diagram illustrating an example router
and included line cards, in accordance with one or more
aspects of the present disclosure. In the example of FIG. 3,
router 17 includes control unit 30, line cards 36A through
36C (collectively “L.Cs 36), and switch fabric 34. Each of
LCs 36 of FIG. 3 may correspond to line cards present in a
chassis-based router and may correspond to the LCs 36
illustrated in FIG. 2. As illustrated in the example of FIG. 3,
router 17 includes many of the same elements described in
FIG. 2, and elements illustrated in FIG. 3 may correspond to
earlier-illustrated elements that are identified by like-num-
bered reference numerals. In general, such like-numbered
elements may be implemented in a manner consistent with
the description of the corresponding element provided in
connection with FIG. 2, although in some examples, such
elements may involve alternative implementation with
more, fewer, and/or different capabilities and attributes.

In FIG. 3, each of LCs 36 A through 36C include a number
of member ports (i.e., P2 through P7) of a link aggregation
group or aggregation bundle 37. In the example shown, LC
36A includes ingress port P1, and egress ports P2 and P3. L.C
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36B includes ports P4 and P5, and L.C 36C includes ports P6
and P7. Each of LCs 36 also include one or more fabric
interface ports to switch fabric 34. Specifically, in the
example shown, L.C 36A includes fabric ports F1 and F2, L.C
368 includes fabric ports F3 and F4, and L.C 36C includes
fabric ports F5 and F6. These fabric interface ports provide
connectivity across the line cards through switch fabric 34.

In some examples, and as further illustrated in FIG. 4A
through 4D, each of LCs 36 may be reachable by any of the
other LCs 36, but switch fabric 34 may be configured, in
some examples, such that not all LCs 36 may be reachable
by any given fabric port. For instance, F1 of L.C 36A might
not have a path to each of the other L.Cs 36, and may, for
example, only be capable of directly reaching L.C 36C and
not LC 36B. Although big chassis routers may often have a
full crossbar switch plane with full mesh conductivity, other
routers (e.g., smaller chassis routers) might not have such
full mesh connectivity. Techniques in accordance with one
or more aspects of this disclosure may be particularly
applicable to and effective in addressing scenarios in which
full mesh connectivity is not available.

Three L.Cs 36 and a limited number of member ingress
ports, egress ports, and fabric ports are illustrated in the
example of FIG. 3, but the present disclosure encompasses
any number of ports and line cards, and techniques in
accordance with the present disclosure may be implemented
with any number of line cards and ports in other examples.

In the example of FIG. 3, one or more of LCs 36 may
choose a member port of a link aggregation port bundle. For
instance, in one example, L.C 36A receives a packet on P1.
A PFE included within line card 36A determines that the
packet is to be forwarded to the aggregation bundle, and
applies a hashing algorithm to identify the egress port. The
hashing algorithm may be performed by either hardware or
through a software-based implementation. Based on the
hashing, the PFE determines that packet is to be transmitted
out P4 (associated with LC 36B), which is reachable via F2
through switch fabric 34 to F3. But in the example of FIG.
2, the path between F2 and F3 through switch fabric 34 may
already be congested. Accordingly, forwarding the packet to
F3 and then to P4 may lead to packet drop and/or further
congestion. In some examples, other legitimate traffic (apart
from aggregation bundle 37 destined traffic) which should
use the same path within switch fabric 34 may also be
adversely affected.

However, by considering bandwidth utilization of fabric
interfaces F1 through F6, and utilization of corresponding
paths within fabric 34, packet drops and congestion can be
avoided in at least some cases. Accordingly, as further
described herein, one or more L.Cs 36 may select a member
port of a link aggregation port bundle by considering the
fabric interface bandwidth usage and/or utilization. For
instance, in some examples, an algorithm to identify rela-
tively low-utilized fabric interfaces or paths through fabric
34 may applied, and one or more of L.Cs 36 may select a
member port from among the identified low-utilization
fabric interfaces.

One such algorithm may involve use of two utilization
thresholds: a “lower threshold” and a “higher threshold.” In
such an example, the lower threshold may indicate a low or
minimal traffic usage threshold for the given fabric interface,
whereas the higher threshold may indicate a higher, or even
maximum traffic usage threshold for the given fabric inter-
face. These threshold limits may be calculated based on the
speed of the member ports. To apply the algorithm, a
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member port set is created based on the fabric interface
bandwidth utilization, and a member port is selected from
the member port set.

To determine bandwidth utilization levels, LCs 36 (e.g.,
LC 36A) may evaluate virtual output queues maintained by
forwarding chips or PFEs within L.Cs 36 and utilize state
information associated with those queues to determine band-
width associated with each path and/or fabric interfaces. In
other examples, LCs 36 may query hardware registers for
current traffic rates, and compare those rates to the rate each
fabric is capable of to determine to what extent the fabric
port is operating relative to the maximum rate and to
determine available commitments and bandwidth utiliza-
tion.

In one example of an algorithm applying a two-threshold
system, two sets of member ports (a “global-member-port-
set” and a “sub-member-port-set”) are created. Ports are
added to these member port sets according to the rules of the
algorithm, and the selected member port is ultimately cho-
sen from the global-member-port-set. Specifically, the fol-
lowing rules may be applied in such an example.

Step 1: construct the global-member-port-set by adding
all local member ports of given bundle based on the ingress
traffic line card (e.g., LC 36A in FIG. 3).

Step 2: For each fabric interface (where one of the
member ports is reachable): if the utilization bandwidth
percentage is lesser than lower-threshold then add the set of
member ports which are reachable via this fabric interface to
the sub-member-port-set (see, e.g., the example of FIG. 4A).

Step 3: If the sub-member-port-set is empty (i.e., NULL)
then all the fabric interfaces crossed the minimum or lower
threshold. In such a case, then for each fabric interface
(where one of the member ports is reachable): if the utili-
zation bandwidth percentage is lesser than the higher-thresh-
old then add the set of member ports which are reachable via
this fabric interface to sub-member-port-set (see, e.g., the
example of FIG. 4B).

Step 4: If the sub-member-port-set is not empty (i.e., not
NULL) then merge sub-member-port-set with global-mem-
ber-port-set. However, if the sub-member-port-set is empty/
NULL (all the fabric interfaces crossed the maximum
threshold), then perform one of the following steps (step 5A
or step 5B), depending on whether the global-member-port-
set is not NULL:

Step SA: If the global-member-port-set is not NULL then
the local member ports (i.e., P2 and P3 for ingress traffic LC
36A) will be considered here (see, e.g., FIG. 4C).

Step 5B: If the global-member-port-set is NULL then
construct global-member-port-set using all member ports of
given bundle. (see, e.g., the example of FIG. 4D).

Step 6: Apply a hashing algorithm (based on packet
content) to the member ports in the global-member-port-set
to select a member port.

In some examples, the foregoing steps are applied to each
network packet received by an ingress line card. In other
examples, the port sets might not need to be updated for each
packet, so the foregoing steps may be applied periodically,
or in response to an event (e.g., initiation or termination of
a packet flow). In such an example, the global-member-port-
set may include the same set of member ports for a period
of time until the algorithm is executed again, thereby poten-
tially adjusting the member ports included in the global-
member-port-set (and/or in other member port sets). In
another example, utilization rates might be monitored and
the algorithm may be performed again each time a relevant
path crosses a utilization threshold, thereby updating and
potentially changing one or more sets of member ports. In
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another way to implement this example, one or more .Cs 36
may maintain, on an ongoing basis, lists of member ports
(e.g., a global-member-port-set, a sub-member-port-set, and/
or other lists) and update the lists as needed as utilization
levels change, thereby necessitating a change to the lists of
port sets in a manner consistent with the above-described
algorithm or other applicable algorithm.

FIG. 4A, FIG. 4B, FIG. 4C, and FIG. 4D are conceptual
diagrams illustrating various example scenarios in which the
above algorithm may be applied to select a member port, in
accordance with one or more aspects of the present disclo-
sure. In FIG. 4A, LC 36 A may determine a member port for
an incoming packet destined for aggregation bundle 37 by
applying the algorithm described above. For instance, with
reference to FIG. 4A, LC 36A creates a global-member-
port-set that includes P2 and P3 (step 1) because P2 and P3
are local member ports for LC 36A. In step 2, LC 36A and
creates a sub-member-port-set that includes P6 and P7
(associated with LC 36C) because link 401 from LC 36A to
LC 36C has a relatively low utilization that is less than the
lower threshold. (The relatively low utilization is indicated
in FIG. 4A by the thinly-drawn line representing link 401).
Link 402 has a higher utilization than the low threshold in
this example (note the thicker line representing link 402 in
FIG. 4A), so P4 and P5 (associated with LC 36B) are not
added to the sub-member-port-set. In the example of FIG.
4A, step 3 does not apply because the sub-member-port-set
is not empty. In step 4, the sub-member-port-set is not
empty, so LC 36 A merges the sub-member-port-set into the
global-member-port-set, resulting in a global-member-port-
set that includes P2, P3, P6, and P7. Step 5 does not apply
because the sub-member-port-set is not empty. The result of
the previous steps is that the global-member-port-set
includes P2, P3, P6, and P7. Accordingly, L.C 36A applies a
hash algorithm to select from among P2, P3, P6, and P7 (step
6).

FIG. 4B is another example illustrating the application of
the described algorithm, where LC 36A again determines a
member port for an incoming packet on P1 destined for
aggregation bundle 37. In the example of FIG. 4B, L.C 36A
creates a global-member-port-set that includes P2 and P3
(step 1), and in step 2, creates a sub-member-port-set that is
empty, because link 401 and link 402 are both utilized more
than the low threshold (note the relative thickness of lines
representing links 401 and 402 in FIG. 4B). In step 3, LC
36A adds P6 and P7 to the sub-member-port-set, because
while link 401 is has a higher utilization than the low
threshold, link 401 has a lower utilization than the high
threshold (note the moderately thickly-drawn line represent-
ing link 401). Member ports P4 and P5 are therefore not
added to the sub-member-port-set. In step 4, LC 36 A merges
the sub-member-port-set into the global-member-port-set, so
that the global-member-port-set includes P2, P3, P6, and P7.
Step 5 does not apply because the sub-member-port-set is
not empty. The result is that the global-member-port-set
includes P2, P3, P6, and P7. Accordingly, L.C 36A applies a
hash algorithm to select from among P2, P3, P6, and P7 (step
6).

FIG. 4C is another example illustrating the application of
the described algorithm, where LC 36A determines a mem-
ber port for a packet arriving on P1 that is destined for
aggregation bundle 37. In the example of FIG. 4C, L.C 36A
creates a global-member-port-set that includes P2 and P3
(step 1), and in step 2, creates a sub-member-port-set that is
empty, because link 401 and link 402 are both utilized more
than the low threshold (note thickness of lines representing
links 401 and 402 in FIG. 4B). In step 3, LC 36A still does
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not add any ports to the sub-member-port-set, since both link
401 and link 402 have a higher utilization than the high
threshold (note the thickly-drawn line representing links 401
and 402). Step 4 does not apply, since the sub-member-port-
set is empty. In step 5, since the global-member-port-set is
not empty (it includes P2 and P3), no further additions are
made to global-member-port-set. LC 36A therefore applies
a hash algorithm to select from among the members of the
global-member-port-set, which in the example of FIG. 4C
includes P2 and P3 (step 6).

FIG. 4D is another example illustrating the application of
the described algorithm, where LC 36A determines a mem-
ber port for a packet arriving at a line card that has no local
member ports (or none that are part of the aggregation
group). In the example of FIG. 4D, when a packet arrives at
P1 destined for aggregation bundle 37, LC 36A creates a
global-member-port-set that is empty, since LC 36A in the
example of FIG. 4D has no local member ports, or at least
none that are part of the aggregation group (step 1). In step
2, LC 36A creates a sub-member-port-set that is empty,
because link 401 and link 402 are both utilized more than the
low threshold (note thickness of lines representing links 401
and 402 in FIG. 4B). In step 3, LC 36 A still does not add any
ports to the sub-member-port-set, since both link 401 and
link 402 have a higher utilization than the high threshold
(again, note the thickly-drawn line representing links 401
and 402). Step 4 does not apply, since the sub-member-port-
set is empty. In step 5, since the global-member-port-set is
empty, all member ports are added (P4, PS5, P6, and P7), even
if utilization is higher than the thresholds (e.g., regardless of
utilization). In effect, since all paths are highly-utilized, all
paths are considered candidates for output. In step 6, LC
36A applies a hash algorithm to select from among all the
member ports in the global-member-port-set (P4, P5, P6,
and P7).

In some examples, a different number of thresholds may
be used, including more thresholds than simply a low
threshold and a high threshold. In such an example, the
algorithms described here may be modified to suit the
number of thresholds. Where there are more than two
thresholds, for example, each threshold may be considered
one by one, thereby identifying one or more subsets of
member ports that do not exceed one of the lower thresholds,
and a hashing algorithm may be applied to those member
ports that are less than the lowest applied threshold that
results in a group of member ports. Threshold values may be
configurable by an administrator or user, or may be config-
ured or adapted automatically by router 17 based on traffic
patterns or other considerations.

FIG. 5 is a flow diagram illustrating operations performed
by an example packet forwarding engine within a line card,
in accordance with one or more aspects of the present
disclosure. FIG. 5 illustrates an algorithm that is similar to
that described in connection with FIG. 3 and FIG. 4A
through FIG. 4D, and operations described in FIG. 5 may be
performed by one or more L.Cs 36 of FIG. 3. In other
examples, operations described in FIG. 5 may be performed
by one or more other components, modules, systems, or
devices. Further, in other examples, operations described in
connection with FIG. 5 may be merged, performed in a
difference sequence, omitted, or may encompass additional
operations not specifically illustrated or described.

In the example of FIG. 5, and in accordance with one or
more aspects of the present disclosure, LC 36 A may receive
network data to be output through an aggregation bundle
having a plurality of member ports, each member port
associated with one of a plurality of line cards intercon-
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nected through a switch fabric, wherein the network data is
received by a receiving line card of the plurality of line
cards. For instance, in the example of FIG. 3, LC 36A
receives data over ingress port P1. LC 36A determines that
the data is to be output over aggregation bundle 37.

LC 36A may identify any local member ports from the
plurality of member ports (501). For instance, with reference
to FIG. 3, LC 36A determines that, as the ingress line card,
whether it has any member ports that are part of an aggre-
gation bundle having a plurality of member ports, each
member port associated with one of a plurality of line cards
(e.g., LCs 36 A through 36C in FIG. 3). LC 36A identifies P2
and P3 as local ports, since they are member ports included
within LC 36A, the receiving line card.

LC 36A may add the local ports to a list of ports that it
maintains within storage (502). For instance, LC 36A main-
tains a list of ports, and L.C 36A adds P2 and P3 to that list
in a storage device within LC 36 A or otherwise within router
17.

LC 36A may identify one or more non-local member ports
from the plurality of member ports, each of the non-local
member ports being reachable from the receiving line card
over a path through the switch fabric to a different one of the
plurality of line cards. For instance, LC 36 A may determine
that non-local member ports include P4 and P5 (accessible
through switch fabric 34 and LC 36B), and P6 and P7
(accessible through switch fabric 34 and LC 36C).

From this group of non-local member ports, LC 36 A may
identify available non-local member ports by determining,
for each of the non-local member ports, whether the path
through the switch fabric has utilization less than a low
threshold (503). For each such non-local member port
reachable over a path having utilization less than the low
threshold, L.C 36 A adds the non-local member port to the list
of ports (504).

If there are no non-local member ports having a path
through the switch fabric has utilization less than a low
threshold, LC 36 A may determine available non-local mem-
ber ports by determining, for each of the non-local member
ports, whether the path through the switch fabric has utili-
zation less than a high threshold (505). For each such
non-local member port reachable over a path having utili-
zation less than the high threshold, LC 36A adds the
non-local member port to the list of ports (506).

LC 36A may determine whether the list of ports that it has
maintained is empty (507). If the list of ports is empty, LC
36A adds all member ports to the list (508). To do so, I.C
36A adds any local member ports to the list (in the example
of FIG. 3, P2 and P3 are local member ports). LC 36A also
adds each of the previously-identified non-local member
ports that are each reachable from the receiving line card
(i.e., LC 36A) over a path through the switch fabric to a
different one of the plurality of line cards. In the example of
FIG. 3, this includes ports P4, P5, P6, and P7.

LC 36A may select a member port by applying a hashing
algorithm to a group that includes each of the member ports
in the list (509). For instance, L.C 36 A may apply a hashing
algorithm to a list of ports that consists of the local member
ports (P2 and P3) and one or more non-local member ports
(e.g., P4, P5, P6, and/or P7). Where LC 36A has no local
member ports, LC 36A may apply a hashing algorithm to
select one of the non-local member ports, and may output
the network data over a fabric interface to reach the selected
(non-local) member port. Where LC 36A has local member
ports, but paths to non-local member ports are utilized more
than the high threshold, LC 36A may apply a hashing
algorithm to select one of the local member ports, and may
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output the network data over circuitry included within L.C
36A to reach the selected (local) member port.

For processes, apparatuses, and other examples or illus-
trations described herein, including in any flowcharts or flow
diagrams, certain operations, acts, steps, or events included
in any of the techniques described herein can be performed
in a different sequence, may be added, merged, or left out
altogether (e.g., not all described acts or events are necessary
for the practice of the techniques). Moreover, in certain
examples, operations, acts, steps, or events may be per-
formed concurrently, e.g., through multi-threaded process-
ing, interrupt processing, or multiple processors, rather than
sequentially. Further certain operations, acts, steps, or events
may be performed automatically even if not specifically
identified as being performed automatically. Also, certain
operations, acts, steps, or events described as being per-
formed automatically may be alternatively not performed
automatically, but rather, such operations, acts, steps, or
events may be, in some examples, performed in response to
input or another event.

For ease of illustration, a limited number of devices (e.g.,
line cards 36 and links 401, 402, 404, as well as others) are
shown within the Figures and/or in other illustrations refer-
enced herein. However, techniques in accordance with one
or more aspects of the present disclosure may be performed
with many more of such systems, components, devices,
modules, and/or other items, and collective references to
such systems, components, devices, modules, and/or other
items may represent any number of such systems, compo-
nents, devices, modules, and/or other items.

The Figures included herein each illustrate at least one
example implementation of an aspect of this disclosure. The
scope of this disclosure is not, however, limited to such
implementations. Accordingly, other example or alternative
implementations of systems, methods or techniques
described herein, beyond those illustrated in the Figures,
may be appropriate in other instances. Such implementa-
tions may include a subset of the devices and/or components
included in the Figures and/or may include additional
devices and/or components not shown in the Figures.

The detailed description set forth above is intended as a
description of various configurations and is not intended to
represent a limited number of configurations in which the
concepts described herein may be practiced. The detailed
description includes specific details for the purpose of
providing a sufficient understanding of the various concepts.
However, these concepts may be practiced without these
specific details. In some instances, well-known structures
and components are shown in block diagram form in the
referenced figures in order to avoid obscuring such concepts.

Accordingly, although one or more implementations of
various systems, devices, and/or components may be
described with reference to specific Figures, such systems,
devices, and/or components may be implemented in a num-
ber of different ways. For instance, one or more devices
illustrated in the Figures herein (e.g., FIG. 1 and/or FIG. 2)
as separate devices may alternatively be implemented as a
single device; one or more components illustrated as sepa-
rate components may alternatively be implemented as a
single component. Also, in some examples, one or more
devices illustrated in the Figures herein as a single device
may alternatively be implemented as multiple devices; one
or more components illustrated as a single component may
alternatively be implemented as multiple components. Each
of such multiple devices and/or components may be directly
coupled via wired or wireless communication and/or
remotely coupled via one or more networks. Also, one or
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more devices or components that may be illustrated in
various Figures herein may alternatively be implemented as
part of another device or component not shown in such
Figures. In this and other ways, some of the functions
described herein may be performed via distributed process-
ing by two or more devices or components.

Further, certain operations, techniques, features, and/or
functions may be described herein as being performed by
specific components, devices, and/or modules. In other
examples, such operations, techniques, features, and/or
functions may be performed by different components,
devices, or modules. Accordingly, some operations, tech-
niques, features, and/or functions that may be described
herein as being attributed to one or more components,
devices, or modules may, in other examples, be attributed to
other components, devices, and/or modules, even if not
specifically described herein in such a manner.

Although specific advantages have been identified in
connection with descriptions of some examples, various
other examples may include some, none, or all of the
enumerated advantages. Other advantages, technical or oth-
erwise, may become apparent to one of ordinary skill in the
art from the present disclosure. Further, although specific
examples have been disclosed herein, aspects of this disclo-
sure may be implemented using any number of techniques,
whether currently known or not, and accordingly, the present
disclosure is not limited to the examples specifically
described and/or illustrated in this disclosure.

In one or more examples, the functions described may be
implemented in hardware, software, firmware, or any com-
bination thereof. If implemented in software, the functions
may be stored, as one or more instructions or code, on and/or
transmitted over a computer-readable medium and executed
by a hardware-based processing unit. Computer-readable
media may include computer-readable storage media, which
corresponds to a tangible medium such as data storage
media, or communication media including any medium that
facilitates transfer of a computer program from one place to
another (e.g., pursuant to a communication protocol). In this
manner, computer-readable media generally may corre-
spond to (1) tangible computer-readable storage media,
which is non-transitory or (2) a communication medium
such as a signal or carrier wave. Data storage media may be
any available media that can be accessed by one or more
computers or one Or more processors to retrieve instructions,
code and/or data structures for implementation of the tech-
niques described in this disclosure. A computer program
product may include a computer-readable medium.

By way of example, and not limitation, such computer-
readable storage media can include RAM, ROM, EEPROM,
CD-ROM or other optical disk storage, magnetic disk stor-
age, or other magnetic storage devices, flash memory, or any
other medium that can be used to store desired program code
in the form of instructions or data structures and that can be
accessed by a computer. Also, any connection is properly
termed a computer-readable medium. For example, if
instructions are transmitted from a website, server, or other
remote source using a coaxial cable, fiber optic cable,
twisted pair, digital subscriber line (DSL), or wireless tech-
nologies such as infrared, radio, and microwave, then the
coaxial cable, fiber optic cable, twisted pair, DSL, or wire-
less technologies such as infrared, radio, and microwave are
included in the definition of medium. It should be under-
stood, however, that computer-readable storage media and
data storage media do not include connections, carrier
waves, signals, or other transient media, but are instead
directed to non-transient, tangible storage media. Disk and
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disc, as used, includes compact disc (CD), laser disc, optical
disc, digital versatile disc (DVD), floppy disk and Blu-ray
disc, where disks usually reproduce data magnetically, while
discs reproduce data optically with lasers. Combinations of
the above should also be included within the scope of
computer-readable media.

Instructions may be executed by one or more processors,
such as one or more digital signal processors (DSPs),
general purpose microprocessors, application specific inte-
grated circuits (ASICs), field programmable logic arrays
(FPGAs), or other equivalent integrated or discrete logic
circuitry. Accordingly, the terms “processor” or “processing
circuitry” as used herein may each refer to any of the
foregoing structure or any other structure suitable for imple-
mentation of the techniques described. In addition, in some
examples, the functionality described may be provided
within dedicated hardware and/or software modules. Also,
the techniques could be fully implemented in one or more
circuits or logic elements.

The techniques of this disclosure may be implemented in
a wide variety of devices or apparatuses, including a wire-
less handset, a mobile or non-mobile computing device, a
wearable or non-wearable computing device, an integrated
circuit (IC) or a set of ICs (e.g., a chip set). Various
components, modules, or units are described in this disclo-
sure to emphasize functional aspects of devices configured
to perform the disclosed techniques, but do not necessarily
require realization by different hardware units. Rather, as
described above, various units may be combined in a hard-
ware unit or provided by a collection of interoperating
hardware units, including one or more processors as
described above, in conjunction with suitable software and/
or firmware.

What is claimed is:

1. A system comprising a storage system and processing
circuitry having access to the storage system and configured
to:

receive network data to be output through an aggregation

bundle having a plurality of member ports, each mem-
ber port associated with one of a plurality of line cards
interconnected through a switch fabric, wherein the
network data is received by a receiving line card of the
plurality of line cards;

identify an available non-local member port from the

plurality of member ports that is reachable from the
receiving line card over a low-utilization path through
the switch fabric to a different one of the plurality of
line cards;

select a member port by applying a hashing algorithm to

a group that includes the identified available non-local
member port; and

output the network data over a fabric interface to reach the

selected member port.

2. The system of claim 1, wherein the available non-local
member port is a first available non-local member port,
wherein the low-utilization path is a first low-utilization
path, and wherein the processing circuitry is further config-
ured to:

identify a second available non-local member port from

the plurality of member ports that is reachable from the
receiving line card over a second low-utilization path
through the switch fabric.

3. The system of claim 1, wherein the processing circuitry
is further configured to:

identify a local member port from the plurality of member

ports, where the local member port is a port of the
receiving line card.
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4. The system of claim 3, wherein to select a member port,
the processing circuitry is further configured to:

apply the hashing algorithm to the group, wherein the

group further includes the local member port.

5. The system of claim 1, wherein to identify the available
non-local member port, the processing circuitry is further
configured to:

determine whether the low-utilization path through the

switch fabric is utilized less than a threshold utilization
value.

6. The system of claim 1, wherein to identitfy the available
non-local member port, the processing circuitry is further
configured to:

identify the available non-local member port in response

to detecting an event.

7. The system of claim 1, wherein the processing circuitry
is further configured to:

detect an event that includes detecting that the low-

utilization path through the switch fabric has crossed a
threshold utilization value.

8. The system of claim 7, wherein to identify the available
non-local member port, the processing circuitry is further
configured to:

identify the available non-local member port in response

to the event.

9. The system of claim 1, wherein to identify the available
non-local member port, the processing circuitry is further
configured to:

determine whether the low-utilization path within the

switch fabric is utilized less than a first threshold
utilization value; and

if the low-utilization path is not utilized less than the first

threshold utilization value, determine whether the low-
utilization path within the switch fabric is utilized less
than a second threshold utilization value, the second
threshold utilization value being higher than the first
threshold utilization value.

10. The system of claim 1, wherein to identify the
available non-local member port, the processing circuitry is
further configured to:

determine that the low-utilization path within the switch

fabric is utilized more than a first threshold utilization
value; and

determine whether the low-utilization path within the

switch fabric is utilized less than a second threshold
utilization value, the second threshold utilization value
being higher than the first threshold utilization value.

11. The system of claim 10, wherein to determine whether
the low-utilization path within the switch fabric is utilized
less than a second threshold utilization value, the processing
circuitry is further configured to:

determine that the low-utilization path within the switch

fabric is utilized less than the second threshold utiliza-
tion value.

12. A method comprising:

receiving, by a receiving line card, network data to be

output through an aggregation bundle having a plural-
ity of member ports, each member port associated with
one of a plurality of line cards interconnected through
a switch fabric, the plurality of line cards including the
receiving line card;

identify, by the receiving line card, an available non-local

member port from the plurality of member ports that is
reachable from the receiving line card over a low-
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utilization path through the switch fabric to a different
one of the plurality of line cards;
selecting, by the receiving line card, a member port by
applying a hashing algorithm to a group that includes
the identified available non-local member port; and

outputting, by the receiving line card, the network data
over a fabric interface to reach the selected member
port.

13. The method of claim 12, wherein the available non-
local member port is a first available non-local member port,
wherein the low-utilization path is a first low-utilization
path, and wherein the method further comprises:

identifying, by the receiving line card, a second available

non-local member port from the plurality of member
ports that is reachable from the receiving line card over
a second low-utilization path through the switch fabric.

14. The method of claim 12, wherein the method further
comprises:

identifying, by the receiving line card, a local member

port from the plurality of member ports, where the local
member port is a port of the receiving line card.

15. The method of claim 14, wherein sclecting the mem-
ber port includes:

applying the hashing algorithm to the group, wherein the

group further includes the local member port.

16. The method of claim 12, wherein identifying the
available non-local member port includes:

determining whether the low-utilization path through the

switch fabric is utilized less than a threshold utilization
value.

17. The method of claim 12, wherein identifying the
available non-local member port includes:

identifying the available non-local member port in

response to detecting an event.

18. The method of claim 12, wherein the method further
comprises:

detecting an event that includes detecting that the low-

utilization path through the switch fabric has crossed a
threshold utilization value.

19. The method of claim 18, wherein identifying the
available non-local member port includes:

identifying the available non-local member port in

response to the event.

20. A non-transitory computer-readable storage medium
comprising instructions that, when executed, configure pro-
cessing circuitry of a computing system to:

receive network data to be output through an aggregation

bundle having a plurality of member ports, each mem-
ber port associated with one of a plurality of line cards
interconnected through a switch fabric, wherein the
network data is received by a receiving line card of the
plurality of line cards;

identify an available non-local member port from the

plurality of member ports that is reachable from the
receiving line card over a low-utilization path through
the switch fabric to a different one of the plurality of
line cards;

select a member port by applying a hashing algorithm to

a group that includes the identified available non-local
member port; and

output the network data over a fabric interface to reach the

selected member port.
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